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About This Guide

Thank you for choosing Compaq StorageWorks[l Command Console. The
program is a remote management program for StorageWorks array controllers
and adapters. It provides a method of monitoring, configuring, and
troubleshooting storage.

StorageWorks Command Console (SWCC) can be connected to your
StorageWorks hardware in several ways. Once connected, the program issues
commands and interprets the responses sent by the controller or adapter. The
user interface provides the status of a selected storage subsystem.

Intended Audience

Thisguideisintended for storage administrators. This document assumes that
you have a basic understanding of networking. If you are planning to use
SWCC to monitor the storage connected to your controllers, you should
understand RAID (Redundant Array of Independent Disks) technology. First
read the hardware documentation for your hardware to better understand the
material in this book.
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List of Basic Terms

It isimportant that you understand some of the basic terms that are used
throughout this book. For amore complete lig, refer to the glossary in the
online Help:

Table 1
List of Basic Terms

Term Definition

Agent System A computer that has the Agent installed

Asynchronous Event Service (AES) AES, which runs in the background as a service,
collects and passes all traps from the subsystems
to the appropriate Navigation Trees and individual
pagers. It is a component of the Command Console
Client. AES needs to be running for your client
system to receive updates.

Client System A computer that has Windows NT 4.0, Windows
98, or Windows 95 and the Windows-based Client
software installed

StorageWorks Command Console (SWCC) Refers to the overall program

Command Console Client Is the main program that provides event
notification and the Navigation Tree

continued



Table 1
List of Basic Terms continued

About This Guide

Term

Definition

<Device-Specific> Client; for example,
RA200 Client

HSD Client

Device Management Client

In this software release, it provides a Storage
Window for a particular device, such as the HSJ40
controller.

<Device-Specific> Agent; for example,
RA200 Agent

HS-series Agent

Device Management Agent

m  The device-specific Agent collects data from
the subsystems and passes the information
along to the device-specific Client.

m |t enables the Client to communicate with
your subsystems.

Navigation Tree

The Navigation Tree does the following:
m  Provides access to the Storage Window

= Shows the status of your storage systems. It
displays your systems in a hierarchical order.
A subsystem is shown to be connected to a
system, and the Storage Window is shown to
be connected to a subsystem.

Navigation window

m Use to add a system
= Contains the Navigation Tree

= |tis the window that you see when you click
StorageWorks Command Console in
Start|Programs|Command Console.

Storage Window

It displays the status of a particular storage
subsystem.

Subsystems for Device Management

It is comprised of adapters.

Storage Subsystem for Controllers, for example;
HSD50
HSG80

It is a controller and an array of physical devices.

Xiii
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Documentation

In this guide, you will learn how to install and configure the device-specific
Clients and their Agents, in addition to ingtalling the Command Console
Client. For instructions on how to use al of Command Consol€' s features,
refer to the online Help.

First read the hardware documentation for your controller to better understand
the material in this book. Y ou should know how a RAID (redundant array of
independent disks) controller works and be familiar with managing virtual
devices on your hardware, in addition to basic networking.

Online Help

After you configure this software, you should refer to the online Help to learn

more about this product. The online Help provides further information on how
to use Command Console to manage your systems. Y ou can access the online

Help for the following:

m  Features of the Command Console Client, such as the Navigation
window, the Asynchronous Event Service, and pager notification. Help
for these topics can be found by clicking Help in the Navigation
Window.

m  Features of the device-specific Client and Agent. Help for these topics
can be found by clicking Help in a Storage Window.

The Navigation Tree is shown in the Navigation Window, which you will see
when you click SorageWorks Command Console in Sart|Programs|Command
Console. Help also provides the following:

= Step-by-step instructions on how to use Command Console features

m  Reference information about RAID (Redundant Array of Independent
Disks)

m  Glossary

Release Notes

Y ou will be able to find late-breaking and supplemental information for
Command Console by referring to the release notes. The release notes are
separated into two types of files: one specific to Command Console Client
and the other to the device. The following tells you how theinformation is
divided between these two types of files
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Command Console Client (cccl i ent . t xt) - Thisfile covers software
information relating to the Command Console Client, such asinformation on
the Asynchronous Event Service, the Navigation Tree, and paging. This
includes last minute notes specific to the Command Console Client, such as
installation, removal of the Command Console Client.

Device-Specific Client and Agent (as listed in the readme.txt file) - Thesefiles
are specific to the device. They include last-minute software information on
installation, removal of the Agent, and troubleshooting the Agent and the
device-specific Client, in addition to last minute device-specific notes that
were too late for Getting Started.

In This Guide

This guide contains the following chapters and appendix:

Chapter 1 —"Introduction” This chapter provides a brief overview on how
to set up the software, in addition to alist of basic terms. It also tells you about
the documentation, such as Help, rel ease notes, and style conventions.

Chapter 2 —“ About Command Console” This chapter provides a description
of the Command Console Client, the device-specific Clients, and the device-
specific Agents, in addition to alist of features.

Chapter 3 —" Connecting the Client to Your Storage Subsystems’ This
chapter describes the various ways used to connect the client system to your
storage subsystems.

Chapter 4 —"Installing the Command Console Client” This chapter
providesinstructions on how to install and remove Command Console on a
Windows 98™, Windows 95™, and Windows NT™ (Alpha™ and Intel ™)
operating systems. It aso provides useful information that can assist you in
preparing for the installation.

Chapter 5—"Installing the RA200 Agents’ This chapter provides
instructions on how to install the Command Console Agent on the following
platforms; Tru64 UNIX, OpenVMS, and Windows NT (Alphaand Intel).

Chapter 6 —" Configuring the RA200 Agents’ This chapter contains
information to assist you in determining the RA200 Agents' configuration for
the following platforms: Tru64 UNIX, OpenVMS, and Windows NT (Alpha
and Intel).

Chapter 7 —"Installing the HS-Series Agents’ This chapter provides
installation instructions for the HS-Series Agents, including the HSD30,
HSD50, HSJ30, HS340, HSJ50, HSZ220, HSZ40, HSZ50, and HSZ70.

XV
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Chapter 8 —" Configuring the HS-Series Agents.” This chapter provides
information on how to configure the HS-Series Agents on the following
platforms; OpenVMS, Tru64 UNIX, and Windows NT (Alphaand Intel).

Chapter 9 —“Installing the Device M anagement Agents’ This chapter
providesinstructions on how to install the Device Management Agents on
Windows NT (Alphaand Intel) and on Tru64 UNIX.

Chapter 10 —“ Configuring the Device M anagement Agents’ This chapter
containsinformation to assist you in configuring the Device Management
Agents on Windows NT (Alphaand Intel) and on Tru64 UNIX.

Chapter 11 - Setting Up Server WORK S Support. This chapter describes
how Compaq ServerWORKS interfaces with Command Console when an
Agent detects an event with a controller, virtual disk, or physical device.

Appendix A —*Usage Notes and Troubleshooting” This appendix describes
usage and troubl eshooting information for Command Console. It aso provides

information on the following: cluster integration, the communication logical
unit number (LUN), and system requirements.

Style Conventions

The following style conventions are found in this guide:

Table 2 Style Conventions

Convention Type of Information
Bold type Words or characters you type
Italic type User interface text
Courier type File and directory specifications that you

use during installation.

Type When you are instructed to type
information, type the information without
pressing the Enter key.

Enter When you are instructed to enter
information, type the information and then
press the Enter key.

Special Captions

The following captionsidentify important information within this guide:
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A CAUTION: Text set off in this manner indicates that failure to follow directions
could result in damage to equipment or loss of information.

IMPORTANT: Text set off in this manner presents clarifying information or specific
instructions.

NOTE: Text set off in this manner presents commentary, sidelights, or interesting points
of information.

Getting Help

If you have a problem and have exhausted the information in this guide, you
can get further information and other help in the following locations.

Compagq Technical Support

In North America, call the Compag Technical Phone Support Center at
1-800-OK-COMPAQ. This serviceis available 24 hours aday, 7 days a week.
For continuous quality improvement, calls may be recorded or monitored.

Outside North America, call the nearest Compag Technical Support Phone
Center. Telephone numbers for world wide Technical Support Centersare
listed on the Compaq website. Access the Compaq website by logging on to
the Internet at http://www.compag.com.

Be sure to have the following information available before you call Compag:

Technical support registration number (if applicable)
Product serial number (s)

Product model name(s) and numbers(s)

Applicable error messages

Add-on boards or hardware

Third-party hardware or software

Operating system type and revison level

XVii
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Compaq Website

The Compaqg website has information on this product as well asthe latest
drivers and Flash ROM images. Y ou can access the Compag website by
logging on to the Internet at http://www.compag.com.

Compaq Authorized Reseller
For the name of your nearest Compag Authorized Reseller:
= |nthe United States, call 1-800-345-1518.
= |n Canada, call 1-800-263-5868.

m Elsewhere, see the Compaq website for |ocations and telephone
numbers.


http://www.compaq.com

Chapter 1

About Command Console

StorageWorks Command Console (SWCC) provides a method of monitoring,
configuring, and troubleshooting storage subsystems from a remote location.

SWCC can be connected to your StorageWorks controller in several ways.
Once connected, the program sends commands and interprets the responses
sent by the controller or adapter. The user interface displays the logical and
physical layout and status of a selected subsystem, which is comprised of a
controller and an array of physical devices attached to a host. In the case of
Device Management, a subsystem is comprised of adapters.

How to Set Up This Software

Before you can monitor your subsystem, you need to ingtall and configure
several components of this software. The following provides abrief overview:
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Table 1-1
Setting Up the Software

Step

Task

Set up a connection for the Clients, Agents, and subsystems. (Chapter 3)

Install the Command Console Client and the device-specific Clients. (Chapter 4)

When you install the Command Console Client, the software will automatically install
the following:

RA200 Client

HSD Client

HSJ Client

HSZ Client (Except HSZ22 and HSZ80)
Device Management Client

The Command Line Interpreter window (HS-Series Agents Only). You use the
Command Line Interpreter (CLI) window to type in commands that allow you to
configure and monitor your storage subsystems.

Install the device-specific Agent on a system:
m RA200 Agents (Chapter 5)
m  HS-Series Agents (Chapter 7)

= Device Management Agents (Chapter 9)

Add the name of the client system to the Agent’s list of client system entries:
m RA200 Agents (Chapter 6)
m  HS-Series Agents (Chapter 8)
= Device Management Agents (Chapter 10)

Add the name of the agent system to the Navigation Tree. (Command Console Client
Help)

Command Console is comprised of several components: the Command
Console Client, the device-specific Clients, and the device-specific Agents. In
this chapter, you will learn about these components and how they provide a
graphical window into the operation of your subsystem.

Install the software in two steps, which can be done in any order as shown
below:
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About the Client

The Client allows you to monitor and manage subsystems that are in aremote
location. Client runs on alocd system with Microsoft Windows 98,
Windows 95, or Windows NT version 4.0.

The Client isdivided into two parts: the Command Console Client and the
device-specific Client. The Command Console Client provides the Navigation
window, which you see when you click SorageWorks Command Console in
Sart|Programs|Command Console. This Navigation window providesyou
with the Navigation Tree in addition to other functions. The Navigation Tree
provides a way for you to manage your systems.

The device-specific Client (such asthe RA200 Client) isan add-in for the
Command Console Client. This add-in provides a Storage Window, which
displays the status of a particular subsystem. Y ou can access the Storage
Window by using the Navigation Tree.

About the Agent

The device-specific Agent isacompanion program for the device-specific
Client. You need to install the Agent on systems (hogts) that are accessible to
the Clients and the subsystems. The device-specific Agent collects data from
the subsystems and passes the information a ong to the Client. The Agent also
enables Client to communicate with your subsystem over a network.

Command Console Features

Thefollowingisalist of some of Command Console features:
= Automatic event logging on Windows NT

m Direct, serial port connection for HS-Series controllers
= Fault notification by pager

= Graphical view of the controller and its physical and logica storage
elements

m  Host-port SCSI bus virtual terminal connection for HSZ-series
controllers

= Network connection by means of TCH/IP

= Security to protect access to storage subsystems
(Except Device Management)

= Status monitoring of the storage subsystem by using colored icons
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Client System Access Options

The access privilege level controlsthe client system’s level of accessto the
storage subsystems. Y ou can select overall status (no access), detailed status
(show level access only), or configuration (storage subsystem configuration
capability). The following explains the client system access options.

Table 1-2
Client System Access Options

Options SWCC Function

Overall Status (No Access) m  Can use the Client software to add a system
to a Navigation Tree, set up a pager, and
view properties of the controller and the
system

m  Cannot use Client to open a Storage Window

Detailed Status (Show Level Access) m  Can use the Client software to open a Storage
Window, but you cannot make modifications
in that window

Configuration (Storage Subsystem Configuration m  Cannot use the Client software to make
Capability) changes in a Storage Window to modify a
subsystem configuration

Client System Notification Options

The notification scheme defines the network protocol to be used by the Agent
when notifying the selected client system of a change in the state of a
subsystem. The following describes how the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Simple Network Management
Protocol (SNMP) work with SWCC:
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Table 1-3
Client System Notification Options
Options SWCC Function
Transmission Control Protocol/Internet Protocol = Automatically updates the Storage Window of
TCP/IP subsystem changes provided AES is running
( ) m  Required for Windows NT event logging and
pager notification
= [f you do not select TCF/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.
Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring

program to view SNMP traps

Agent Access Password

Y ou can change the configuration of a subsystem (for example, upgrade
firmware) by using your Agent access password, provided that you have the
configuration access privilege level selected.
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Chapter 2

Connecting the Client to Your Storage
Subsystems

This chapter describes the ways that you can connect your client systemsto
your subsystems:

m Direct serial connection (HS-Seriesonly)
m  Host-bus SCS| connection (HSZ-Series only)

= Network connection by means of the TCP/IP protocol

Direct Serial Connection (HS-Series Only)

The simplest connection to the storage subsystem is a direct cable connection
from the local system that has the Storage Windows to one of the subsystem
controller’s serial maintenance ports. Because direct serial connections are
only available with stand-alone Storage Windows, you will be unable to
connect locally to a subsystem by means of the Navigation Tree.
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Host

sAnnons

SCSI host bus

Storage
subsystem

sara
! —————]
maintenance
port connection ——)

LKG-10476-WI
Figure 2-1. An example of the direct serial connection

Host-Bus SCSI Connection
(HSZ-Series Only)

If you have an HSZ controller, you can connect the client system to your
storage subsystems by using the host-bus SCSI (small computer system
interface) connection. To do this, you must connect the Compag StorageWorks
controller subsystem to the client system. In addition, the subsystem must
contain at least one configured virtual disk.

If your subsystem does not contain a configured virtual disk and you still want
to use the host-bus SCSI connection, you must establish atemporary
connection through the controller’ s serial maintenance port, so that you can
create a virtual disk for the subsystem.
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SCSI host bus

— | Storage
subsystem

LKG-10477-WI
Figure 2-2. An example of the host-bus SCSI connection

Network Connection

SWCC has sophigticated networking capabilities. If Client is running on a
local system that has a TCP/IP network connection, you can connect SWCC to
an Agent through the network on a system connected to your storage
subsystem. To connect this way, you must run the Command Console Agent
program on your host.

Agent acts as Client’ s assistant in controlling your storage subsystem.
Commands sent from Client are received by Agent and are routed to the
storage subsystem through the subsystem’s SCSI host bus. Subsystem statusis
tranamitted back to Client from Agent through the network connection. You
can aso use Agent for access protection.

By using a network connection, you can configure and monitor your storage
subsystem from anywhere on your local area network (LAN), whichisa
network confined to a single geographic location. If your have awide area
network (WAN) or a connection to the Internet, you can monitor your
subsystem with the TCP/IP network protocol.

NOTE: Command Console does not support the dynamic host configuration protocol
(DHCP) or the Windows Internet Name Service (WINS).
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Host

TCP/IP
Network SCSI host bus

Storage —_
subsystem ————3

==

LKG-10478-WI
Figure 2-3. An example of the network connection
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Choosing the Right Connection Type

There are many issuesto consider when choosing a connection type to use for
Client and your subsystems. Each connection type differsin the type of
features and limits. Table 3-1 lists the connections supported by only the HS-
Series controllers. Table 3-2 ligs the connections supported by all controllers.

Table 2-1
Connections Supported by Only the HS-Series Controllers
Features Local Serial Connection* Local SCSI Bus Connection**
(Navigation Tree and Agent (Navigation Tree and Agent
not used) not used)

Create Virtual Disk Supported Supported
Delete Virtual Disk Supported Supported
Fault Events: Client Visual Supported Supported
Notification
Fault Events: Paging Notification Not Supported Not Supported
Fault Events: Event Logging Not Supported Not Supported

*Only applies to the HS-Series controllers

**Only appliesto the HSZ-Series controllers
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Table 2-2
Connections Supported by All Controllers

Features

Client and Agent on
the same computer

Local Network

Client and Agent on
different computers

Remote Network

Client running on a
remote system with a
dial-up network
connection to the

Connection Connection Agent
Dial-up Networking
Connection (Non-
DHCP)

Create Virtual Disk* Supported Supported. Follow-up Supported. Follow-up
operating system operating system
configuration cannot configuration cannot
be performed remotely.  be performed remotely.

Delete Virtual Disk* Supported Supported. Follow-up Supported. Follow-up
operating system operating system
configuration cannot configuration cannot
be performed remotely.  be performed remotely.

Fault Events: Client Supported Supported Supported reliably at

Visual Notification Agent end only. The

Client may not be
notified of some events
while the dial-up
connection is broken.

Fault Events: Paging Supported Supported Supported reliably at

Notification Agent end only. The

Client may not be
notified of some events
while the dial-up
connection is broken.

Fault Events: Event Supported Supported Supported reliably at

Logging

Agent end only. The
Client may not be
notified of some events
while the dial-up
connection is broken.

*Not supported by the Device Management SCSI adapters
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Operating System Considerations

Y ou can reconfigure the storage subsystems by using SWCC. For the
operating system to properly reflect these changes, you may need to take
action outside the scope of SWCC, such asinitialize the drive or reboot the
system. For further information, read the documentation for your operating
system.
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Chapter 3

Installing the Clients

This chapter contains instructions on how to install the Client component of
StorageWorks Command Console on Windows 98, Windows 95, or

Windows NT (Alphaand Intel) platforms. It also provides information on how
to access the online version of this document.

When you install the Command Console Client, you will also be installing the
Clientsfor various controllers. The device-specific Clients (such asthe RA200
Client) provide the Storage windows. If you are installing the Clients with a
network connection, you must also install the individual Agents for each
system.

The following software isinstalled with the Command Console Client:

RA200 Client for the KZPSC and KZPAC controllers

HSD Client for the HSD30 and HSD50 controllers

HSJ Client for the HSJ30, HS340, and HSJ50 controllers

HSZ Client for the HSZ20, HSZ40, HSZ50, and HSZ70 controllers
Device Management Client for SCS| adapters

The Command Line Interpreter window (HS-Series Agentsonly). You
use the Command Line Interpreter (CLI) window to type in commands
that allow you to configure and monitor your storage subsystems.
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Before You Begin

Refer tothecccl i ent . t xt file before you begin the installation. It contains
any last-minute changes made to the Command Console Client, in addition to
known problems with thisrelease.

Also, an online copy of thisguide (Get ti ngSt art ed. pdf ) isavailablein
.PDF format on the CD-ROM that accompanies this software. Y ou need
Adobe Acrobat Reader verson 3.0 or later to view the .PDF files. For further
information on ingtalling Adobe Acrobat Reader for Windows NT onto an
Alphaplatform, refer tothecccl i ent . t xt file. There are two waysto
obtain Adobe Acrobat Reader:

= From the StorageWorks Command Console CD—ROM. For more
information, refer tothecccl i ent . t xt file

m  From the Adobe Web ste:

www.adobe.com

Installing the Clients

This section contains instructions on how to install the Clients on the
Windows NT, the Windows 98, and the Windows 95 operating systems. There
are two waysto instal the Clients:

= From the StorageWorks Command Console (SWCC) CD-ROM
= From afile downloaded from the StorageWorks Web site
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Installing the Clients

f E CAUTION: Before you install the Clients, do the following:

Check the software product description list located on the StorageWorks
Web site. This list will tell you whether Command Console supports your
hardware.

If you are using Windows NT, verify that you are logged into an account
that is a member of the administrator group.

If you have the Command Console Client open, exit the Command Console
Client (File|Exit).

If you have Command Console version 2.0 or earlier, remove the following
Clients from your computer by going into Add/Remove Programs: HSD
Client (StorageWorksHSDClient), HSJ Client (StorageWorksHSJClient), HSZ
Client (StorageWorksHSZClient), and the Command-Line Interpreter (CLI)
window (StorageWorksCliWindow).

If you have Command Console Client version 1.1b or earlier, remove the
program and the asynchronous event service.

If any of your shortcuts point to a floppy drive, a CD-ROM drive, or a
removable drive, verify that the floppy or CD-ROM drives are not empty
and that the removable drive is present. The installation will check the
shortcuts on the desktop and in the Start menu. If you have Windows NT,
the installation will check the shortcuts of all users for that computer, even
if they are not currently logged on.

Read ccclient.txt.

From the SWCC CD-ROM

1. Insert the CD-ROM into the computer that you want to use as your
client system.

2. Using Windows Explorer®, go to the following directory on the CD-
ROM, and double-click set up. exe:

For the Alpha platform: \ NTAl pha\ cl i ent

For the Intel platform: \NTI ntel\client

The asynchronous event service (AES) starts and the following software

instals:

@ Command Console Client
Q RAZ200 Client for the KZPSC and KZPAC controllers
Q HSD Client for the HSD30 and HSD50 controllers

3-3
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HSJ Client for the HSJ30, HS340, and HSJ50 controllers
HSZ Client for the HS220, HSZ40, HSZ50, and HSZ70 controllers
Device Management Client for SCS| adapters

o 0o O O

The Command Line Interpreter window (HS-Series Agents only).
Y ou use the Command Line Interpreter (CLI) window to typein
commands that allow you to configure and monitor your storage
subsystems.

For more information on AES, read the section, “ Asynchronous Event
Service,” in this chapter.

NOTE: After the Command Console Client is installed, you can access its Help, which
provides detailed information on the configuration and use of Command Console. You can
access Help for the Command Console Client by clicking Help in its window.

From a Downloaded File

It is assumed that you have downloaded thefile, swccv2laxpcl i ent . exe
for the Alphaplatform or swccv21x86¢l i ent . exe for the Intel platform,
from the StorageWorks Web site to the computer that you want to use as your
client system.

1. Open Windows Explorer and double-click the file that you downl oaded.

Thefile self-extracts.
2. Go to thefollowing directory and double-click set up. exe.

For the Alpha platform: NTAI pha\ cl i ent
For the Intel platform: NTI ntel\client

The asynchronous event service (AES) starts and the following software
installs:

0 Command Console Client

RA200 Client for the KZPSC and KZPAC controllers

HSD Client for the HSD30 and HSD50 controllers

HSJ Client for the HSJ30, HS340, and HSJ50 controllers

HSZ Client for the HSZ20, HSZ40, HSZ50, and HSZ70 controllers
Device Management Client for SCS| adapters

0o 0 0o 0 O
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O The Command Line Interpreter window (HS-Series Agentsonly).
Y ou use the Command Line Interpreter (CLI) window to typein
commands that allow you to configure and monitor your storage
subsystems.

For more information on AES, read the following section, “ Asynchronous
Event Service”

NOTE: After the Command Console Client is installed, you can access its Help, which
provides detailed information on the configuration and use of Command Console. You can
access Help for the Command Console Client by clicking Help in its window.

About the Asynchronous Event Service

The Asynchronous Event Service (AES) isacomponent of the Command
Console Client. It runsin the background as a service that provides status
updates of the subsystemsto its client system. For aclient system to receive
updates, it needsto be running AES. When AES isrunning, it passes the trap
(message) to the Navigation Tree. The Navigation Tree, in turn, passes the trap
to the appropriate Storage windows. Y ou can identify a new trap that has been
passed to the Navigation Tree because the status of one or more of itsicons
will change.

AES can a so send traps to pagers. To activate this function, you must
predefine each pager number in the User Profile section of the Event
Notification menu in the Navigation window.

NOTE: Consult Command Console’s Help for the latest information on how to diagnose
problems that could occur when sending pages. Help provides instructions on how to put
AES into a debug mode.

Y ou can change whether AES starts at boot time. Y ou can also stop or start
AES. However, you need AES running to receive pages notifying you of faults
and to provide updates to the Navigation Tree, Storage windows, and
Windows NT Event Viewer. When you stop AES, you aretelling the Client
software to do the following on its client system:

= Stop providing updatesto the Navigation Tree and Storage windows

= Stop displaying updates obtained from the Asynchronous Event Service
in the Application Log of the Windows NT Event Viewer

= Not page others when a fault occurs
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Stopping and Starting AES on Windows NT

To stop or sart AES:
1. Open the Services window (Sart|Settings|Control Panel|Services).

2. Click the AsyncEventSvc entry.
3. Click Sop or Start, then click Close.

To disable the automatic start of AES when your system boots, change the
startup option to manual in the Services window, as described bel ow:

1. Open the Services window, (Sart|Settings|Control Panel|Services).
2. Double-click the AsyncEventSvc entry. The Service window appears.
3. Select Manual under Startup Type, and click OK.

Stopping and Starting AES on Windows 98 and
Windows 95

To stop or sart AES:

1. Double-click the Async Event Service icon located in the Control Panel.
The AES Service Settings window appears.

2. Click Sop or Start, then click Apply.

To disable the automatic start of AES when your system boots:

1. Double-click the Async Event Service icon located in the Control Panel.
The AES Service Settings window appears.

2. Deselect Automatic Startup on Boot and click Apply.
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Removing the Command Console Client

Before you remove the Command Console Client from your computer, remove
AES from Windows NT or deactivate it from starting automatically at system
boot on a computer, running Windows 98 or Windows 95. This will prevent
the system from reporting that a service failed to start every time the systemis
booted. Steps 2 through 4 tell you how to remove the Command Console
Client.

1. In this step, do one of the following:
0 On Windows 98 and Windows 95:

Deactivate AES from starting automatically at system boot, by doing
the following:

Go into Sart|Settings|Control Panel|Async Event Service, and uncheck
“ Automatic startup on boot.”
O OnWindowsNT:

If you have Windows NT, remove AES from the compuiter.

2. Go to the command prompt (Sart|Programs|Command Prompt) and
change to the directory to which you ingalled the Command Console
Client. Type the following command and then press ENTER:

C:\Program Fi | es\SWCC>  AsyncEvent Servi ce -renove

3. Click Sart|Settings|Control Panel, and then double-click the
Add/Remove Programs icon in the Control Panel. The Add/Remove
Program Properties window appears.

4. Select Command Console V2.1 located in the window, and then click
Add/Remove. The computer asks:

Are you sure you want to conpletely renove the
selected application and all of its components?

5. Click Yes. The computer removes only the Command Console Client.

NOTE: The procedure described only removed the Command Console Client. You can
remove a device-specific Client by using the Add/Remove program (Start|Settings|Control
Panel|Add/Remove Programs).
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Chapter 4

Installing the RA200 Agents

Y ou need to install the RA200 Agent on ahost in order for the RA200 Client
software to receive information about your storage subsystems. The Agent
software allows the Client to exchange information with your storage
subsystem over a network.

This chapter contains instructions on how to install the RA200 Agents on
Tru64 UNIX, Compag OpenVMS, and the Windows NT (Alpha and Intel)
operating systems. It aso hasinstructions on how to install the RA200 Agent
for Tru64 UNIX by using the Datal ess Management Services (DMS) server
installation or the Remote Installation Services (RIS) server installation.
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Installing the Alpha Device Driver

Before you install the RA200 Agent, you may need to install anewer version
of the device driver, SYS$DRDRI VER. EXE, if you have an Alphaplatform
with one of the following versions of OpenVMS;

= 6.2-1H3
s 7.1-1H1
s 7.1-1H2

Thisdevice driver isfor the KZESC, KZPSC, KZPAC controllers, and it is
required for the support of StorageWorks Command Console. The driver will
create a new device unit, DRMcO:, for each controller. This unit servesasa
communication point for the RA200 Agent to allow it to perform its
configuration and monitoring functions.

To obtain the TIMA kit (ALPDRIV09_071) for OpenVMSversions 7.1-1H1

and 7.1-1H2, go to the following Web site:
http://ftp.service.digital.com/public/Readmes/vms/alpdrivi2_071.html

To obtain the TIMA kit (ALPDRIV18 062) for OpenVMS version 6.2-1H3,

go to the following Web site:
http://ftp.service.digital.com/public/Readmes/vms/alpdriv18_062.README

Refer questionsto your Compag Customer Service Representative.

Before Installing the RA200 Agent on
OpenVMS

1. Ingtall the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). That
installation also ingalls version 2.1 of the RA200 Client. If you prefer
not to install the Clients now, you can ingall them after you have
installed the Agent.

2. Read therelease notesinther a200v21. t xt filefor operating system
and TCP/IP requirements.

3. Verify that one of the following TCP/IP stacksis running on your
system: MultiNet], TCPware[J, or UCX.

4. If you have OpenVMS version 7.2, verify that the TCP/IP stacks on
your computer meet the requirements listed in the section,
“Requirements for TCP/IP Stacks on OpenVMS Version 7.2,” under
“System Requirements’ in Appendix A.


http://ftp.service.digital.com/public/Readmes/vms/alpdriv12_071.html
http://ftp.service.digital.com/public/Readmes/vms/alpdriv18_062.README
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5. Verify that the RAID Array isrunning.

6. If you have an Alpha platform with OpenVMS version 6.2-1H3,
7.1-1H1, or 7.1-1H2, ingtall the new version of the Alpha device driver.
See the section, “Installing the Alpha Device Driver.”

7. 1f you have OpenVMS version 7.2 on an Alpha computer with MultiNet
and/or TCPware TCP/IP stacks, you need to install the security patch
from the Process Software Web site at http://www.process.com.

8. Verify that you have the appropriate firmware upgrades and drivers
properly installed. For details, refer to the section, “ System
Requirements,” in Appendix A.

9. Verify that StorageWorks Fault Management is enabled for each
KZPAC and KZPSC controller that you want to manage with Command

Console. For details, refer to the section, “ System Requirements,” in
Appendix A.

10. If you are reinstalling the Agent, verify that you have stopped the Agent.
Type the following at the command prompt and then press RETURN to
stop the Agent:

$ stop ccagentra200

Installing the RA200 Agent on OpenVMS

Instructions on how to ingtall the RA200 Agent on OpenVM S operating
system are asfollows:

CAUTION: Before you install the Agent, complete the steps found in “Before
Installing the RA200 Agent on OpenVMS.”

Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the StorageWorks Command Console (SWCC)
CD-ROM or afile downloaded from the StorageWorks Web site.

NOTE: Do not install the software over the network. Install the software on the system
that is connected to the controller.


http://www.process.com
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From the SWCC CD-ROM

These stepstell you how to ingtall the RA200 Agent from the SWCC
CD-ROM. For the following examples, you can replace DKB600 and
DKB100: [ RA200] with others more suitable for your system.

1

4.

Insert the CD-ROM into the system that has the KZPSC and/or KZPAC
controller(s).

For the examples in this section, assume the CD-ROM device is DKB600.

. To mount the CD-ROM, type the following at the command prompt

(substituting the name of your CD-ROM device) and then press
RETURN:

$ MOUNT/OVER=ID/MEDIA=CD DKB600:

. To create alocd directory on your system, type the following at the

command prompt and then press RETURN. Y ou will copy the
installation file from the CD-ROM to this directory. Replace DKB100
with the name of your hard drive on the system that has the KZPSC
and/or KZPAC controller(s):

$ CREATE/DIRECTORY DKB100:[RA200]

A directory named DKB100: [ RA200] has been created.

To st the directory, type the following at the command prompt and then
press RETURN (Replace DKB100 with the name of your hard drive.):

$ SET DEFAULT DKB100:[RA200]

. Copy the sdlf-extracting file from the CD-ROM to the default directory.

Type the following command and then press RETURN. (Replace
DKB600 with the name of your CD-ROM drive and replace DKB100
with the name of your hard drive.):

$ COPY DKB600:[VMS.AGENTS.MLG]AXPVMS.EXE  DKB100:[RA200]

. To run the sdlf-extracting file, type the following and then press

RETURN (Replace DKB100 with the name of your hard drive.):

NOTE: You need to run AXPVMS. EXE on OpenVMS.

$ RUN DKB100:[RA200]AXPVMS.EXE
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7. Toingtall the kit, type the following at the command prompt and then
press RETURN (Replace DKB100 with the name of your hard drive.):

$ PRODUCT INSTALL CCAGENTRA200/SOURCE=DKB100:[RA200]

The following text appears:
The following product has been selected:
DEC xxxVMS SWCC V2.X-XX
Do you want to continue? [YES]
8. Go to the section, “Completing the Installation.”

From the StorageWorks Web Site

It is assumed that you have downloaded the file AXP22. EXE to the directory
DKB100: [ DOMNLOAD] from the StorageWorks Web site. In this section,
you will tell the computer to uncompress the downloaded file before you begin
the installation. For the following examples, you can replace

DKB100: [ DOANLQAD] and DKB100: [ RA200] with other names more
suitable for your system.

1. Typethefollowing at the command prompt and then press RETURN to
create a directory named DKB100: [ RA200] , which will hold the self-
extracted files for the RA200 and the HS-Series Agents that run on
OpenVMS. Replace DKB100 with the name of your hard drive on the
system connected to the controller:

$ CREATE/DIRECTORY DKB100:[RA200]

2. To st the directory, type the following at the command prompt and then
press RETURN (Replace DKB100 with the name of your hard drive.):

$ SET DEFAULT DKB100:[RA200]

Replace DKB100 with the name of the drive to which you will ingall the
software.

3. To run the downloaded file, type the following a the command prompt
and then press RETURN (This example assumes you downl oaded the
fileinto adirectory named [ DOANLOAD] .) (Replace DKB100 with the
name of your hard drive.):

$ RUN DKB100:[DOWNLOAD]AXP22.EXE

NOTE: You need to run AXP22. EXE on OpenVMS. The . EXE extension is used to
assist Internet browsers in downloading the file.

45
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4. Toinstall the product, type the following at the command prompt and
then press RETURN:

$ PRODUCT INSTALL *

The computer displays the programs that are included in the
self-extracting zip file.

Table 4-1
Files in AXP22.EXE
File Name Function

dec-axpvms-ccagentra200-v0201-316a-1.pcsi The RA200 Agent for OpenVMS version 7.2 or later
dec-axpvms-ccagentra200-v0202-503-1.pcsi The RA200 Agent for OpenVMS version 7.1 or

earlier
dec-axpvms-swcc-v0201-133-1.pcsi The HS-Series Agent for OpenVMS (Alpha

platform).

5. Select one of the filesfor the RA200 Agent.
6. Go to the section, “Completing the Installation.”
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Completing the Installation
In this section, you will complete the ingtallation that you began in the section,
“Beginning the Ingtallation.”

1. Press RETURN. You will be asked to choose options, if any, for each
selected product and for any products that may be ingtalled to satisfy
software dependency requirements. The Agent will start after the
installation. The display shown below may vary from what is on your
screen:

Configuration phase starting ...

DEC AXPVMS CCAGENTRA200 V2.1: StorageWorks Command Console RA200 Agent for
OpenVMS AXP

00 Compag Computer Corporation 1998. All rights reserved.
Compaq Computer Corporation

This product does not use a PAK.

Do you want the defaults for all options? [YES] <return>
Do you want to review the options? [NO] <return>
Execution phase starting ...

The following product will be installed:

DEC AXPVMS CCAGENTRA200 V2.1  Layered Product
Portion done: 0%...70%...80%...90%...100%

The following product has been installed:

DEC AXPVMS CCAGENTRA200 V2.1  Layered Product

DEC AXPVMS CCRA200AGENT V2.1: StorageWorks Command Console RA200 Agent for
OpenVMS AXP

Run @SYS$MANAGER:RA200CONFIG.COM to configure this product.
Insert the following lines in SYS$MANAGER:SYSTARTUP_VMS.COM:
@SYS$MANAGER:CCAGENTRA200$STARTUP.COM

2. If you used the CD-ROM to install the Agent, dismount the CD-ROM.
For example, type the following at the command prompt and then press
RETURN (The following example assumes that your CD-ROM driveis
DKB600.):

$ DISMOUNT DKB600:
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3. The Agent starts automatically, but you can aways check if the Agent is
running by typing the following at the command prompt and then
pressing RETURN:

$ SHOW SYS

NOTE: For your client systems to communicate with this Agent, you need to first add
those client systems to the Agent’s list of client system entries. For more information, go
to the next chapter, “Configuring the RA200 Agents.”

Removing the RA200 Agent
from OpenVMS

Before you remove the RA200 Agent, you need to stop the Agent from
monitoring the subsystems. Instructions on how to remove the RA200 Agent
on OpenVMS operating system are the following:

1. Stop the Agent by using the Configuration menu, as described in the
following chapter, “ Configuring the RA200 Agents.”

2. Type the following at the command prompt and then press RETURN:

$ PRODUCT REMOVE *

The computer displays the software that isingalled.

3. Type the corresponding number for the software that you want to
remove.

4. To remove the configuration and Client list files, change to the
sys$syst emdirectory and delete the following files (If you delete
these files, you will need to reconfigure the Agent after reinstallation.):

Table 4-2
Program Files
File Name File Type
RA200.CFG Configuration File

RACLIENT.INI Client List File
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Before Installing the RA200 Agent on
Tru64 UNIX

1. Ingtall the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). That
installation also ingalls version 2.1 of the RA200 Client. If you prefer
not to install the Clients now, you can ingall them after you have
installed the Agent.

2. Remove previous versions of the RA200 Agent from your computer;
otherwise, the ingtal lation will stop.

3. Read therelease notesinther a200v21. t xt filefor operating system
requirements.

4. Loginasroot (superuser).
5. Verify that the RAID Array isrunning.

6. Verify that you have the appropriate firmware upgrades and drivers
properly installed. For details, refer to the section, “ System
Requirements,” in Appendix A.

7. Verify that StorageWorks Fault Management is enabled for each
KZPAC and KZPSC controller that you want to manage with Command
Console. For details, refer to the section, “ System Requirements,” in
Appendix A.

Installing the RA200 Agent Locally
on Tru64 UNIX

Toinstall the Agent by using DMS or RIS, see the section, “ Datal ess
Management Services (DMYS) Server Installation” or “ Remote Installation
Services (RIS) Server Ingtdlation.”

CAUTION: Before you install the Agent, complete the steps found in “Before
Installing the RA200 Agent on Tru64 UNIX.”
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Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the CD-ROM or a file downloaded from the
StorageWorks Web site.

From the SWCC CD-ROM

The following instructions assume that you have adirectory / rmt  to which
you can mount the CD-ROM. If you do not, you will have to create a mount
point and replace/ mt in the following sequence with the mount point that
you have created. It also assumes the drive name of your CD-ROM is

[ dev/rzd4c.If not, replace/ dev/ r z4c with the actual CD-ROM device.

1. Insert the CD-ROM into the computer that has the KZPSC and/or
KZPAC controller(s).

2. To mount the CD-ROM, type the following at the command prompt and
then press RETURN:

# mount -t cdfs /dev/rz4c /mnt

3. Torun the installation program, enter the following at the command
prompt:

# setld -1 /mnt/dunix/agents

You are shown alist of Agentsthat you caninstall.
4. Choose the Agentsthat you want to ingtall.

You are asked if you want to install the listed subsets.
5. Go to the section, “Completing the Installation.”

From the StorageWorks Web Site

It is assumed that you have downloaded the file swcc21duni x. exe tothe
downl oad directory from the StorageWorks Web site. In this section, you
will tell the computer to uncompress the downloaded file before you begin the
installation. For the following examples, you can replace the ../ downl oad
and ../ Agent s directory names and paths with others more suitable for your
system.

1. To create adirectory, type the following:
# mkdir .../Agents
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2. Tochangetothe ../ Agent s directory, type the following at the
command prompt and then press RETURN.

# cd .../Agents

3. Movethefile, swcc21duni x. exe, tothe ../ Agent s directory by
entering the following:

# mv ../download/swcc2ldunix.exe .../Agents

4. Tomaketheswcc21duni x. exe file executable, enter the following
at the command prompt:

# chmod +x swcc2ldunix.exe

5. Type the following at the command prompt and then press RETURN:

# swcc2ldunix.exe

NOTE: You need to run swcc2lduni x. exe on Tru64 UNIX. The .exe extension was
added to assist Internet browsers in downloading the file.

6. To run the installation program, type the following at the command
prompt and then press RETURN:

#setld -l .../Agents

You are shown alist of Agentsthat you caninstall.
7. Choose the Agents that you want to ingtall.

You are asked if you want to install the listed subsets.
8. Go to the section, “Completing the Installation.”

Completing the Installation

In this section, you will complete the ingtallation that you began in the section,
“Beginning the Ingtallation.”

1. Type 2 and then pressRETURN to install all of the listed subsets. Y ou
are shown the subsets that you have decided to ingtall.

A message, asking if your choiceis correct, appears.

2. Typey and then press RETURN to continue with the installation. Y ou
are shown the number of subsetsthat will beinstalled, the copyright
agreement, and a note warning you to remove previous versions of the
Agent from your compuiter.
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3. Press RETURN to continue. The software will check for existing
installations found on the computer. If it does not find a previous
version of the Agent, the software will do one of the following:

O AsK you totypeapassword. Your case-sendtive password must
have 4 to 16 characters. Go to step 4.

O Tell you that it has already found existing configuration files and
return you to the command prompt. If you installed the software
from a CD-ROM, go to gep 11 to unmount the CD-ROM. Y ou will
not see the following steps because the software has been install ed.

If the software finds a previous version of the Agent, it will tell you to
removeit. You cannot install the RA200 Agent until the previous version
has been removed. Y ou return to the command prompt.

4. Type your new password. Press RETURN.

A message, asking you to verify the new password, appears.

5. Type your new password again. Press RETURN.
A message, telling you that the password has been updated, appears. Press
RETURN to continue. The computer asks you to add a client system entry.

6. Type the name of the client systems that you want to receive updates
from this Agent, and then press RETURN.

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

7. The software displays amenu, giving you three choices for selecting the
client system access level.

8. From the displayed menu, type an access level for the client system.



Installing the RA200 Agents  4-13

Table 4-3 explains the client system access options:

Table 4-3
Client System Access Options

Options SWCC Function

0 = Overall Status (No Access) m  Can use the Client to add a system to a
Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

1 = Detailed Status (Show Level Access) m  Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

2 = Configuration (Storage Subsystem m  Can use the Client to make changes in a

Configuration Capability) Storage Window to modify a subsystem
configuration

9. Press RETURN.

A menu for selecting the client system notification scheme appears.

10. From the displayed menu, type a notification scheme for the client
system, 0, 1, 2, 3, or 4.

The notification scheme defines the network protocol to be used by the
Agent when notifying the selected client system of a change in the state of
a subsystem. The following describes how the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Simple Network Management
Protocol (SNMP) work with SWCC.

Table 4-4
Client System Notification Options

Options SWCC Function

Transmission Control Protocol/Internet Protocol m  Automatically updates the Storage Window of
subsystem changes provided AES is running
(TCP/IP)

m  Required for Windows NT event logging and
pager notification

= [f you do not select TCF/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.

Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring
program to view SNMP traps
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11. Press RETURN.

The computer asks you if the entered information is correct.
12. Typey and then press RETURN to complete the ingtalation.

A message, asking if you would like to add another Client, appears.

13. Typey and then press RETURN to add another client system. Repest
steps 6 through 12.

Or

Type n and then press RETURN for the main menu.

14. If you installed the Agent from the CD-ROM, type the following at the
command prompt and then press RETURN to unmount the CD-ROM:

# umount /mnt

15. Go to the section, “ Configuring Event Logging for the RA200 Agent on
Tru64 UNIX,” for information on configuring event logging.

NOTE: Add this system to the Navigation Tree of each client system that you added to the
Agent’s list (File|Add System in the Command Console Client). Refer to the Command
Console Help.

Configuring Agent Event Logging
on Tru64 UNIX

Events are logged by the Command Console Agent to Tru64 UNIX logging
facility by using the sydog standard C Library function (man reference
sysog(3)). When the syslog function is executed, the priority specified during
the call is“notice.” The openlog standard C library function (man reference
sysog(3)), whichisused prior to the sydog function, specifies the facility as
LOG_USER (messages generated by user processes).

To ensure that 1ogging occurs for the Command Console Agent on Tru64
UNIX, the/ et ¢/ sysl og. conf file (man reference syslog (8)) must be
configured to include an entry to direct logging for the user facility. Thisentry
must have a priority equal to or greater than the notice priority. In other words,
if logging currently does not occur for the user facility, you must create an
entry similar to the following inthe sysl og. conf file

user.notice Ivarfadm/syslog.dated/user.log
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If an entry already existsinthesysl og. conf filethat logs user messages
and has the same priority or higher than notice, you do not need to add an
entry of the above format. Thiswill result in duplicate logs.

True4 UNIX Agent isingtalled as a background task. The Agent will run
continuoudy after it isingtalled.

Removing a Local Installation of the
RA200 Agent from Tru64 UNIX

To remove the RA200 Agent from your computer, you will need to know the
subset that you installed. When you ingtaled this Agent, the software detected
the version of Tru64 UNIX on your computer and installed the appropriate
subset. A subset isaversion of the Agent program.

1. To determine the subset that you installed, type the following and then
press RETURN:

# setld -i | grep SWCC

Y ou will see one or both of the subsets. Y our computer is using the subset
that hasthe word, “ingtalled,” next toit. If you do not see one of these
subsets, verify that you have installed the RA200 Agent that came with this
kit.

2. Stop the Agent. For instructions, see the following steps:

a. At the command prompt, type the following and then press
RETURN:

# [usr/sbin/RA200config.sh
b. The Configuration menu appears.

¢. Type 2 and then press RETURN to stop the Agent. Y ou are given the
status of the Agent and asked if you would like to stop or restart the
RA200 Agent.

d. Type sand then press RETURN to stop the Agent. The software
stops the Agent.

e. Press RETURN for the Configuration menu.
f. Press g and then press RETURN to leave the Configuration menu.

3. Type the following at the command prompt and then press RETURN to
remove the RA200 Agent: (This exampleisfor subset SWCCRA210.)

# setld -d SWCCRA210
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4. To remove the configuration and Client list files, changetothe/ et c
directory and delete the following files (If you delete these files, you
will need to reconfigure the Agent during reinstallation.):

Table 4-5
Program Files
File Name File Type
RA200.CFG Configuration File
RACLIENT.INI Client List File

Dataless Management Services (DMS)
Server Installation

This section tells you how to install the RA200 Agent on a Dataless
Management Services (DMS) server on Tru64 UNIX.

i E CAUTION: Before you install the RA200 Agent, do the following:

m Install the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). This
installation also installs version 2.1 of the RA200 Client. If you prefer not to
install the Clients now, you can install them after you have installed the
Agent.

= Remove previous versions of the RA200 Agent from your computer;
otherwise, the installation will stop.

m  Read the release notes in the r a200v21. t xt file for operating system
requirements.

m Verify that the RAID Array is running.

m Verify that you have the appropriate firmware upgrades and drivers
properly installed. For details, refer to the section, “ System
Requirements,” in Appendix A.

m  Verify that StorageWorks Fault Management is enabled for each KZPAC
and KZPSC controller that you want to manage with Command Console.
For details, refer to the section, “ System Requirements,” in Appendix A.

Before Installing the RA200 Agent on a DMS Server

When a DM S server/Client ingallation is detected, this Agent’ sinstallation
behaves differently than alocal installation. For instance, when you use DMS
toinstall the RA200 Agent on a server or to set it up ona Client, the
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installation will neither start the Agent nor will it create the configuration files
or startup links. The following exampleslist the differences between aDMS
installation and alocal installation:

= Wheninstalling the RA200 Agent on a DMS server, the RA200 Agent
fileswill be copied to the DM S area specified, and the appropriate
/ usr files system links will be established.

= When a DMSClient is booted and the RA200 Agent installation is
invoked, only the TCP services will be set up on the Client.

m  The RA200config.sh shell script now verifies and optionally repairs any
problemswith the ingtallation when it isrun.

Due to these changesin the default behavior of theingallation in the DMS
environment, you must run the RA200 Agent configuration script,

/ usr/ sbi n/ RA200conf i g. sh, on each DMS Client to properly
configure the Agent prior to running it for the first time. When you first run
the/ usr/ sbi n/ RA200confi g. sh script on your Client, the script will
create the Agent configuration file. The following is an overview of the steps
that you will perform when you ingal the RA200 Agent on a DM S server as
described in the next section:

1. Type apassword for the Agent on aDMS Client.

2. Specify the client systems that will access the Agent onaDMS Client.
3. Enable the RA200 Agent to start when the DMS Client boots.

4. Choose to start the Agent immediately.
For detailson DM S server and Client setup, use and behavior, refer to the

document Sharing Software on a Local Area Network in Tru64 UNIX
documentation set.

NOTE: Itis assumed that you have either added client systems to a DMS environment or
you plan to do so after installing the RA200 subset to one or more environments.

Installing the RA200 Agent on a DMS Server

The following procedure lets you install the RA200 Agent for Tru64 UNIX
with the Datal ess Management Services (DMS) utility into the diskless server
area. The examplesin this section show you how to ingtall the subsets to

/ var/ adm dns/ dns0.al pha.

1. Loginand become the superuser.
2. Toinvoke the DVS utility, type the following command:
#dmu
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The computer displays the following menu:

** DMU Main Menu ***

a- ADD aclient
¢ - CONFIGURE software environments
d - DELETE software environments
i - INSTALL software environments
| - LIST registered clients
m - MODIFY a client
r - REMOVE a client
s - SHOW software environments
X - Exit

Enter your choice:

3. To select the Install Software option from the menu, type i and then
press RETURN.

The computer displays the DMU Software Instalation menu:

DMU Software Installation Menu:
1) Install software into a new area
2) Add software into an existing area
3) Perform configuration phase on an existing area
4) Return to previous menu
Enter your choice:

4. Type 2 and then press RETURN to add software to an existing area:

If the computer displays the available installation directories, as shown by
the following, go to step 6:

You have chosen to install a product into an existing environment. The existing
environment is /var/adm/dms/dms0.alpha.

Or

The computer will display the following if there is more than one ingtalled
DMS environment in the dataless server area
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Select the remote dataless environment:
1. lvar/adm/dms/dms0.alpha
‘Digital Operating System (Rev 106)’

2. Ivarladm/dms/dms1.alpha
‘Digital Operating System (Rev 106)’
‘Sort Runtime Library’

Enter your choice:

. If you have more than one installed DM S environment, type anumber

corresponding to an environment, such as 1. Press RETURN.
Y ou are prompted for an input device name or directory path where the
softwareis located.

Enter the device special file name or path of the directory where the software is located
(for example, /mnt/ALPHA/BASE):

. Typethefile name or path of the directory where the softwareis located,

for example / RA200, and then press RETURN.

The RA200 Agent ingtallation script appears.

. Type 2 and then press RETURN to install all of the listed subsets. You

are shown the subsets that you have decided to ingtall.

The computer asksif your choiceis correct.

. Typey and then press RETURN to continue with the installation. Y ou

are shown the number of subsetsthat will beinstalled, the copyright
agreement, and a note warning you to remove previous versions of the
Agent from your compuiter.

. Press RETURN to continue. The subsets are installed into the DM S

environment. Y ou are shown a note about configuring the DM S Client
to run the RA200 Agent.

Press RETURN to continue. The DMS main menu appears for your next
selection.

Repeat steps 1 through 10 for each dnsn. al pha that you plan to set
up.

Toinstall the RA200 Agent on aDMS Client, go to the following
section, “ Setting Up the RA200 Agent on aDMS Client.”
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Setting Up the RA200 Agent on a DMS Client

Before setting up the RA200 Agent on a DM S Client, complete the stepsin the
previous section, “Installing the RA200 Agent on aDMS Server.” Perform the
following instructions:

1. If your Client has not been booted, type the following on aDMS Client
and then press RETURN to boot the DM S Client with the bootp request
(Replace W085 with the bootp request for your compuiter.):

boot W085

2. Configure the Agent on each DMS Client. For further information, refer
to “Configuring the RA200 Agents.”

3. Go to the section, “Configuring Agent Event Logging on Tru64 UNIX,”
in this chapter for information on configuring Agent event logging.

Remote Installation Services (RIS) Server
Installation

This section tells you how to install the RA200 Agent on a Remote Installation
Services (RIS) server on Tru64 UNIX.

i E CAUTION: Before you install the RA200 Agent, do the following:

= Remove previous versions of the RA200 Agent from your computer;
otherwise, the installation will stop.

m Install the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). This
installation also installs version 2.1 of the RA200 Client. If you prefer not to
install the Clients now, you can install them after you have installed the
Agent.

m  Read the release notes in the r a200v21. t xt file for operating system
requirements.

m  Verify that the RAID Array is running.

m Verify that you have the appropriate firmware upgrades and drivers
properly installed. For details, refer to the section, “ System
Requirements,” in Appendix A.

m  Verify that StorageWorks Fault Management is enabled for each KZPAC
and KZPSC controller that you want to manage with Command Console.
For details, refer to the section, “ System Requirements,” in Appendix A.
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Before Installing the RA200 Agent

First check the following with your site systlem administrator beforeingtalling
the RA200 Agent from a Remote Installation Services (RIS) server onto your
RIS Client:

= A SWCC RA200 Agent for True4 UNIX kitisinstalled inthe RIS
server areaand isavailable for use.

= Your systemisregistered asaRISclient.

If the RA200 Agent for Tru64 UNIX subsets are available to you on aRIS
server system, you will need the name of that system to start the installation
procedure described in this guide.

Installing the RA200 Agent

The following sample session describes how to add the RA200 Agent for
Tru64 UNIX producttotheri s0O. al pha area

1. Log in and become the superuser.
2. Type the following and then pressRETURN to invokether i s utility:
#ris

The RIS main menu is displayed:
Checking accessibility of RIS areas .... done

*** RIS Utility Main Menu ***

a- ADD a client

d - DELETE software products

i - INSTALL software products

| - LIST registered clients

m - MODIFY a client

r - REMOVE a client

s - SHOW software products in remote installation environments
X - Exit

Enter your choice:
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3. To select the Install Software option from the RIS main menu, type i
and then press RETURN.

The RIS Software Installation menu is displayed:
RIS Software Installation Menu:

1 Install software to a new area
2 Add software to an existing area
3 Return to previous menu

Enter your choice:
4. Type 2 and then press RETURN to add software to an existing area.
A ligt of available environments appears from which you might select
ri s0. al pha:
You have chosen to add a new product into an existing environment.
Select the remote installation environment:

1 /usr/var/adm/ris/ris0.alpha
‘DEC C++ Class Libraries Version 4.0 for Digital UNIX’

2 [usr/var/adm/ris/ris1.alpha
‘Free Software Foundation GNU Source for Digital UNIX’

Enter your choice or press RETURN to quit:

5. Type acorresponding number for aremote install ation environment and
then press RETURN. Y ou are prompted for an input device name:

Enter the device special file name or the path of the directory where the software is
located, for example, /mnt/ALPHA/BASE:

6. Type the file name or path of the directory where the softwareis located,
for example / RA200, and then press RETURN. The computer displays
the following:

Choose one of the following options:
1) Extract software from /RA200
2) Create symbolic link to /RA200

Enter your choice:
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7. Type 1 and then press RETURN. The computer displaysalist of the
software subsets that you selected for automatic installation.

The RIS Utility Main menu appears for your next selection, as shown by
the following:

*** RIS Utility Main Menu ***

a- ADD a client

d - DELETE software products

i - INSTALL software products

| - LIST registered clients

m - MODIFY a client

r - REMOVE a client

s - SHOW software products in remote installation environments
X - Exit

Enter your choice:

8. Repest the following steps athrough f for each RIS Client allowed to
install the Agent for Tru64 UNIX. Y ou may be asked for additional
information based on your Client’s configuration, RIS setup, and the
software products that you want to make available for ingalation. These
steps assume that you have added Clients before performing thisRIS
installation.

a. Type m and then press RETURN to select the Modify a Client option
from the RIS menu:
Thefollowing is displayed:
The following clients are available to modify:
clienta clientb

Enter the client processor’s hostname or press RETURN to quit:
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b. Type the name of the Client to be modified from the list of available
Clients, for example clienta, and then press RETURN:

The computer displays the following:
Select the remote installation environment:

1 /usr/var/adm/ris/ris0.alpha
‘DEC C++ Class Libraries Version 4.0 for Digital UNIX’

‘InfoServer Client for Digital UNIX’
..."'StorageWorks Command Console RA200 Agent’

2 [usr/var/adm/ris/ris1.alpha
‘Free Software Foundation GNU Source for Digital UNIX’
Enter your choice or press RETURN to quit:

¢. Choose the environment to which you want to add the Client and
then press RETURN. If thereis only one environment, RIS will skip

this prompt.
The system shows you the environments and products that the Client
can aready access:

Client clienta currently can install the following products from
{usr/var/fadm/ris/ris0.alpha:

'DEC C++ Class Libraries Version 4.0 for Digital UNIX’
Select one or more products for the client to install
from/usr/var/adm/ris/ris0.alpha:

Product Description

1 ‘DEC C++ Class Libraries Version 4.0 for Digital UNIX’
2 "InfoServer Client for DIGITAL UNIX *
3 'StorageWorks Command Console RA200 Agent’

Enter one or more choices as a space separated list
(for example, 1 2 3) or “all” for all products [all]:

d. At the command prompt, type the corresponding number for the
products that you would like this Client to be able to ingtall
including the RA200 Agent for Tru64 UNIX. Separate each choice
with a space and then press RETURN.
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The computer displays the following:
You chose the following products:

1 ’'DEC C++ Class Libraries Version 4.0 for Digital UNIX’
2 'InfoServer Client for DIGITAL UNIX *

3 'StorageWorks Command Console RA200 Agent'
Is that correct? (Y/N) [Y]:

e. Confirm your choice of products for this Client and then press
RETURN.

The computer displays the following:

Network type:
1) Ethernet or FDDI
2) Token Ring

Enter your choice:

f. Type the corresponding number for your network type, then press
RETURN.

The computer displays the following:
Client clienta has been modified.

Installing the RA200 Agent on the RIS Client

Thefollowing stepstell you how to start the Agent installation on aRIS
Client:

1. Typethefollowing and then press RETURN (Replace your ser ver
with the name of the server.):

setld -l yourserver:

2. For information on configuring the event logging, go to the section,
“Configuring Agent Event Logging on Tru64 UNIX,” in this chapter.
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Before Installing the RA200 Agent
on Windows NT

1. Ingtall the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). That
installation also ingalls version 2.1 of the RA200 Client. If you prefer
not to install the Clients now, you can ingall them after you have
installed the Agent.

2. Read therelease notesinther a200v21. t xt filefor operating system
requirements.

3. If you have a previous version of the RA200 Agent, verify that you have
stopped the Agent.

4. Verify that you are logged into an account that is amember of the
administrator group. All RA200 Agent ingtallations on Windows NT
must be done locally. Do not attempt to install the Agent over the
network.

5. Verify that the RAID Array isrunning.

6. Verify that you have the appropriate firmware upgrades and drivers
properly installed. For details, refer to the section, “ System
Requirements,” in Appendix A.

7. Verify that StorageWorks Fault Management is enabled for each
KZPAC and KZPSC controller that you want to manage with Command
Console. For details, refer to the section, “ System Requirements,” in
Appendix A.
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Installing the RA200 Agent on Windows
NT (Alpha and Intel)

CAUTION: Before you install the Agent, complete the steps found in “Before
Installing the RA200 Agent on Windows NT."

Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the StorageWorks Command Console (SWCC) CD-
ROM or afile downloaded from the StorageWorks Web site.

From the SWCC CD-ROM

1. Insert the CD-ROM into the computer that has the KZPAC and/or
KZPSC controller(s). Using Windows Explorer, go to the following
directory on the CD-ROM:

For the Alpha platform: \ NTAl pha\ Agents\nlg

For the Intel platform: \NTI ntel\ Agents\nm g
2. Double-click set up. exe.

The Command Console Setup window appears. The Command Console
Setup window isthefirst of severa windows that appear during the
installation. Y ou have the option of selecting the default configuration
information that each window provides or you can configure your own site-
specific information for the Agent.

3. Go to the section, “Completing the Installation.”

From the StorageWorks Web Site

It is assumed that you have downloaded the file, SWCC2 1NTAXP. EXE for the
Alphaplatform or SWCC21NTX86. EXE for the Intdl platform from the
StorageWorks Web site.

1. Using Windows Explorer, go to the directory where you downl oaded
SWCC21NTAXP. EXE for the Alpha platform or SWCC21NTX86. EXE
for the Intel platform and double-click on thefile.

When the file sdlf-extracts, it creates a directory structure that holds the
installation files for the HS-Series and Device Management Agents for
Windows NT, in addition to the installation files for the RA200 Agent for
Windows NT.
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2. Go to the following directory and double-click set up. exe.

For the Alpha platform: NTAI pha\ Agent s\ nml g
For the Intel platform: NTI nt el \ Agent s\ nl g
The Command Console Setup window appears.

The Command Console Setup window isthe first of several windows that
appear during theinstallation. Y ou have the option of selecting the default
configuration information that each window provides or you can configure
your own site-gpecific information for the Agent.

3. Go to the following section, “Completing the Installation.”

Completing the Installation
In this section, you will complete the ingtalation that you began in the section,
“Beginning the Ingtallation.”
1. Click Next. A window, displaying the licensing agreement, appears.

2. Click Next. A window appears with the name of the directory that isto
receive the new Agent.

3. Click Next. The computer displaysthe Folder Selection window, giving
you the name of the folder that is to appear in the Programs submenu.

4. Click Next. The setup begins. A window, displaying one of the
following, appears:

O Typeyour case-sensitive password, which should have 4 to 16
characters. Type your password twice, and then click Next.

O A previousconfiguration isbeing used. Click OK.
Theingallation is complete, and the Agent starts.

NOTE: For your Clients to communicate with this Agent, you need to first add those
Clients to the Agent’s list of client system entries. For more information, go to the
following chapter, “Configuring the RA200 Agents.”
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Removing the RA200 Agent from
Windows NT

To remove the software, perform the following:
1. Stop the Agent. For instructions, see the following steps:

a. Click Control Panel, double-click the Services icon, and select
SWCC RA200 Agent.

b. Click Sop to stop the Agent. The computer asks the following:
Are you sure you want to stop the SWCC RA200 Agent service?
c. Click Yes. The computer saysit is attempting to stop the service.
2. Click Settings under the Sart menu, then click Control Panel.

3. Double-click the Add/Remove Programsicon in the Control Panel. The
Add/Remove Program Properties window appears.

4. Select SorageWorksRA200AGENT located in the window, and then
click Add/Remove. The computer asks:

Are you sure you want to completely remove the selected application and all of its
components?

5. Click Yes. The computer removes the Agent.

6. To remove the configuration and Client list files, go to the
C:\wi nnt \ syst enB2 directory and delete the following files (If you
delete these files, you will need to reconfigure the Agent after
reinstallation.):

Table 4-6
Program Files for the RA200 Agent
File Name File Type
ra200. cfg Configuration File

raclient.ini Client List File
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Chapter 5

Configuring the RA200 Agents

This chapter contains instructions on how to configure the RA200 Agents on
Compag OpenVMS, True4 UNIX, and Windows NT (Alphaand Intel). Topics
in this chapter include:

Client System Access Options

Client System Notification Options

Agent Access Password

Adding a Client System Entry

Changing the Agent Access Password
Modifying a Client System Entry
Removing a Client System Entry

Viewing a Client List (OpenVMS, UNIX)
Restarting the Agent (OpenVMS, UNIX)
Starting and Stopping the Agent

Enabling and Disabling the Agent Startup at System Boot

Modifying TCP/IP Port Numbers Used by the Agent and Clients
(Windows NT)
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Client System Access Options

The access privilege level controlsthe client system’s level of accessto the
storage subsystems. Y ou can select overall status (no access), detailed status
(show level access only), or configuration (storage subsystem configuration
capability. The following explains the client system access options

Table 5-1
Client System Access Options

Options SWCC Function

Overall Status (No Access) m  Can use the Client to add a system to a
Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

Detailed Status (Show Level Access) m  Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

Configuration (Storage Subsystem Configuration m  Can use the Client to make changes in a

Capability) Storage Window to modify a subsystem

configuration
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Client System Notification Options

The notification scheme defines the network protocol to be used by the Agent
when notifying the selected client system of a change in the state of a
subsystem. The following describes how the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Simple Network Management
Protocol (SNMP) work with SWCC.

Table 5-2
Client System Notification Options

Options SWCC Function

Transmission Control Protocol/Internet Protocol m  Automatically updates the Storage Window of
subsystem changes provided AES is running
(TCP/IP)

m  Required for Windows NT event logging and
pager notification

= [f you do not select TCF/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.

Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring
program to view SNMP traps

Agent Access Password

Y ou can change the configuration of a subsystem (for example, upgrade
firmware) by using your Agent access password, provided that you have the
configuration access privilege level
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Configuring the RA200 Agent
on OpenVMS

Y ou will use the StorageWorks Command Console (SWCC) RA200 Agent
Configuration menu to configure your RA200 Agent on OpenVMS operating
system. Thismenu isdivided into two areas (Agent Administration Options
and Client Options). Type the following a the command prompt and then
press RETURN to access this menu:

$ @sys$manager:ra200config.com

Thefollowing is an example of the menu:

Agent Administration Options:

1) Change Agent password
2) Start/Stop the Agent
3) Toggle Agent Startup at system boot

Client Options:

4) Add a Client

5) Remove a Client
6) Modify a Client
7) View Clients

Q) Quit

Changing the Agent Access Password

The password control s access to operations that modify the Agent

configuration. To change the Agent access password, perform the following
steps:

1. At the command prompt, type the following:
$ @sys$manager:ra200config.com
Press RETURN. The Configuration menu appears.
2. Type 1 and then press RETURN. The following appears:

Changing Agent Password

Enter a new password (4 - 16 characters):
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3. Typeyour password, and then press RETURN.

4. Retype your password for verification, and then press RETURN. The
following appears:

The Agent’s password has been successfully updated!
Note: You must restart the SWCC RA200 Agent for changes to take effect.
5. Press RETURN. The Configuration menu appears.

6. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this chapter.

Adding a Client System Entry

For aclient system to receive updates from the Agent, you must add it to the
Agent’slist of client system entries. The Agent will only send information to
client systemsthat are on thislist. The following stepstell you how to add a

client system entry:

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

1. At the command prompt, type the following:

$ @sys$manager:ra200config.com

Press RETURN. The Configuration menu appears.
2. Type option 4 and then press RETURN. The following appears:

Add a client system
Enter the host name of the client system (return to exit):
3. Type the name of the client system, for example
bogus. shr. dec. com
Press RETURN. The computer displays the following:

Enter the subsystem access privilege (which controls the level of access a Client has
for communicating with storage subsystems). The possible options are:

0 = Overall Status
1 = Detailed Status
2 = Configuration

Enter Access Level (0, 1, 2):



5-6 Compaq StorageWorks Command Console Getting Started Guide

The access privilege level controlsthe client system’s level of accessto the
storage subsystems. For a definition of each access privilege level, read the
section, “Client System Access Options,” located at the beginning of this
chapter.

4. Type the number for the corresponding subsystem access privilege, for
example 1. Press RETURN.

The computer displays the following notification schemes available:
0 = No Error Notification
1 = Notification via a TCP/IP Socket
2 = Notification via the SNMP protocol
3 = Notification via both TCP/IP and SNMP
Enter Error Notification Level (0, 1, 2, 3):
The notification schemes defines the network protocol to be used by the
Agent when notifying the client system of a selected change in the state of
a subsystem. For a definition of the client system notification options, read

the section, “ Client System Notification Options,” located at the beginning
of this chapter.

5. Type the number for the corresponding notification level for the
subsystem, for example 0. Press RETURN.

The Agent server can notify aclient system when an error condition
Ooccurs.
The computer displays the following:
Adding Client--
name: bogus.shr.dec.com
access level: 1
error notification: 0
Is this information correct? [y,N]:

6. If theinformation is correct, type Y and then press RETURN.

Note: You must restart the SWCC RA200 Agent for changes to take effect.
Would you like to add another Client? [y,N]:

7. If you do not want to add another client system entry, type N and then
press RETURN. The Configuration menu appears.

8. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this chapter.
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9. Add this system to the Navigation Tree of each client system that you
added to the Agent’slist (FileJAdd Systemin the Command Console
Client). Refer to the Command Console Client Help.

Modifying a Client System Entry
To modify aclient system entry, perform the following steps:
1. At the command prompt, type the following:
$ @sys$manager:ra200config.com

Press RETURN. The Configuration menu appears.

2. Tomodify aclient system entry, type 6 and then press RETURN. The
computer displays the added client system entries, as shown by the

following:

Modify a Client
Host Name Access Level Error Notification
bigearmouse.cat.cmr.com Configuration via TCP/IP
mountain.rat.tre.com Configuration via TCP/IP and SNMP
water.ari.sea.com Overall Status No Notification
bogus.shr.dec.com Detailed Status No Notification

Enter the Client name (return to exit):

3. Typethe client system’ s case-senditive name, for example
bogus. shr. dec. com Press RETURN. The computer displaysthe
following:

Current settings for Client bogus.shr.dec.com are:
1) Access level - Detailed Status
2) Error notification scheme - No Notification

Which entry would you like to change (c to cancel, d if done)?
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4. Type the corresponding number of the option that you would like to
change, for example 1. Press RETURN. The computer displaysthe
following:

The possible options are:
0 = Overall Status
1 = Detailed Status
2 = Configuration
New access level? (0, 1, 2):
For adefinition of each access privilege level, read the section, “Client
System Access Options,” located at the beginning of this chapter.

5. Type the corresponding number for an access level, for example 2.
Press RETURN. The computer displays the following:

Current settings for Client bogus.shr.dec.com are:
1) Access level - Configuration
2) Error notification scheme - No Notification
Which entry would you like to change (c to cancel, d if done)?

6. Type the corresponding number of the option that you would like to
change, for example 2. Press RETURN. The computer displaysthe
following:

The possible options are:

0 = No Error Notification

1 = Notification via TCP/IP

2 = Notification via SNMP

3 = Notification via both TCP/IP and SNMP
New error notification scheme? (0, 1, 2, 3):

7. Type the corresponding number for the error notification scheme, for
example 3. Press RETURN.

Current settings for Client bogus.shr.dec.com are:
1) Access level - Configuration
2) Error notification scheme - via TCP/IP and SNMP
Which entry would you like to change (c to cancel, d if done)?

8. Type D and then press RETURN when you are done. Y ou are told that
your entry has been modified and to restart the RA200 Agent for your
changesto take effect.
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9. Press RETURN. The Configuration menu appears.

10. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this appendix.

Removing a Client System Entry

When you remove a client system entry from the Agent’slist, you aretelling
the Agent to no longer send updates to that client system. In addition, you will
no longer be able to access this agent system from the Navigation Tree. The
following instructionstell you how to remove aclient system entry:

1. At the command prompt, type the following:
$ @sys$manager:ra200config.com

Press RETURN. The Configuration menu appears.

2. Type 5 and then press RETURN. The computer displays the added client
system entries, as shown by the following:

Remove a Client

Host Name Access Level Error Notification
mountain.rat.tre.com Configuration via TCP/IP
water.ari.sea.com Overall Status No Notification
bogus.shr.dec.com Configuration via TCP/IP and SNMP

Enter the Client name (return to exit):

3. Type the client system entry that you would like to remove, and then
press RETURN. The computer displays the following:
Are you sure you want to remove bogus.shr.dec.com [y,N]:

4. TypeY and then press RETURN. Y ou are told that the client system
entry that you specified has been removed from the client list and to
restart the RA200 Agent for your changes to take effect.

5. Press RETURN. The Configuration menu appears.

6. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this chapter.
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Viewing a Client List
To view the Clients, perform the following steps:
1. At the command prompt, type the following:
$ @sys$manager:ra200config.com
Press RETURN. The Configuration menu appears.
2. Type 7, and then press RETURN. The computer displays the following:

Authorized Client list

Host Name Access Level Error Notification
mountain.rat.tre.com Configuration via TCP/IP
water.ari.sea.com Overall Status No Notification
bogus.shr.dec.com Configuration via TCP/IP and SNMP

3. Press RETURN. The Configuration menu appears.

Restarting the RA200 Agent

Y ou must restart the Agent after making any changesto the configuration. To
restart the Agent, perform the following steps:

1. At the command prompt, enter the following:

$ @sys$manager:ra200config.com
The Configuration menu appears.

Type 2 and then press RETURN. Y ou are given the status of the Agent
and asked if you would like to stop or restart the RA200 Agent or return
to the Configuration menu.

2. Type R and then press RETURN. The Agent is restarted.
3. Press RETURN for the Configuration menu.
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Stopping the Agent

When you stop the Agent, it stops monitoring the storage connected to the
KZPSC and KZPAC controllers. To stop the Agent, perform the following:

1. Verify that the RA200 Storage Windows on all of your client systems
are closed.

2. At the command prompt, enter the following:
$ @sys$manager:ra200config.com

The Configuration menu appears.

3. Type 2 and then press RETURN. Y ou are given the status of the Agent
and asked if you would like to stop or restart the RA200 Agent.

4. Type Sand then press RETURN. The software stops the Agent.
5. Press RETURN for the Configuration menu.

Starting the Agent

To dart the Agent, perform the following:

1. Verify that the RA200 Storage Windows on all of your client systems
are closed.

2. At the command prompt, type the following:
$ @sys$manager:ra200config.com

Press RETURN. The Configuration menu appears.

3. Type 2 and then press RETURN. Y ou are given the status of the Agent
and asked if you would like to start the RA200 Agent.

4. TypeY and then press RETURN. The software starts the Agent.
5. Press RETURN for the Configuration menu.
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Enabling and Disabling the Agent Startup at
System Boot

The default isfor the Agent not to start at system boot; however, you may find
it useful to have the Agent start at system boot. The following instructions tell
you how to change the default:

1. At the command prompt, type the following:

$ @sys$manager:ra200config.com

Press RETURN. The Configuration menu appears.

2. Type 3 and then press RETURN to enable the Agent to start at system
boot. You are told the startup at system boot is currently disabled, and
you are asked if you would like to enable this option.

3. TypeY and then press RETURN. The Agent will start at system boot.
4. Press RETURN for the Configuration menu.

5. You can return the Agent startup option to the system default by
repeating steps 1 through 4. When you repegt the steps, you will be
asked if you want to disable the Agent startup at system boot.
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Configuring the RA200 Agent
on Tru64 UNIX

In this section, describes how configure the Agent by using the Configuration
menu. Type the following at the command prompt and then press RETURN to
access this menu:

# [usr/sbin/RA200config.sh

Thefollowing is an example of the menu:

Agent Administration Options:
1) Change Agent password
2) Start/Stop the Agent
3) Toggle Agent Startup at system boot

Client Options:

4) Add a Client

) Remove a Client
) Modify a Client
) View Clients

Q) Quit

5
6
7

Enter Selection:

Changing the Agent Access Password

The password control s access to operations that modify the Agent
configuration. To change the Agent access password for the RA200 Agent on
Tru64 UNIX system, perform the following steps:

1. At the command prompt, enter the following:

# [usr/sbin/RA200config.sh

The Configuration menu appears.
2. Type 1 to change the Agent access password. Press RETURN.

A message, telling you to type a new password, appears. Y our case-
sensitive password must be 4 to 16 characters.

3. Typeyour new password. Press RETURN.

A message, asking you to verify the new password, appears.

5-13
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4. Type your new password again. Press RETURN.
Y ou are told that your password has been updated and to restart the
RA200 Agent for your changes to take effect.

5. Press RETURN. The Configuration menu appears.

6. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this chapter.

Adding a Client System Entry

For aclient system to receive updates from the Agent, you must add the client
system to the Agent’slist of client system entries. The Agent will only send
information to client systemsthat are on thislist. In addition, adding a client
system entry allows you to access the agent system from the Navigation Tree
on that client system. The following stepstell you how to add a client system
entry:

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

1. At the command prompt, type the following:

# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.
2. Type4to add aClient. Press RETURN.

A message, asking you to type the name of the client system, appears.
3. Typethe name for the new client system. Press RETURN.

The computer displays the following menu:
0 = Overall Status
1 = Detailed Status

2 = Configuration

For adefinition of each access privilege level, read the section, “Client
System Access Options,” located at the beginning of this chapter.
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. Type the access level for the new client system entry, and then press
RETURN. The computer displays the following menu:

0 = No Error Notification

1 = Notification via a TCP/IP Socket

2 = Notification via the SNMP Protocol

3 = Notification via both TCP/IP and SNMP

For more information on the notification schemes, read the section,
“Client System Notification Options,” located at the beginning of this

chapter.
. Type an error notification scheme for the client system entry, and then

press RETURN.
The computer asks you if the entered information is correct.
. Typey if theinformation is correct. Press RETURN.

You are asked if you want to add another client system entry.

. If you arefinished, type n and then press RETURN. Y ou return to the
Configuration menu.

. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this chapter.

Modifying a Client System Entry

Instructions for changing the client system’s current access level and error
notification scheme are asfollows:

1. At the command prompt, type the following:

# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.

2. Type 6 to modify aclient system entry. Press RETURN.

The computer displaysthe added client system entries with their access
level and error notification scheme. You are then asked for the entry that
you want to modify.
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3. Typethe client system’s name and then press RETURN.

The current settings of the client system are displayed, as shown in the
following example:

Current settings for client'rai n. t re. wet . comi are:
1) Access level - Configuration
2) Error notification scheme - Notification via the SNMP protocol

Which entry would you like to change (c to cancel, d if done)?

. Type 1 and then press RETURN to change the current accesslevel of the

client system. Y ou have three choices:
0 = Overall Status
1 = Detailed Status

2 = Configuration

For adefinition of each access privilege level, read the section, “Client
System Access Options,” located at the beginning of this chapter.

. Type the corresponding number for a new access level for the client

system, for example 1. Press RETURN.

The software displays the new settings for the client system.

. Type 2 and then press RETURN to change the error notification scheme.

The software displays the following menu:
0 = No Error Notification

1 = Notification via a TCP/IP Socket

2 = Notification via the SNMP Protocol

3 = Notification via both TCP/IP and SNMP

. At the command prompt, type the new error notification scheme for the

client system entry, for example 2. Press RETURN.

The software displays the new settings for the client system.

. If you arefinished, type d and then press RETURN. Y ou aretold that

your entry has been modified and to restart the RA200 Agent for your
changesto take effect.

. Press RETURN. Y ou return to the Configuration menu.
10.

Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this chapter.
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Removing a Client System Entry

When you remove a client system from the Agent’slist, you are telling the
Agent to no longer send updatesto that client system. In addition, you will no
longer be able to access this agent system from the Navigation Tree. The
following instructionstell you how to remove aclient system entry:

1. At the command prompt, type the following:

# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.
2. Type 5to remove aclient system. Press RETURN.
The computer displays the added client system entries with their access

level and error notification scheme. You are then asked for the client
system entry that you want to remove.

3. Type the name of the client system entry that you want to remove. Press
RETURN. A message, asking if you are sure about removing the client

System, appears.
4. Typey and then press RETURN to remove the client system.
5. Press RETURN for the Configuration menu.

6. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the RA200 Agent,” in this chapter.

Viewing the Authorized Client List

To view alist of client systemsthat are authorized to access the RA200 Agent,
follow these steps:

1. At the command prompt, type the following:

# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.
2. Type 7 to view the client systems. Press RETURN.

A lig of Clients authorized to access the Agent appears.
3. Press RETURN for the Configuration menu.
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Restarting the RA200 Agent

Y ou must restart the Agent after making any changesto the configuration. To
restart the Agent, perform the following steps:

1. Verify that the RA200 Storage Windows on all of your client systems
are closed.

2. At the command prompt, type the following:

# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.

3. Type 2 and then press RETURN. Y ou are given the status of the Agent
and asked if you would like to stop or restart the RA200 Agent.

4. Typer and then press RETURN. The Agent isrestarted.
5. Press RETURN for the Configuration menu.

Stopping the Agent

When you stop the Agent, it will stop monitoring the storage connected to the
KZPSC and KZPAC controllers. To stop the Agent, perform the following:

1. Verify that the RA200 Storage Windows on all of your client systems
are closed.

2. At the command prompt, type the following:
# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.

3. Type 2 and then press RETURN. Y ou are given the status of the Agent
and asked if you would like to stop or restart the RA200 Agent.

4. Type sand then press RETURN. The software stops the Agent.
5. Press RETURN for the Configuration menu.
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Starting the Agent

To dart the Agent, perform the following:

1. Verify that the RA200 Storage Windows on all of your client systems
are closed.

2. At the command prompt, type the following:
# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.

3. Type 2 and then press RETURN. Y ou are given the status of the Agent
and asked if you would like to start the RA200 Agent.

4. Typey and then press RETURN. The software starts the Agent.
5. Press RETURN for the Configuration menu.

Disabling and Enabling the Agent Startup at
System Boot

The default isfor the Agent to start at system boot; however, you may want to
change this option. For example, if you need to check your system, you may
not want the Agent to start at boot time. The following instructionstell you
how to change the default:

1. At the command prompt, type the following:

# [usr/sbin/RA200config.sh

Press RETURN. The Configuration menu appears.

2. Type 3 to disable the Agent startup at system boot. Press RETURN. Y ou
are told the startup at system boot is currently enabled, and you are
asked if you would like to disable this option.

3. Typey and then press RETURN. The Agent will no longer start at
system boot.

4. Press RETURN for the Configuration menu.

5. You can return the Agent startup option to the system default by
repeating steps 1 through 4. When you repegt the steps, you will be
asked if you want to enable the Agent startup at system boot.
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Configuring the RA200 Agent on Windows NT

Click the Agent Configure entry in Start|Programs| StorageWorks to add client
computers, change security options, and modify network ports. When you first
install the Windows NT Agent, the host computer is registered as a Client with
full privileges.

Changing the Agent Access Password

The password control s access to the Agent configuration. To change the Agent
access password, follow these steps:

1. Click the Agent Configure entry in Start|Programs| SorageWorks, and
then click Password.

2. Typeyour new case-sendtive password, which should have 4 to 16
characters. Typeit again for verification.

3. Click OK. You aretold that you have successfully entered the password.
4. Click OK for the main menu.

5. Stop and restart the Agent for your changes to take effect. For
instructions, refer to the section, “ Stopping and Starting the RA200
Agent,” in this chapter.

Adding a Client System Entry

For aclient system to receive updates from the Agent, you must add the client
system to the Agent’slist of client system entries. The Agent will only send
information to client systemsthat are on thislist. The following stepstell you
how to add a client system entry:

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

1. Click the Agent Configure entry in Start|Programs| SorageWorks, and
then click Clients.

2. Type the client system’s name in the Selected Clientsfield.

3. Select the Natification Scheme (TCP/IP and/or SNMP). For additional
information on the notification scheme, see the section, “Client System
Notification Options,” located at the beginning of this chapter.
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. Select an Access Privilege Level. For a definition of each access

privilege level, read the section, “ Client System Access Options,”
located at the beginning of this chapter.

. Click Add Client to add the client system entry to the list of client

system entries.

. Click OK for the main menu.

. Stop and restart the Agent for your changes to take effect. For

instructions, refer to the section, “ Stopping and Starting the RA200
Agent,” in this chapter.

. Add this system to the Navigation Tree of each client system that you

added to the Agent’slist (File]Add Systemin the Command Console
Client). Refer to the Command Console Client Help.

Modifying a Client System Entry

This section contains ingructions on how to modify a client syslem entry on
Windows NT by changing the access privilege level and the notification
scheme.

1

Click the Agent Configure entry in Start|Programs| SorageWorks. Then
click Clients.

. Select the client system entry that you want to modify from the list of

client system entries.

. Select the Notification Scheme (TCP/IP and/or SNMP).

Select an Access Privilege Level. For a definition of each access privilege
level, read the section, “Client System Access Options,” located at the
beginning of this chapter.

. Click Modify Client, and then click OK. Y ou return to the main menu.

. Stop and restart the Agent for your changes to take effect. For

instructions, refer to the section, “ Stopping and Starting the RA200
Agent,” in this chapter.
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Deleting a Client System Entry

When you delete a client system entry from the Agent’slist, you are telling the
Agent to no longer send updatesto that client system. In addition, you will no
longer be able to access this agent system from the Navigation Tree. The
following instructionstell you how to delete a client system entry:

1. Click the Agent Configure entry in Start|Programs|SorageWorks, and
then click Clients.

2. Select the client system entry that you want to delete from the list of
client system entries. The client system’ s properties appear.

3. Click Delete Client. The client system entry and its properties disappear
from the Client Access Configuration window.

4. Click OK. You return to the main menu.

5. Stop and then gtart the Agent for your changesto take effect. For
instructions, refer to the section, “ Stopping and Starting the RA200
Agent,” in this chapter.

Modifying TCP/IP Port Numbers Used by the Agent
and Client

The port numbers are the Windows NT TCP/IP network socket numbers for
Client and Agent. Refer to the section, “ Network Port Assignments,” in
Appendix A. The following ingructions tell you how to modify the TCP/IP
port numbers:

1. Click the Agent Configure entry in Start|Programs|SorageWorks, and
then click Network Ports.

2. Type the new Client or Agent Port numbers, and then click OK.

3. Stop and then start your Agent for the changes to take effect. For
instructions, refer to the section, “ Stopping and Starting the RA200
Agent,” in this chapter.
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Stopping and Starting the RA200 Agent
Y ou must stop and restart your Agent for your changes to take effect. Perform
the following steps:

1. Verify that the RA200 Storage Windows on all of your client systems
are closed.

2. Click Control Panel, double-click the Servicesicon, and select SWCC
RA200 Agent.

3. Click Sop to stop the Agent. The computer asks the following:
Are you sure you want to stop the SWCC RA200 Agent service?
4. Click Yes. The computer saysit is attempting to stop the service.

5. Click Sart to start the Agent. The computer saysit is attempting to start
the service.

Disabling and Enabling the Agent Startup at
System Boot

The default isfor the Agent to start at system boot; however, you may want to
change this option. For example, if you need to check your system, you may
not want the Agent to start at system boot. The following instructionstell you
how to change the default:

1. Open the Services window (Sart|Settings|Control Panel [Services), and
double-click on the entry for the RA200 Agent. The Service window
appesars.

2. Select Manua under Startup Type, and click OK.

NOTE: If you want to enable the RA200 Agent to start at system boot, you need to change
the startup type to automatic.
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Chapter 6

Installing the HS-Series Agents

Y ou need to install an HS-Series Agent on ahost in order for the HS-Series
Client software to receive information about your storage subsystems. The
Agent software alows the Client to exchange information with your storage
subsystem over a network.

This chapter contains instructions on how to install the HS-Series Agents on
Compag OpenVMS, on Tru64 UNIX (local installations only), and on
Windows NT (Alpha and Intel).

This documentation is for following HS-Series controllers:

HSD30 (OpenVMS only)
HSD50 (OpenVMS only)
HSJ30 (OpenVMS only)
HS30 (OpenVMS only)
HSJ50 (OpenVMS only)
HSZ20

HSZ40

HSZ50

HSZ70

CAUTION: Do not install the HS-Series Agent by using Dataless Management
Services (DMS) or Remote Installation Services (RIS) sever installations.
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Before Installing the HS-Series Agent on

OpenVMS

1

Remove previous versions of the HS-Series Agent from your computer.
If you are removing the Agent version 1.1b, delete thefile,

change_r egi st er. com from the

SYS$SYSDEVI CE: [ SWCCSAGENT] directory.

. If your computer is running OpenVMS version 6.2, install the following.

For Alpha:
O ALPY2K02_062

For VAX:

o VAXCLUSIO01 062
o VAXY2K02_062

0o VAXLIBR03 062

NOTE: The file(s) can be found at http://www.service.digital.com/patches/index.html.
Use the “search patches” option found on the Web page.

. Install the Command Console Client version 2.1 on acomputer that has

Windows 98, Windows 95, or Windows NT (See Chapter 4). This
installation also installs version 2.1 of the HS-Series Client. If you
prefer not to install the Clients now, you can install them after you have
installed the Agent.

. Verify that one of the following TCP/IP stacksis running on your

system: MultiNet], TCPware[J, or UCX.

. If you have OpenVMS version 7.2, verify that the TCP/IP stacks on

your computer meet the requirements listed in the section,
“Requirements for TCP/IP Stacks on OpenVMS Version 7.2,” under
“System Requirements’ in Appendix A.

. Create avirtual disk by using a serial connection or enable the

Command Console LUN (HSZ70). For more information, refer to the
Getting Started Installation Guide for your controller.

. For further information on your installation, refer to the corresponding

release notesfor your controller: hszseri e. t xt, hsdserie.txt,
orhsjserie.txt.

. If you have OpenVMS version 7.2 on an Alpha computer with MultiNet

and/or TCPware TCP/IP stacks, you need to install the security patch
from the Process Software Web site at http://www.process.com.
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http://www.process.com
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8. If you have an HSZ22 controller connected to your system, shut off the
controller. After the installation, turn on the controller and reboot the
system. When this HS-Series Agent (except for the HSZ22) scansfor
subsystems, it identifies your HSZ22 controller asan HSZ20. Please
refer to the section, “HS-Series Agent Interaction,” in Appendix A.

9. If you have an HSJ40 controller, check the controller firmware revision
level. If your controller isat version 3.2J you need to upgrade to
version 3.4J before ingalling the HS-Series Agent. Thisisdueto an
issue with the 3.2J firmware that causes controller hangs intermittently
when used with the HS-Series Agent.

Installing an HS-Series Agent
on OpenVMS

All HS-Series Agent ingallations on OpenVMS must be done locally. Do not
attempt to ingtall the Agent over the network.

CAUTION: Before you install the HS-Series Agent, complete the steps found in
“Before Installing the HS-Series Agent on OpenVMS.”

Instructions on how to ingtall the HS-Series Agent on OpenVM S operating
system are separated into two sections: “Beginning the Installation” and
“Completing the Ingallation.” The first section tells you how to accessthe
installation file from the StorageWorks Command Console (SWCC) CD-ROM
or the Web. The second section describes how to configure your Agent during
the installation.

Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the StorageWorks Command Console (SWCC) CD-
ROM or afile downloaded from the StorageWorks Web site.

NOTE: Do not install the software over the network. Install the software on the system
that is connected to the HS-Series controller.
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From the SWCC CD-ROM

These stepstell you how to ingall the HS-Series Agent from the SWCC
CD-ROM. For the following examples, you can replace DKB600 and
DKB100: [ HSAGENT] with others more suitable for your system.

1

4.

Insert the SWCC CD-ROM into the CD-ROM drive of the system that
is connected to the subsystem controller.

For the examples in this section, assume the CD-ROM device is DKB600.

. To mount the CD-ROM, type the following at the command prompt

(Replace DKB600 with the name of your CD-ROM device.) and then
press RETURN:

$ MOUNT/OVER=ID/MEDIA=CD DKB600:

. To create alocd directory on your system, type the following at the

command prompt and then press RETURN. Y ou will copy the
installation file from the CD-ROM to this new directory. Replace
DKB100 with the name of your hard drive on the system that is
connected to the controller.

$ CREATE/DIRECTORY DKB100:[HSAGENT]

A directory named DKB100: [ HSAGENT] has been created.

To st the directory, type the following at the command prompt and then
press RETURN (Replace DKB100 with the name of your hard drive.):

$ SET DEFAULT DKB100:[HSAGENT]

. Copy the sdlf-extracting file from the CD-ROM to the default directory.

Type the following command and then press RETURN (Replace
DKB600 with the name of your CD-ROM drive and replace DKB100
with the name of your hard drive.):

If your system is an Alpha, type the following and then press RETURN:
$ COPY DKB600:[VMS.AGENTS.HSA]SWCC2 1 VVB.EXE DKB100:[HSAGENT]

If your system isaVAX, type the following and then press RETURN:
$ COPY DKB600:[VMS.AGENTS.HSA]SWCC2 1 VAX EXE DKB100:[HSAGENT]

. To run the sdlf-extracting file, type the following and then press

RETURN (Replace DKB100 with the name of your hard drive.):

NOTE: You need to run SWCC21VNS. EXE and SWCC21VAX. EXE on Compaq
OpenVMS.
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If your system is an Alpha, type the following and then press RETURN:
$ RUN DKB100:[HSAGENT]SWCC21VMS.EXE

If your systemisaVAX, type the following and then press RETURN:
$ RUN DKB100:[HSAGENT]SWCC21VAX.EXE

7. Toinstall the kit, type the following at the command prompt (Replace
DKB100 with the name of your hard drive.) and then press RETURN:

$ PRODUCT INSTALL SWCC/SOURCE=DKB100:[HSAGENT]

The following text appears.
The following product has been selected:
DEC xxxVMS SWCC V2.X-XX
Do you want to continue? [YES]
8. Go to the section, “Completing the Installation.”

From the StorageWorks Web Site

It is assumed that you have downloaded the file AXP22. EXE for Alpha
OpenVMS operating systems or SWCC21VAX. EXE for VAX OpenVMS
operating systems to the directory DKB100: [ DOANLQAD] from the
StorageWorks Web site. In this section, you will tell the computer to
uncompress the downloaded file before you begin the installation. For the
following examples, you can replace DKB100: [ DOANLOAD] and
DKB100: [ HSAGENT] with others more suitable for your system.

1. To create adirectory named DKB100: [ HSAGENT] on the system
connected to the controller, type the following at the command prompt
and then press RETURN. In the following example, you can replace the
name [ HSAGENT] for another directory name and DKB100 for another
drive:

$ CREATE/DIRECTORY DKB100:[HSAGENT]

Thisdirectory will hold the self-extracted files for the HS-Series and the
RA200 Agents that run on OpenVMS.

2. To st the directory, type the following at the command prompt and then
press RETURN. This example assumesthat your directory’ s nameis
[ HSAGENT] and your hard driveis DKB100.

$ SET DEFAULT DKB100:[HSAGENT]

3. For the downloaded file to self-extract, type the following at the
command prompt and then press RETURN. This example assumes that
you downloaded the file into the DKB100: [ DOANLQAD] directory.
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For the Alpha platform:
$ RUN DKB100:[DOWNLOAD]AXP22.EXE

For the VAX platform:
$ RUN DKB100:[DOWNLOAD]SWCC21VAX.EXE

Thefile self-extractsinto your current directory, which you created in
step 1.

NOTE: You need to run AXP22. EXE and SWCC21VAX. EXE on OpenVMS. The
. EXE extension is only used to assist Internet browsers in downloading the file.

4. Toinstall the product, do one of the following:
o Alphaplatform—
a. Enter the following at the command prompt:

$ PRODUCT INSTALL *

b. Select dec-axpvms-swcc-v0201-133-1.pcs. The other two files are
for the RA200 Agent. For information on how to ingtall the RA200
Agent, see Chapter 4.

o VAX platform — Enter the following at the command prompt:
$ PRODUCT INSTALL SWCC/SOURCE=DKB100:[HSAGENT]
5. Go to the section, “Completing the Installation.”

Completing the Installation
In this section, you will complete the ingtallation that you began in the section,
“Beginning the Ingtallation.”

1. Press RETURN to continue. An installation verification message
appears. The last line of the message isthe following:

To configure SWCC Agent for HS* controllers: @sys$manager:swcc_config

2. If you have an OpenVMS cluster running the MultiNet TCP/IP stack,
the command procedure SWCC_CONFIG.COM will only upgrade the
services of each system disk’ sfirst node. Type the following to upgrade
the services database of the other nodesthat share the system disk:

$ @MULTINET:INSTALL_DATABASES
or

Rebooting the system will also achieve the same result.
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3. If you used the CD-ROM to install the Agent, dismount the CD-ROM.
For example, type the following at the command prompt and then press
RETURN (The following example assumes that your CD-ROM driveis
DKB600.):

$ DISMOUNT DKB600:

NOTE: For your client systems to communicate with this Agent, you need to first add
those client systems to the Agent’s list of client system entries. For more information, go
to the following chapter, “Configuring the HS-Series Agents.”

Removing the HS-Series Agent
from OpenVMS

Instructions on how to remove the HS-Series Agent from OpenVM S operating
system are the following:

NOTE: Do not uninstall HS-Series Agent if you want to preserve configuration information.
If you only want to install an upgrade, stop the HS-Series Agent, and then install the new
version. Older versions will be automatically removed before the update, but all
configuration information will be preserved.

1. Typethefollowing at the command prompt and then press RETURN:

$ @sys$manager:swcc_config

The Configuration menu appears.
2. Toremove the Agent, press 4 and then press RETURN.

3. TypeY and then press RETURN. The computer tells you that the Agent
has been stopped and SWCC isbeing disabled. Y ou are then asked if
you want to continue.

4. TypeY and then press RETURN.
NOTE: This option does the following:
m  Stops all instances of the Agent on all cluster nodes

m  Deletes all Agent files, except the .PCSI file that was transferred to your host when
the Agent was originally installed
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Before Installing the HS-Series Agent on
Tru64 UNIX

1
2.

Remove previous versions of the HS-Series Agent from your computer.

Install the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). That
installation also ingalls version 2.1 of the HS-Series Client. If you
prefer not to install the Clients now, you can ingtall them after you have
installed the Agent.

. Create avirtual disk by using a serial connection or enable the

Command Console LUN (HSZ70). For more information, refer to the
Getting Started Installation Guide for your controller.

. Loginasroot (superuser). All HS-Series Agent installations on Tru64

UNIX must be done locdly. Do not attempt to install the Agent over the
network.

. If you areinstalling the HS-Series Agent on Tru64 UNIX 3.2G system,

install the SWRAID product from the platform CD-ROM that you
received with your StorageWorks controller.

6. Read therdlease notesinthehszseri e. t xt file.

. If you have an HSZ22 controller connected to your system, shut off the

controller. After the installation, turn on the controller and reboot the
system. When this HS-Series Agent (except for the HSZ22) scansfor
subsystems, it identifies your HSZ22 controller asan HSZ20. Please
refer to the section, “HS-Series Agent Interaction,” in Appendix A.
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Installing the HS-Series Agent
on Tru64 UNIX

Instructions on how to ingal the HS-Series Agent on Tru64 UNIX system are
separated into two sections: “Beginning the Installation” and “ Completing the
Installation.” Thefirst section tells you how to accesstheinstallation file from
the StorageWorks Command Console (SWCC) CD-ROM or the Web. The
second section describes how to configure your Agent during the installation.

CAUTION: Before you install the Agent, complete the steps in “Before Installing
the HS-Series Agent on Tru64 UNIX."

Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the StorageWorks Command Console (SWCC)
CD-ROM or afile downloaded from the StorageWorks Web site.

CAUTION: Do not install the HS-Series Agent by using Dataless Management
Services (DMS) or Remote Installation Services (RIS) sever installations.

From SWCC CD-ROM

The following instructions assume that you have adirectory / rmt to which
you can mount the StorageWorks Command Console (SWCC) CD-ROM. If
you do not, you will have to create amount point and replace/ mt in the
following sequence with the mount point you created. It also assumes your
CD-ROM deviceis/ dev/ r z4c. If not, replace/ dev/ r z4c with the actual
CD-ROM device. Instructions for installing the HS-Series Agent on Tru64
UNIX system are as follows:

1. You need to know the computer’ s version of UNIX to install the correct
subset. To find the version, type the following and then press RETURN:

# [usr/sbin/sizer -v

Y ou may want to write down the version of UNIX as you will need to use
thisinformation later in the install ation.

2. Insert the SWCC CD-ROM into the host computer connected to the
subsystem controller.

3. At the command prompt, type the following and then press RETURN:

# mount -t cdfs /dev/rz4c /mnt
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4. To run the installation program, enter the following at the command
prompt:

# setld -1/mnt/dunix/agents

You are shown alist of Agentsthat you caninstall.
5. Choose the Agentsthat you want to ingtall.

You are asked if you want to install the listed subsets.
6. Go to the section, “Completing the Installation.”

From the StorageWorks Web Site

It is assumed that you have downloaded swcc21duni x. exe tothe

downl oad directory. In this section, you will tell the computer to uncompress

the downl oaded file before you begin the install ation. For the following

examples, you can replace the ... downl oad and ../ Agent s directory

names and paths with others more suitable for your system.

Instructions for ingaling the HS-Series Agent on Tru64 UNIX are as follows:
1. To create adirectory, enter the following:

# mkdir .../Agents
This directory holds the self-extracted files for the RA200, HS-Series, and
Device Management Agentsthat run on Tru64 UNIX.

2. Tochangetothe ..l Agent s directory, enter the following at the
command prompt:

# cd .../Agents

3. Movethefile, swcc21duni x. exe, tothe ../ Agent s directory by
entering the following:

# mv ../download/swcc2ldunix.exe ../Agents

4. Tomaketheswcc21duni x. exe file executable, enter the following
at the command prompt:

# chmod +x swcc2ldunix.exe

5. Type the following at the command prompt and then press RETURN:

# swcc2ldunix.exe

Thefile self-extractsin the current directory, whichis ../ Agent s. This
directory holds the self-extracted files for the RA200, the HS-Series, and
the Device Management Agents that run on Tru64 UNIX.
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NOTE: You need torunswcc2lduni x. exe on Tru64 UNIX. The .exe
extension was added to assist Internet browsersin downloading the file.

6. To run the installation program, type the following at the command
prompt and then press RETURN:

#setld -l .../Agents

You are shown alist of Agentsthat you caninstall.
7. Choose the Agentsthat you want to ingtall.

You are asked if you want to install the listed subsets.
8. Go to the section, “Completing the Installation.”

Completing the Installation

In this section, you will complete the ingtallation that you began in the section,
“Beginning the Ingtallation.”

1. Type the corresponding number of the software and then press
RETURN.

A message, asking if the above choiceis correct, appears.
2. To continue with the installation, typey and then press RETURN.

Asthe installation continues, you see several system messages, telling
you that the subset has been installed and is being loaded. The computer
asks you to add a client system entry.

3. Type the name of the client systems that you want to receive updates
from this Agent. Press RETURN. In addition, by adding a client system
entry you can access the agent system from the Navigation Tree on that
client system.

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.
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The software displays amenu, giving you three choices for selecting the
client system access.

4. From the displayed menu, type an access level for the client system.
The access privilege level controlsthe client system’s level of accessto the

storage subsystems. Y ou can select overall status, detailed status, or
configuration and status. Table 6-1 explains the client system access

options:
Table 6-1
Client System Access Options
Options SWCC Function

Overall Status (No Access) m  Can use the Client to add a system to a
Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

Detailed Status (Show Level Access) m  Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

Configuration (Storage Subsystem Configuration m  Can use the Client to make changes in a

Capability) Storage Window to modify a subsystem
configuration

5. PressRETURN.

A menu for selecting a client system notification scheme appears.
6. Type anoatification scheme for the client system, 0, 1, 2, or 3.

The notification scheme defines the network protocol to be used by the
Agent when notifying the selected client system of a change in the state of
a subsystem. The following describes how the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Simple Network Management
Protocol (SNMP) work with SWCC:
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Table 6-2
Client System Notification Options
Options SWCC Function
Transmission Control Protocol/Internet Protocol = Automatically updates the Storage Window of
(TCP/IP) subsystem changes provided AES is running
m  Required for Windows NT event logging and
pager notification
= [f you do not select TCF/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.
Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring

program to view SNMP traps

7.

10.

11

12.

13.

Press RETURN.
The computer asks you if the entered information is correct.

. To complete the ingallation, type y and then press RETURN.

A message, asking if you would like to add another Client, appears.

. To stop adding client systems, type n and then press RETURN.

Y ou are asked for a password, which is required to do configurationsin
the SWCC Client. If an old password is found, you are asked if you
want to useiit.

Type your case-sensitive password that has 4 to 16 characters, and then
press RETURN. Y ou are asked to retype the password.
Retype the password and then press RETURN.

Once the password has been entered, the system scans for subsystems.
Y ou will be asked for the name and monitoring interval of each RAID
subsystem found.

i E CAUTION: If the software detects an HSZ22 controller connected to your
system, it will identify it as an HSZ20 controller. This will cause the Agent to
read the HSZ22 subsystem configuration incorrectly. Delete the subsystem entry
for this HSZ22 controller or shut off the HSZ22 controller. After this Agent has
scanned for subsystems, turn on the controller and reboot the system. Please
refer to the section, “HS-Series Agent Interaction,” in Appendix A.

Type the subsystem name in lowercase letters, and then press RETURN.
Y ou are asked for the monitoring interval. The monitoring interval isthe
rate at which the Agent queries the specified subsystem for status.

Type the monitoring interval in seconds, and then press RETURN. You
are asked if the displayed information is correct.
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14.

15.

16.

17.

If the displayed information is correct, type y and then press RETURN.

You are asked if you want E-mail enabled.

To enable the E-mail, type y and then press RETURN. The software asks
for the address of the person to notify.

Type the address of the person to notify, and then press RETURN. The
software asks for the notification levels.

From the displayed menu, type anotification level, 1, 2, or 3.

Table 6-3 provides the definitions of the E-mail notification options:

Table 6-3
Definitions of E-Mail Notification Options

E-mail Notification Option Definition

Fatal Errors Notifies you of errors that would prevent

you from accessing data; for example, a
disk failing or a Client PC not available on
the network.

Warnings Notifies you when something is broken, but

its breakage does not prevent you from
accessing data; for example, the RAID
degrading or losing a fan.

Information Provides messages, but they do not

indicate that something is broken.
Examples of informational messages are
the following: an Agent startup message or
a message, saying that an error has been
resolved.

18.

19.

20.

Press RETURN.

The software asksif the displayed information is correct.
If the displayed information is correct, type y and then press RETURN.

A message, asking if you would like to add another person to notify,
appears.

Type n to end the dialog or y to add another person to notify. Press
RETURN.

When you have finished with the E-mail notification section, the system
will start the new Agent. If the installation script detects a problem at
Agent startup, it will ert you of the problem.
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21. If you installed the software from a CD-ROM, type the following and
then press RETURN to unmount the CD-ROM:

# umount /mnt

NOTE: Add this system to the Navigation Tree of each client system that you added to the
Agent’s list (File|Add System in the Command Console Client). Refer to the Command
Console Client Help.

Removing the HS-Series Agent
from Tru64 UNIX

To remove this Agent from your computer, you will need to know the subset
that you installed. When you installed this Agent, the software detected the
version of Tru64 UNIX on your computer and ingtalled the appropriate subset.
A subset isaversion of the Agent program. If you have Tru64 UNIX version
4.0D or 4.0E, you probably installed SWCC204.

1. To determine the subset that you installed, type the following and then
press RETURN:

# setld -i | grep SWCC

Y ou will see one or both of the subsets. Y our computer is using the
subset that has the word, “installed,” next to it. If you do not see one of
these subsets, verify that you have installed the HS-Series Agent that
came with thiskit.

2. Stop the Agent. For instructions, see the following:

. At the command prompt, type the following and then press RETURN
(If you installed SWCC200, replace SWCC204 with SWCC200.):

# [usr/opt/SWCC204/scripts/swcc_config

The Configuration Utility menu appears.
d. Type 7 to stop the Agent. Press RETURN.

e. Typey to stop the Agent. Press RETURN. You see a message, telling
you that the Agent has been killed and disabled.

f. Press RETURN for the main menu, and return to the command
prompt.
3. In this step, you will remove the program.
If you installed subset SWCC204, type the following and then press
RETURN:
# setld -d SWCC204
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Or

If you installed subset SWCC200, type the following and then press
RETURN:

# setld -d SWCC200

The procedure to remove the Agent asks the following:
Are you sure you want to delete all Agent data?

4. If you typey and then press RETURN, all of the configuration files for
the Agent will be deleted.

Or

If you type n and then press RETURN, the computer will savethe
configuration data, which includes the following:

O Subsystem list of entries
O Client system access options
O Password

O E-mail notification

You will gtill be able to usethe dataif you reinstall the Agent or install a
newer version of the Agent.
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Before Installing the HS-Series Agent on
Windows NT

1
2.
3.

Remove previous versions of the HS-Series Agent from your computer.
Read the release notes that areinthefile, hszseri e. t xt .

Install the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). This
installation also ingalls version 2.1 of the HSZ-Series Client. If you
prefer not to install the Clients now, you can ingtall them after you have
installed the Agent.

. Create avirtual disk by using a serial connection. For more information,

refer to the Getting Started Installation Guide in the Solution kit for
your controller.

. If you have an HSZ70 controller, disable the Command Console LUN.

For more information, refer to thefile, hszseri e. t xt.

. Log into an account that isamember of the administrator group. Al

HS-Series Agent installations on Windows NT must be done locally. Do
not attempt to install the Agent over the network.

. If you have an HSZ22 controller connected to your system, shut off the

controller. After the installation, turn on the controller and reboot the
system. When this HS-Series Agent (except for the HSZ22) scansfor
subsystems, it identifies your HSZ22 controller asan HSZ20. Please
refer to the section, “HS-Series Agent Interaction,” in Appendix A.

. If any of your shortcuts point to afloppy drive, a CD-ROM drive, or a

removable drive, verify that the floppy or CD-ROM drives are not
empty and that the removable drive is present. The ingtalation will
check the shortcuts on the desktop and in the Start menu. If you have
Windows NT, the installation will check the shortcuts of all usersfor
that computer, even if they are not currently logged on.
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Installing the HS-Series Agent on
Windows NT (Alpha and Intel)

Instructions on how to ingtall the HS-Series Agent on Windows NT are
separated into two sections: “Beginning the Installation” and “ Completing the
Installation.” Thefirst section tells you how to accesstheinstallation file from
the StorageWorks Command Console (SWCC) CD-ROM or the Web. The
second section describes how to configure your Agent during the installation.

CAUTION: Before you install the Agent, complete the steps in “Before Installing
the HS-Series Agent on Windows NT.”

Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the StorageWorks Command Console (SWCC)
CD-ROM or afile downloaded from the StorageWorks Web site.

From the SWCC CD-ROM

These stepstell you how to ingall the HS-Series Agent from the SWCC
CD-ROM.

1. Insert the SWCC CD-ROM into the host computer connected to the
subsystem controller. Using Windows Explorer, go to the following
directory on the CD-ROM:

For the Alpha platform: \ NTAl pha\ Agent s\ hsa

For the Intel platform: \ NTI nt el \ Agent s\ hsa
2. Double-click set up. exe.

The software displays the Welcome window.
3. Go to “Completing the Installation.”
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From the StorageWorks Web site

It is assumed that you have downloaded the file, SWCC21NTAXP. EXE for the
Alphaplatform or SWCC21NTX86. EXE for the Intdl platform from the
StorageWorks Web site.

1. Using Windows Explorer, go to the directory where you downl caded
SWCC21NTAXP. EXE for the Alpha platform or SWCC21NTX86. EXE
for the Intel platform, and double-click on thefile.

2. Go to thefollowing directory and double-click set up. exe.

For the Alpha platform: NTAl pha\ Agent s\ hsa

For the Intel platform: NTI nt el \ Agent s\ hsa
3. Go to “Completing the Installation.”

Completing the Installation

In this section, you will complete the ingtallation that you began in the section,
“Beginning the Ingtallation.”

1. Click Next. If you do not have a previous version of the HS-Serieson
your computer, the Choose Destination Location window will appear.
Y ou can change the destination of the software by clicking the Browse
button.

NOTE: If you have a previous version of the Agent installed, the installation will
automatically overwrite the previous version; however, your configuration files (client.ini,
storage.ini, and steam.cfg) will be saved.

2. Click Next. The computer installs the software. After the computer has
installed the software, you are asked if you want to configure the Agent.

3. Click Continue to configure your Agent. The NT Agent Configuration
Step 1 of 3 window appears.

4. Typeyour password in the New field, and retypeit in the Verification
field. The password must have 4 to 16 characters.

5. Click Next to continue. The following message appears:

Password Validation Successful.

6. Click OK to continue. The NT Agent Configuration Step 2 of 3 window
appears.
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7. In the Selected Client field, type the name of the client system entry that
you want to receive updates from this Agent. In addition, adding a client
system entry allows you to access the agent system from the Navigation
Tree on that client system. Choose TCP/IP and/or SNMP for your
notification scheme.

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

The following describes how the Transmission Control Protocol/Internet
Protocol (TCP/1P) and the Simple Network Management Protocol (SNMP)

work with SWCC:
Table 6-4
Client System Notification Options
Options SWCC Function
Transmission Control Protocol/Internet Protocol m  Automatically updates the Fabric window of
subsystem changes
(TCP/IP) _ . .
m  Required for Windows NT event logging and
pager notification
m  Ifyou do not select TCP/IP, you will need to
refresh the Storage Window (depending on
the subsystem) to obtain the latest status of a
subsystem.
Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring

program to view SNMP traps

8. Select one of the following for your access privileges: overall status,
detailed status, and configuration. The access privilege level controlsthe
client system’slevel of accessto the storage subsystems. The following
explainsthe client system access options:
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Table 6-5
Client System Access Options

Options SWCC Function

Overall Status

m  Can use the Client to add a system to a
Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

Detailed Status

= Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

Configuration

m  Can use the Client to make changes in a
Storage Window to modify a subsystem
configuration

9.

10.

11

12.

Click Add Client to add the client system entry to the Client list. For
more information on adding, deleting, or modifying a Client, see
“Configuring the HS-Series Agent on Windows NT.”

Repeat steps 7 through 9 for each client system entry that you want to
add.

Click Next to continue. If the NT Agent Configuration Step 3 of 3
window appears, go to step 12.

If you had previoudy added a subsystem, the following message appears.
A previous storage list is detected. Would you like to scan the subsystem to update the
information? The subsystem names will revert to default settings.

If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.

The configuration wizard should have created an entry for the
subsystems attached to this system. To modify the name or other
settings for a subsystem, see “ Configuring the HS-Series Agent on
Windows NT.”
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i E CAUTION: If the software detects an HSZ22 controller connected to your
system, it will identify it as an HSZ20 controller. This will cause the Agent to
read the HSZ22 subsystem configuration incorrectly. Delete the subsystem entry
for this HSZ22 controller or shut off the HSZ22 controller. After this Agent has
scanned for subsystems, turn on the controller and reboot the system. Please
refer to the section, “HS-Series Agent Interaction,” in Appendix A.

13. Click Finish. A message, warning you to restart your Agent, appears.
14. Click OK. The computer asks the following:

Would you like to start the NT Agent service now?
15. Click Yes. The Agent starts.

NOTE: Add this system to the Navigation Tree of each client system that you added to the
Agent’s list (File|Add System in the Command Console Client). Refer to the Command
Console Client Help.

Removing the HS-Series Agent from
Windows NT

To remove the software, perform the following:

CAUTION: Do not use Add/Remove Programs to remove the HS-Series Agent.
Instead, use the Uninstall Agent icon, as described in the following procedure.

1. If youwant to keepyour cl i ent . i ni file, which holdsthe Agent’s
list of client system entries, renamethecl i ent. i ni fileto
client.sav.Youwill findthecl i ent.i ni fileinthe
\st eam et c directory. Thisuninstall will removethecl i ent. i ni
filealong with the HS-Series Agent.

2. Click Sart|Programs|HS Series Agent|Uninstall HS Series Agent.

NOTE: The software will only remove the HS-Series Agent (except the HSZ22) and the
client.ini file fromthe system.

3. Click Uningtall. The computer asks:

Are you sure you want to completely remove the selected application and all of its
components?

4. Click Yes. The computer removesthe Agent and thecl i ent . i ni
file, which holds the lists of client system entries for that Agent.
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5. To remove the configuration and subsystem list files, delete the
storage. ini fileinthe\ St eam et ¢ directory and the
st eam cf g fileinthe\ St eam bi n directory.

if CAUTION: Other Agentsusethecl i ent.ini andstorage.ini file
names, but their files are in different directories. If you cannot locate the
st or age. i ni file, use the Find command in Windows Explorer to find the
st eam cf g file (in the \ St eam bi n directory). The st or age. i ni file
is most likely in the \ St eam et c directory.

Table 6-6
Program Files
File Name File Type
steam.cfg Configuration File
client.ini Client List File (removed automatically

during the uninstall)

storage.ini Subsystem List File
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Chapter 7

Configuring the HS-Series Agents

This chapter contains instructions on how to configure the HS-Series Agents
on the following platforms: OpenVMS, Tru64 UNIX, and Windows NT
(Alphaand Intel). Topicsin this chapter include:

m  Client System Access Options

m  Client System Notification Options

= Agent Access Password

= Changing the Agent Access Password

= Adding aClient System Entry

= Modifying aClient System Entry (WindowsNT)
m Deleting a Client System Entry

= Adding a Subsystem Entry

= Modifying a Subsystem Entry (Windows NT)

m  Deleting a Subsystem Entry

= Enabling and Disabling the Agent at System Boot
= Stopping and Starting the Agent
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Client System Access Options

The access privilege level controlsthe client system’s level of accessto the
storage subsystems. Y ou can select overall status (no access), detailed status
(show level access only), or configuration (storage subsystem configuration
capability). The following explains the client system access options:

Table 7-1
Client System Access Options

Options SWCC Function

Overall Status (No Access) m  Can use the Client to add a system to a
Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

Detailed Status (Show Level Access) m  Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

Configuration (Storage Subsystem Configuration m  Can use the Client to make changes in a

Capability) Storage Window to modify a subsystem

configuration
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Client System Notification Options

The notification scheme defines the network protocol to be used by the Agent
when notifying the selected client system of a change in the state of a
subsystem. The following describes how the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Simple Network Management
Protocol (SNMP) work with SWCC.

Table 7-2
Client System Notification Options

Options SWCC Function

Transmission Control Protocol/Internet Protocol m  Automatically updates the Storage Window of
subsystem changes provided AES is running
(TCP/IP)

m  Required for Windows NT event logging and
pager notification

= [f you do not select TCF/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.

Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring
program to view SNMP traps

Agent Access Password

Y ou can change the configuration of a subsystem (for example, upgrade
firmware) by using your Agent access password, provided that you have the
configuration access privilege level selected.
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Configuring the HS-Series Agent on
OpenVMS

Y ou can change your configuration by accessing the HS-Series Agent
Configuration menu. To access the Configuration menu, enter the following at
the command prompt:

$ @sys$manager:swcc_config

Thefollowing is an example of the HS-Series Agent Configuration menu:
SWCC Agent Configuration Menu
Agent is enabled as TCP/IP Services for OpenVMS service.
Agentis now: active
Agent Admin Options:
1)  Change Agent password
2)  Agent Enable/Start
3)  Agent Disable/Stop
4)  Uninstall Agent
Client Options:
5)  Add a Client
6)  Remove a Client
7)  View Clients

Storage Subsystem Options:

8)  Add a subsystem
9)  Remove a subsystem
10) View subsystems

E)  Exit configuration procedure

i E CAUTION: After you make a change to the configuration, such as adding a
client system, you must stop and then start the Agent for your changes to take
effect. When you stop and then start the Agent, the Storage Windows for the
subsystems connected to the agent system lose their connection. To regain that
connection, close and then reopen the Storage Windows connected to the agent
system after you restart the Agent.




Configuring the HS-Series Agents

Table 7-3 explains the required configuration information.

Table 7-3
Information Needed to Configure Agent

Term Description

Client system Network names for the computers on which the
Client software runs.

Client system access options The access privilege level controls the client
system’s level of access to the storage
subsystems.

0 = No Access - Can use the Client software to
add a system to a Navigation Tree, set up a
pager, and view properties of the controller
and the system. You cannot use Client to open
a Storage Window

1 = Show Level Access - You can use the Client
software to open a Storage Window, but you
cannot make modifications in that window.

2 = Storage Subsystem Configuration Capability -
You can use the Client software to make
changes in a Storage Window to modify a
subsystem configuration.

Password It must be a text string that has 4 to 16 characters.
It can be entered from the client system to gain
configuration access. It can be changed by
accessing the Agent Configuration menu.

continued

7-5
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Table 7-3

Information Needed to Configure Agent continued

Term

Description

Client system notification options

Note: For all of the client system notification
options, local notification is available through
an entry in the system error log file and E-
mail (provided that E-mail notification in
PAGEMAIL.COM has not been disabled).

0 = No Error Notification - No error notification is
provided over network.

1 = Notification via a TCP/IP Socket (Transmission
Control Protocol/Internet Protocol) - It updates
the Storage Window of subsystem changes.
Required for Windows NT event logging and
pager notification. If you do not select TCP/IP,
you will need to refresh the Storage Window to
obtain the latest status of a subsystem.

2 = Notification via the SNMP protocol (Simple
Network Management Protocol) - Requires
you to use an SNMP-monitoring program to
view SNMP traps.

3 = Notification via both TCP/IP and SNMP -
Combination of options 1 and 2.

Subsystem name

Device name associated with subsystem name

Monitoring interval in seconds

How often the subsystem is monitored

E-mail notification

The default is for PAGEMAIL.COM to send mail to
the SYSTEM account when a serious problem
occurs. You can disable and configure this feature
by editing the following according to the
instructions in its file:

SYS$MVANAGER: PAGENVAI L. COM

When an error is logged, the Agent executes the
PAGEMAIL.COM command. You can modify this file
for Agent to log errors in a log file and/or change
the account to which Agent sends messages. You
can also modify for which level of errors you will
be notified. Client does not need to be running to
perform these actions.

Subsystem

It is a controller and an array of physical devices.
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Configuring the HS-Series Agent
on Tru64 UNIX

This section tells you how to configure your HS-Series Agent on Tru64 UNIX.
The path that you type to access the Configuration menu will depend on the
subset that you installed. A subset isaversion of the Agent program. To
access the Configuration menu, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [lusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# /usr/opt/SWCC200/scripts/swcc_config
NOTE: If you do not know whether you installed SWCC204 or SWCC200, go to the
[ usr/ opt directory and list its contents. You will see a directory named SWCC204 or

SWCC200. If you do not find one of these directories, verify that you have installed the
HS-Series Agent that came with this kit.

Changing the Agent Access Password

The password control s access to operations that modify the Agent
configuration.

1. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [usr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
2. To change the Agent access password, type 3 and then press RETURN.

A message, telling you to type anew password, appears.

3. Type your new password. Y our case-sensitive password must have 4 to
16 characters. Press RETURN.

A message, asking you to verify the new password, appears.
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4. Type your new password. Press RETURN.

A message, telling you that the password has been changed, appears.

5. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.

Adding a Client System Entry

For aclient system to receive updates from the Agent, you must add the client
system to the Agent’slist of client system entries. The Agent will only send
information to client systemsthat are on thislist. In addition, adding a client
system entry allows you to access the agent system from the Navigation Tree
on that client system. The following stepstell you how to add a client system
entry:

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

1. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [lusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
2. Type 1 and then press RETURN.

The following prompt appears:
Do you want to Add, Delete or Quit? [a,d,q]

3. Type a and then press RETURN. A message, asking you to type the
name of the client system, appears.

4. Type the name of the client system. Press RETURN. A message, asking
you to type the subsystem access privilege, appears. The subsystem
access privilege control s the capabilities a Client has when
communicating with a storage subsystem.
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5. Type a subsystem access privilege for the Client, and then press
RETURN. Y ou have three choices:

0 = Overall Status
1 = Detailed Status

2 = Configuration + Status

For adefinition of each access privilege level, read the section, “Client
System Access Options,” located at the beginning of this chapter.

6. Type an error notification scheme for the client system entry, and then
press RETURN. Y ou have four choices:

0 = No Error Notification
1 = Notification via a TCP/IP Socket
2 = Notification via an SNMP Protocol

3 = Notification via both TCP/IP and SNMP

A review of the client system information appears with a message, asking
you if the information is correct.

7. If theinformation is correct, type y and then press RETURN.
Do you want to Add, Delete or Quit? [a,d,q]
8. To quit, press g and then press RETURN.

9. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.

Deleting a Client System Entry

When you delete a client system entry from the Agent’ slist, the Agent stops
sending updates to that client system and you are unable to access this agent
system from the Navigation Tree. The following instructions tell you how to
delete aclient system entry:

1. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [fusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
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2. To delete aclient system entry, type 1 and then press RETURN.

The following appears:
Do you want to Add, Delete or Quit? [a,d,q]
3. Typed, and then press RETURN. The following appears:
Enter number of client system to delete:
4. Type the number of the client system that you want to delete, asit
appears on the display. Press RETURN.
The following appears
Are you sure that you want to DELETE Number *?

5. To delete the client system, type y and then press RETURN. The
computer displays the following:

Do you want to Add, Delete or Quit? [a,d,q]
6. Type g and then press RETURN for the Configuration menu.

7. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.

Adding and Deleting a Subsystem Entry

Y ou need to tell the Agent the subsystemsthat it needs to monitor. Y ou can
either add the subsystems manually, or you can have the Agent scan your
SCSI busesfor new and/or modified RAID subsystems. The following
instructionstell you how to add and delete a subsystem entry:

NOTE: Compag does not recommend running this procedure during normal system usage
because the possibility of bus resets.
1. At the command prompt, type the following and then press RETURN:
On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204): In addition,

adding a client system entry allows you to access the agent system from
the Navigation Tree on that client system.

# [lusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [fusr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
2. Type 2 and then press RETURN.
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The computer shows the subsystems configured and their properties. Y ou
are asked the following:

Do you want to Add, Delete or Quit? [a,d,q]

CAUTION: If the software detects an HSZ22 controller, it will identify it as an

/__\ HSZ20 controller. This will cause the Agent to read the HSZ22 subsystem
configuration incorrectly. Delete the subsystem entry for this HSZ22 controller or
shut off the HSZ22 controller. After this Agent has scanned for subsystems, turn
on the controller and reboot the system. Please refer to the section, *HS-Series
Agent Interaction,” in Appendix A.

. To add a storage subsystem, type a and then press RETURN. You are

asked if you would like to invoke the scan and discover new modified
subsystems. Y ou need to perform this scan if you have added or
modified RAID subsystems since your last scan.

. Pressy and then press RETURN. You are given a status of the scan.

5. To continue, press RETURN. Y ou are asked the following:

Do you want to Add, Delete or Quit? [a,d,q]

. To delete a subsystem, type d and then press RETURN.

if CAUTION: The Agent stops monitoring the deleted subsystem.

. Type the number of the subsystem that you want to del ete and then press

RETURN.

You are asked if you are sure about deleting the specified subsystem.

. To confirm you choice, typey and then press RETURN. Y ou are asked

the following:

Do you want to Add, Delete or Quit? [a,d,q]

. Type q and then press RETURN for the Configuration menu.
10.

Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.
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Enabling the E-mail Notification Option
1. At the command prompt, enter one of the following:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [lusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
2. Type 4 and then press RETURN. The following appears:
Do you want to Enable it? [y, n, q]
3. To change the E-mail notification status to enabled, type y and then
press RETURN.
A message, telling you the new status of the E-mail notification option,
appears. You are asked the following:
Do you want to Disable it? [y, n, q]

4. Type q and then press RETURN for the Configuration menu.

5. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.

Disabling the E-mail Notification Option
1. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E:
# [fusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX versions 4.0C and earlier:
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
2. Type 4 and then press RETURN. The message appears:

Do you want to Disable it? [y, n, q]
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3. To change the E-mail notification status to disabled, typey and then
press RETURN.

A message, telling you the new status of the E-mail notification option,
appears. You are asked the following:
Do you want to Enable it? [y, n, q]

4. Type q and then press RETURN for the Configuration menu.

5. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.

Adding a Storage E-mail Notification User

Instructions for adding a storage E-mail notification user are asfollows:
1. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [fusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
2. Type 5 and then press RETURN.

A lig of the current sorage E-mail notification users appears with a
message:
Do you want to Add, Delete or Quit? [a, d, q]

3. Type a and then press RETURN to add a new storage E-mail notification
user to the list. A message appears.

Enter the E-mail address of a person to notify.

4. Type the E-mail address of the person that you want to notify. Press
RETURN. A message, displaying the three levels of E-mail notification,

appears.
1 Fatal Errors
2 Warnings and Fatal Errors

3 Information Warnings and Fatal Errors
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5. Type an E-mail notification level for the new E-mail recipient, and press
RETURN.
You are asked if the information displayed is correct.

6. If theinformation is correct, typey and then press RETURN.

7. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.

Deleting a Storage E-mail Notification User

Instructions for deleting a storage E-mail notification user are as follows:
1. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [fusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
2. Type 5 and then press RETURN.

A lig of the storage E-mail notification users appears with a message:
Do you want to Add, Delete or Quit? [a, d, q]

3. To remove a storage E-mail notification user from thelig, typed and
then press RETURN.

The following message appears:
Enter number of the person to delete.
4. Type the number of the person that you want to delete, asit appears on
the display. Press RETURN.
The following message appears:
Are you sure you want to DELETE Number *?

5. If the E-mail recipient that you want to delete is correct, typey and then
press RETURN.

6. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the HS-Series Agent,” in this chapter.
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Restarting the HS-Series Agent

When you modify the configuration data of an Agent, you must regtart the
Agent for the changes to take effect. If you choose not to restart the Agent
immediately after making configuration changes, you can do so at alater time
by enteringani ni t g command or by doing a system reboot.

Instructions for restarting the Agent immediately after making changesto its
configuration are asfollows:

1. Verify that the HSD, HSJ, and HSZ Storage Windows on al of your
client systems are closed.

2. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [usr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.
3. Type 6 and then press RETURN. The following appears:
Do you want to Restart the Agent NOW? [y, n, .

4. Toimmediately restart the Agent, type y and then press RETURN. A
message, telling you that the Agent has been restarted, appears. This
message includes the processidentification (PID) of the Agent.

5. Press RETURN for the Configuration menu.
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Enabling and Disabling the Agent

When you enable the Agent, it will start and remain running until you disable
it by selecting this option again from the Configuration Utility menu.
Instructions for enabling and disabling the Agent are as follows:

1. At the command prompt, type the following and then press RETURN:

On Tru64 UNIX version 4.0D or 4.0E (installed SWCC204):
# [fusr/opt/SWCC204/scripts/swcc_config

On Tru64 UNIX version 4.0C or earlier (installed SWCC200):
# [usr/opt/SWCC200/scripts/swcc_config

The Configuration Utility menu appears.

2. To enable the Agent, type 7 and then press RETURN. The following
message appears.
Do you want to ENABLE and start the Agent NOW?[y, n, q]

3. To confirm you choice, typey and then press RETURN. You see a
message, telling you that the Agent has been enabled, along with the
process ID of the Agent.

4. Press RETURN for the Configuration menu.

To disable the Agent, type 7 and then press RETURN.
5. Typey and then press RETURN. The Agent has been disabled.
6. Press RETURN for the Configuration menu.
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Configuring the HS-Series Agent on
Windows NT

To add client computers, change security options, and add storage subsystems,
click the following:

Sart|ProgramsHS Series Agent|HS Series Agent Configurator

Changing the Agent Access Password
The password controls access to the Agent configuration. Instructions for
changing the Agent access password are as follows:
1. Click thefollowing:

Sart|ProgramsHS Series Agent|HS Series Agent Configurator

The Welcome NT Agent Configuration Utility window appears.
2. Click Continue. The NT Agent Configuration Step 1 of 3 window
appears.

3. Typeyour new password in the New field, and retypeit in the
Verification field. The password must have 4 to 16 characters.

4. Click Next to continue. The following message appears.
Password Validation Successful.

5. Click OK to continue. The NT Agent Configuration Step 2 of 3 window
appears.

6. Click Next to continue. If the NT Agent Configuration Step 3 of 3
window appears, go to step 7.

The following message appearsif you had previoudy added a subsystem:

A previous storage list is detected. Would you like to scan the subsystem to update the
information? (Subsystem names will revert to default settings.)

If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.
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7. Click Finish. The following message appears.

No subsystem information was added to the storage subsystem list. Storage subsystem
list will not be created or modified.

8. Click OK. The Welcome NT Agent Configuration Utility window
appesars.

9. Click Exit to quit the NT Agent Configuration Utility.

10. You must sop and restart the Agent for your changes to take effect. For
instructions, see* Stopping and Starting the Agent” in this appendix.

Adding a Client System Entry

For aclient system to receive updates from the Agent, you must add the client
system to the Agent’slist of client systems. The Agent will only send
information to client systemsthat are on thislist. In addition, adding a client
system entry allows you to access the agent system from the Navigation Tree
on that client system. The following stepstell you how to add a client system
entry:

NOTE: Put your most important client systems at the top of this list and the client

systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

1. Click the following:
Sart|ProgramsHS Series Agent|HS Series Agent Configurator

The Welcome NT Agent Configuration Utility window appears.

2. Click Continue. The NT Agent Configuration Step 1 of 3 window
appears.

3. Click Next to continue. You do not need to type your password. The NT
Agent Configuration Step 2 of 3 window appears.

4. Type the name of the client system entry that you want to have access to
this Agent in the Selected Client field.

5. Select TCP/IP and/or SNMP for your notification scheme. For a
definition of the client system notification options, read the section,
“Client System Notification Options,” located at the beginning of this
appendix.

6. Select one of the following for your access privileges: overall status,
detailed status, and configuration. For a definition of each access
privilege leve, read the section, “ Client System Access Options,”
located at the beginning of this appendix.
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7. Click Add Client to add the client system entry to the list of client
system entries.

8. Repeat steps 4 and 5 for each client system entry that you want to add.

9. Click Next to continue. If the NT Agent Configuration Step 3 of 3
window appears, go to step 10.
The following message appearsif you had previoudy added a subsystem:

A previous storage list is detected. Would you like to scan the subsystem to update the
information? (Subsystem names will revert to default settings.)

If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.
10. Click Finish. The following message appears.

No subsystem information was added to the storage subsystem list. Storage subsystem
list will not be created or modified.

11. Click OK. The Welcome NT Agent Configuration Utility window
appears.

12. Click Exit to quit the NT Agent Configuration Utility.

13. You must sop and restart the Agent for your changes to take effect. For
instructions, see* Stopping and Starting the Agent” in this appendix.

Modifying a Client System Entry
1. Click thefollowing:

Sart|ProgramsHS Series Agent|HS Series Agent Configurator

The Welcome NT Agent Configuration Utility window appears.
2. Click Continue. The NT Agent Configuration Step 1 of 3 window
appears.

3. Click Next to continue. You do not need to type your password. The NT
Agent Configuration Step 2 of 3 window appears.
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4. Select the client system entry that you want to modify. Y ou can change
your notification scheme and/or your access privileges.

5. Click Modify Client to confirm your changes.

6. Repeat steps 4 and 5 for each client system entry that you want to
modify.

7. Click Next to continue. If the NT Agent Configuration Step 3 of 3
window appears, go to step 8.

The following message appearsif you had previoudy added a subsystem:

A previous storage list is detected. Would you like to scan the subsystem to update the
information? (Subsystem names will revert to default settings.)

If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.
8. Click Finish. The following message appears.

No subsystem information was added to the storage subsystem list. Storage subsystem
list will not be created or modified.

9. Click OK. The Welcome NT Agent Configuration Utility window
appears.

10. Click Exit to quit the NT Agent Configuration Utility.

11. You must sop and restart the Agent for your changes to take effect. For
instructions, see* Stopping and Starting the Agent” in this appendix.

Deleting a Client System Entry

When you delete a client system entry from the Agent’slist, the Agent stops
sending updates to that client system and you are unable to access this agent
system from the Navigation Tree. The following instructions tell you how to
delete aclient system entry:

1. Click thefollowing:
Sart|ProgramsHS Series Agent|HS Series Agent Configurator

The Welcome NT Agent Configuration Utility window appears.



Configuring the HS-Series Agents  7-21

2. Click Continue. The NT Agent Configuration Step 1 of 3 window

appears.

3. Click Next to continue. You do not need to type your password. The NT

Agent Configuration Step 2 of 3 window appears.

4. Select the client system entry that you want to delete in the Selected

5.
6.

Client field. Click Delete Client.

Repeat step 4 for each client system entry that you want to delete.

Click Next to continue. If the NT Agent Configuration Step 3 of 3
window appears, go to step 7.

The following message appearsif you had previoudy added a subsystem:

A previous storage list is detected. Would you like to scan the subsystem to update the
information? (Subsystem names will revert to default settings.)

If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.

. Click Finish. The following message appears.

No subsystem information was added to the storage subsystem list. Storage subsystem
list will not be created or modified.

. Click OK. The Welcome NT Agent Configuration Utility window

appears.

. Click Exit to quit the NT Agent Configuration Utility.
10.

Y ou must stop and restart the Agent for your changesto take effect. For
instructions, see* Stopping and Starting the Agent” in this appendix.
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Adding a Subsystem Entry

Y ou need to tell the Agent the subsystemsthat it needsto monitor. The
following stepstell you how to add a subsystem entry:

CAUTION: Verify that you have the correct communication drive before you
manually add a subsystem.

1. Click thefollowing:
Sart|ProgramsHS Series Agent|HS Series Agent Configurator

The Welcome NT Agent Configuration Utility window appears.

2. Click Continue. The NT Agent Configuration Step 1 of 3 window
appears.

3. Click Next to continue. You do not need to type your password. The NT
Agent Configuration Step 2 of 3 window appears.

4. Click Next to continue. If the NT Agent Configuration Step 3 of 3
window appears, go to step 5.

The following message appearsif you had previoudy added a subsystem:

A previous storage list is detected. Would you like to scan the subsystem to update the
information? (Subsystem names will revert to default settings.)

If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.

i E CAUTION: If the software detects an HSZ22 controller connected to your
system, it will identify it as an HSZ20 controller. This will cause the Agent to
read the HSZ22 subsystem configuration incorrectly. Delete the subsystem entry
for this HSZ22 controller or shut off the HSZ22 controller. After this Agent has
scanned for subsystems, turn on the controller and reboot the system. Please
refer to the section, “HS-Series Agent Interaction,” in Appendix A.

5. Type the name of the subsystem in the Selected Subsystem field. Type
the communication drive letter and monitoring interval in seconds. The
monitoring interval isthe rate at which the Agent queries the specified
subsystem for status. A reasonable monitoring interval in seconds would
be 120. Y ou may a so select Subsystem Enabled.
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When you select Subsystem Enabled, the subsystem isincluded in the
Agent’ s scans. When Subsystem Enabled is selected, the software
configuresthe st or age. i ni file so that the subsystem selected inthe
didlog box isvisibleto the host. The st or age. i ni file holds
information about the RAID devices connected to your server.

6. Click Add Subsystem. The name of the added subsystem appearsin the
Storage Subsystems field.

7. Repest steps 5 and 6 for each subsystem that you want to add.
8. Click Finish. A message, warning you to restart your Agent, appears.
9. Click OK. You exit the NT Agent Configuration Utility.

10. You must sop and restart the Agent for your changes to take effect. For
instructions, see* Stopping and Starting the Agent” in this appendix.

Modifying a Subsystem Entry

Instructions for modifying a subsystem entry are asfollows:
1. Click thefollowing:

Sart|ProgramsHS Series Agent|HS Series Agent Configurator

The Welcome NT Agent Configuration Utility window appears.
2. Click Continue. The NT Agent Configuration Step 1 of 3 window
appears.

3. Click Next to continue. You do not need to type your password. The NT
Agent Configuration Step 2 of 3 window appears.

4. Click Next to continue. If the NT Agent Configuration Step 3 of 3
window appears, go to step 5.

The following message appearsif you had previoudy added a subsystem:

A previous storage list is detected. Would you like to scan the subsystem to update the
information? (Subsystem names will revert to default settings.)

If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.
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5.
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Select the subsystem that you want to modify in the Storage Subsystems
field. Y ou may change the communication drive letter, the monitoring
interval, and the subsystem’ s name. The monitoring interva isthe rate
at which the Agent queries the specified subsystem for status. A
reasonable monitoring interval in seconds would be 120.

Y ou may aso sdlect Subsystem Enabled. When you select Subsystem
Enabled, the subsystem isincluded in the Agent’ s scans. When Subsystem
Enabled is selected, the subsystem is visible in the Client GUI.

When you select the subsystem, the following properties are shown:
controller type, devices, EMU type, firmware version, serial number of
controller 1, seria number of controller 2, and total number of devices.

. Click Modify Subsystemto confirm your changes.

. Repesat steps 5 and 6 for each subsystem that you want to modify.

. Click Finish. A message, warning you to restart your Agent, appears.
. Click OK. You exit the NT Agent Configuration Utility.

10.

Y ou must stop and restart the Agent for your changesto take effect. For
instructions, see* Stopping and Starting the Agent” in this appendix.

Deleting a Subsystem Entry

When you delete a subsystem entry, the Agent stops monitoring that
subsystem.

1

Click the following:
Sart|ProgramsHS Series Agent|HS Series Agent Configurator

The Welcome NT Agent Configuration Utility window appears.

. Click Continue. The NT Agent Configuration Step 1 of 3 window

appears.

. Click Next to continue. You do not need to type your password. The NT

Agent Configuration Step 2 of 3 window appears.

. Click Next to continue. If the NT Agent Configuration Step 3 of 3

window appears, go to step 5.

The following message appearsif you had previoudy added a subsystem:

A previous storage list is detected. Would you like to scan the subsystem to update the
information? (Subsystem names will revert to default settings.)
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If you click Yes, the software will automatically add entries for the new
subsystems and restore default subsystem information for the existing
entries.

Or
If you click No, the software will keep the current settings.

The NT Agent Configuration Step 3 of 3 window appears.

5. Select the subsystem that you want to delete in the Storage Subsystems
field. Click Delete Subsystem.

6. Click Finish. A message, warning you to restart your Agent, appears.
7. Click OK. You exit the NT Agent Configuration Utility.

8. You must stop and restart the Agent for your changesto take effect. For
instructions, see* Stopping and Starting the Agent” in this appendix.

Stopping and Starting the Agent

Instructions on how to stop and then start the Agent are as follows:

1. Verify that the HSD, HSJ, and HSZ Storage Windows on al of your
client systems are closed.

2. Click Control Panel, double-click the Servicesicon, and select Steam.
The acronym, STEAM, stands for StorageWorks Enterprise Array
Manager.

3. Click Sop to stop the Agent. The computer asks the following:
Are you sure you want to stop the Steam service?

4. Click Yes. The computer saysit is attempting to stop the service.

5. Click Sart to start the Agent. The Agent starts.
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Disabling and Enabling the Agent Startup at
System Boot

The default isfor the Agent to start at system boot; however, you may want to
change this option. For example, if you need to check your system, you may
not want the Agent to start at system boot. The following instructionstell you
how to change the default:

1. Open the Services window (Sart|Settings|Control Panel [Services), and
double-click on the entry for the HS-Series Agent. The Service window
appesrs.

2. Select Manua under Startup Type, and click OK.

NOTE: If you want to enable the HS-Series Agent to start at system boot, you need to
change the startup type to automatic.



Chapter 8

Installing the Device Management
Agents

Y ou need to install the Device Management Agents on a host for your Device
Management Client software to receive information about your storage
devices The Agent software allows the Client to exchange information with
your storage subsystem over a network and monitor the storage devices
connected to the SCSI adapters.

This chapter contains instructions on how to install the Device Management
Agents on Windows NT version 4.0 (Alphaand Intdl) and on Tru64 UNIX.
There are several waysto ingal the Agent on Tru64 UNIX:

» Local Installation
m Dataess Management Services (DMS) Server Installation
= Remote Installation Services (RIS) Server Installation

Installing the Device Management Agent
Locally on Tru64 UNIX

This section tells you how to install the Device Management Agent locally on
Tru64 UNIX. Instructions for ingalling the Device Management Agent locally
on True4 UNIX system are separated into two sections. “Beginning the
Installation” and “ Completing the Ingtallation.” The first section tells you how
to access the instalation file from the StorageWorks Command Console
(SWCC) CD-ROM or the Web. The second section describes how to configure
your Agent during the installation.
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f E CAUTION: Before you install the Device Management Agent, do the following:

m Install the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). That
installation also installs version 2.1 of the Device Management Client. If
you prefer not to install the Clients now, you can install them after you
have installed the Agent.

m  Read the release notes in the devi cem t xt file for the Device
Management Agent. This file contains the latest information that you
should know about installing your Agent.

m  Login as root (superuser) for all installations. The Agent can be installed
on the local computer or distributed to remote Clients by means of RIS or
DMS.

Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the StorageWorks Command Console (SWCC) CD-
ROM or afile downloaded from the StorageWorks Web site.

From the SWCC CD-ROM

The following instructions assume that you have adirectory / rmt to which
you can mount the CD-ROM. If you do not, you will have to create a mount
point and replace/ mt in the following sequence with the mount point that
you have created. It also assumes your CD-ROM deviceis/ dev/ r z4c. If
not, replace / dev/ r z4c with the actua CD-ROM device.

1. Insert the SWCC CD-ROM into the CD-ROM drive of the host
computer that has the SCSI adapter.

2. To mount the CD-ROM, type the following at the command prompt,
and then press RETURN:

# mount -t cdfs /dev/rz4c /mnt

3. Torun the installation program, enter the following at the command
prompt:
# setld -1 /mnt/dunix/agents

You are shown alist of Agentsthat you caninstall.
4. Choose the Agentsthat you want to ingall.

You are asked if you want to install the listed subsets.
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Go to the section, “ Completing the Installation.”

From the StorageWorks Web Site

It is assumed that you have downloaded the file swcc21duni x. exe tothe
downl oad directory from the StorageWorks Web site. In this section, you
will tell the computer to uncompress the downloaded file before you begin the
installation. For the following examples, you can replace the ../ downl oad
and ../ Agent s directory names and paths with others more suitable for your
system.

1

To create a directory, type the following:

# mkdir .../Agents

This directory holds the self-extracted files for the RA200, HS-Series, and
Device Management Agentsthat run on Tru64 UNIX.

. Tochangetothe ..l Agent s directory, type the following at the

command prompt and then press RETURN.

# cd .../Agents

. Movethefile, swcc21duni x. exe, tothe ../ Agent s directory by

entering the following:

# mv ../download/swcc2ldunix.exe .../Agents

. Tomakethe swcc21duni x. exe file executable, enter the following

at the command prompt:

# chmod +x swcc2ldunix.exe

. Type the following at the command prompt and then press RETURN:

# swcc2ldunix.exe

Thefile self-extractsin the current directory, whichis ../ Agent s. This
directory holds the self-extracted files for the RA200, the HS-Series, and
the Device Management Agents that run on Tru64 UNIX.

NOTE: You need to run swcc2lduni x. exe on Tru64 UNIX. The .ex e extension was
added to assist Internet browsers in downloading the file.

. To run the installation program, type the following at the command

prompt and then press RETURN:

#setld -l .../Agents

You are shown alist of Agentsthat you caninstall.
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7.

8.

Choose the Agents that you want to ingtall.

You are asked if you want to install the listed subsets.
Go to the section, “ Completing the Installation.”

Completing the Installation

In this section, you will complete the ingtallation that you began in the section,
“Beginning the Ingtallation.”

1

2.

5.

Type 2 and then pressRETURN to install all of the listed subsets. You
are shown the subsets that you have decided to ingtall.

A message, asking if your choiceis correct, appears.

Typey and then press RETURN to continue with the installation. You
are shown the copyright agreement and a warning about removing
previous versions of the Agent.

. Press RETURN to continue. The software will check for existing

installations found on the computer. If it does not find a 1.x Agent, the
software will do one of the following:

O AsKyou totypeapassword. Your case-sendtive password must
have 4 to 16 characters. Go to step 4.

O Say it hasalready found existing configuration files and return you
to the command prompt. The software has been ingalled.

If the software finds a 1.x Agent, it will tell you to remove it. Y ou cannot
install the Device Management Agent until the previous version has been
removed. Y ou return to the command prompt.

. Type your new password. Press RETURN.

A message, asking you to verify the new password, appears.

Type your new password again. Press RETURN.

A message, telling you that the password has been updated, appears. Press
RETURN to continue. The computer asks you to add a client system entry.

. Type the name of the client systemsthat you want to receive updates

from this Agent, and then press RETURN. In addition, adding a client
system entry allows you to access the agent system from the Navigation
Tree on that client system.
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NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

7. From the displayed menu, type an access level for the client system.

Table 8-1 explainsthe client system access options:

Table 8-1
Client System Access Options

Options SWCC Function

0 = Overall Status (No Access) m  Can use the Client to add a system to a
Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

1 = Detailed Status (Show Level Access) m  Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

2 = Configuration (Storage Subsystem m  Can use the Client to make changes in a

Configuration Capability) Storage Window to modify a subsystem
configuration

8. Press RETURN.

A menu for selecting the client system notification scheme appears.

9. From the displayed menu, type a notification scheme for the client
system, O, 1, 2, or 3.

The notification scheme defines the network protocol to be used by the
Agent when notifying the selected client system of a change in the state of
a subsystem. The following describes how the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Simple Network Management
Protocol (SNMP) work with SWCC:
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Table 8-2
Client System Notification Options
Options SWCC Function
Transmission Control Protocol/Internet Protocol = Automatically updates the Storage Window of
TCRP subsystem changes provided AES is running
( ) m  Required for Windows NT event logging and
pager notification
m  Ifyou do not select TCP/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.
Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring
program to view SNMP traps
10. Press RETURN.
The computer asks you if the entered information is correct.
11. If you typey and then press RETURN to confirm theinformation is

12.

13.

correct, you will be asked if you would like to add another client system
entry.

Or

If you type n and then press RETURN to change the information, you will
repeat steps 6 through 11.

If you typey and then press RETURN to add another client system

entry, you will repeat steps 6 through 12.

Or

If you type n and then press RETURN to compl ete the install ation, the
Agent will start.

If you installed the software from a CD-ROM, type the following and
then press RETURN to unmount the CD-ROM:

# umount /mnt

NOTE: Add this system to the Navigation Tree of each client system that you added to the
Agent’s list (File|Add System in the Command Console Client). Refer to the Command
Console Client Help.
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About Agent Event Logging for Tru64 UNIX Agent

Events are logged by the Command Console Agent to Tru64 UNIX logging
facility by using the sydog standard C Library function (man reference
sysog(3)). When the syslog function is executed, the call for high prioritiesis
“LOG_ALERT” and “LOG_CRIT", for warnings“LOG_WARN", and for
low priorities“LOG_INFQO". The openlog standard C library function (man
reference sydog(3)), which is used prior to the syslog function, specifiesthe
facility asLOG_DAEMON (messages generated by system daemons).

Removing the Device Management Agent
from Tru64 UNIX

1. Stop the Agent. Perform these stepsto stop the Agent:

a. Typethe following and then press RETURN for the Configuration
menu:

# /usr/sbin/dmconfig.sh

b. Type 2 and then press RETURN to stop the Agent. Y ou are given the
status of the Agent and asked if you would like to stop or restart the
Device Management Agent.

¢. Type sand then press RETURN to stop the Agent. The software
stops the Agent.

d. Press RETURN for the Configuration menu.
e. Press g and then press RETURN to quit the Configuration menu.

2. To remove the Device Management Agent, type the following at the
command prompt and then press RETURN:

# setld -d SWCCDM200

3. To remove the configuration, Client list, and device lis files, changeto
the/ et ¢ directory and delete the following files (If you delete these
files, you will need to reconfigure the Agent during reingallation.):

Table 8-3
Program Files
File Name File Type
dmagent.cfg Configuration
dmclient.ini Client List

dmdev.cfg Device List
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Dataless Management Services (DMS)
Server Installation

This section tells you how to install the Device Management Agent on a
Datal ess Management Services (DMYS) server on Tru64 UNIX.

f E CAUTION: Before you install the Device Management Agent, do the following:

m Install the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). That
installation also installs version 2.1 of the Device Management Client. If
you prefer not to install the Clients now, you can install them after you
have installed the Agent.

m  Read the release notes in the devi cem t xt file for the Device
Management Agent. This file contains the latest information that you
should know about installing your Agent.

= Log in as root (superuser) for all installations. The Agent can be installed
on the local computer or distributed to remote Clients by means of RIS or
DMS.

Before Installing the Device Management Agent
on a DMS Server

When a DM S server/Client ingalation is detected, this Agent’ sinstallation
behaves differently than alocal installation. For instance, when you use DMS
to install the Device Management Agent on a server or to set it up on aClient,
the installation will neither start the Agent nor will it create the configuration
files or startup links. The following exampleslist further differences between a
DMSinstallation and alocal ingallation:

= Wheninstalling the Device Management Agent on aDMS server, the
Device Management Agent fileswill be copied to the DMS area
specified, and the appropriate / usr files system linkswill be
established.

= WhenaDMSClient is booted and the Device Management Agent
installation isinvoked, only the TCP services will be set up on the
Client.

Due to these changesin the default behavior of theingallation in the DMS
environment, you must run the Device Management Agent configuration
script, / usr/ sbi n/ dntonfi g. sh, on each DMS Client to properly
configure the Agent prior to running it for the first time. When you first run
the/ usr/ sbi n/ dntonfi g. sh script on your Client, the script will create
the Agent configuration file. The following is an overview of the steps that
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you will perform when you ingall the Device Management Agent onaDMS
server as described in the next section:

1. Type apassword for the Agent on aDMS Client.
2. Specify the client systems that will access the Agent onaDMS Client.

3. Enable the Device Management Agent to start automatically when the
DMS Client boots.

4. Choose to start the Agent immediately.

For detailson DM S server and Client setup, use and behavior, refer to the

document Sharing Software on a Local Area Network in Tru64 UNIX
documentation set.

NOTE: It is assumed that you have either added Clients to a DMS environment or you
plan to do so after installing the Device Management subset to one or more environments.

Installing the Device Management Agent
on a DMS Server

The following procedure lets you install the Device Management Agent for
Tru64 UNIX with the Dataless Management Services (DMYS) utility into the
dataless server area. The examplesin this section show you how to install the
subsetsto/ var / adni dns/ dns0.al pha.

1. Log in and become the superuser.

2. Toinvoke the DVS utility, type the following command:
#dmu

The computer displays the following menu:
= DMU Main Menu ***

a- ADD aclient

¢ - CONFIGURE software environments
d - DELETE software environments

i - INSTALL software environments

| - LIST registered clients

m - MODIFY a client

r - REMOVE a client

s - SHOW software environments

X - Exit

Enter your choice:
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3. To select the Install Software option from the menu, type i and then
press RETURN.

The computer displays the DMU Software Instalation menu:
DMU Software Installation Menu:

Install software into a new area

Add software into an existing area

Perform configuration phase on an existing area
Return to previous menu

1
2
3

==

4

Enter your choice:

4. Type 2 and then press RETURN to add software to an existing area:

If the computer displays the available installation directories, as shown by
the following, go to step 6:

Y ou have chosen to ingtal a product into an existing environment. The
existing environment is/ var / adm dns/ dnsO0. al pha.

Or
The computer will display the following if thereis more than oneingtalled
DMS environment in the datal ess server area
Select the remote dataless environment:
1. lvar/adm/dms/dms0.alpha
‘Digital Operating System (Rev 106)’

2. Ivarladm/dms/dms1.alpha
‘Digital Operating System (Rev 106)’
‘Sort Runtime Library’

Enter your choice:

5. If you have more than one installed DM S environment, type a number
corresponding to an environment, such as 1. Press RETURN.

Y ou are prompted for an input device name or directory path where the
softwareis located.

Enter the device special file name or path of the directory where the software is located
(for example, /mnt/ALPHA/BASE):



Installing the Device Management Agents  8-11

6. Type the file name or path of the directory where the softwareis located,
for example / SWCCDMand then press RETURN.

The Device Management installation script appears.

7. Type 2 and then press RETURN to install al of the listed subsets. You
are shown the subsets that you have decided to ingtall.

The computer asksif your choiceis correct.

8. Typey and then press RETURN to continue with the installation. Y ou
are shown the copyright agreement and a warning about removing
previous versions of the Agent.

9. Press RETURN to continue. The subsets are installed into the DMS
environment. Y ou are shown a note about configuring the DM S Client
to run the Device Management Agent.

10. Press RETURN to continue. The DMS main menu appears for your next
selection.

11. Repeat steps 1 through 10 for each dnsn. al pha areathat you plan to
Set up.

12. Toinstall the Device Management Agent on a DMS Client, go to the
following section, “ Setting Up the Device Management Agent on a
DMS Client.”

Setting Up the Device Management Agent
on a DMS Client

Before setting up the Device Management Agent on a DMS Client, complete
the steps in the previous section, “Installing the Device Management Agent on
aDMS Server.” Perform the following instructions:

1. If your Client has not been booted, type the following on aDMS Client
and then press RETURN to boot the DM S Client with the bootp request
(Replace W085 with the bootp request for your computer .):

boot W085

2. Configure the Agent on each DMS Client. For further information, refer
to the following chapter, “ Configuring the Device Management Agent.”

3. Go to the section, “Configuring Agent Event Logging for Trué4 UNIX,”
in this chapter for information on configuring Agent event logging.
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Remote Installation Services (RIS) Server
Installation

This section tells you how to install the Device Management Agent on a
Remote Installation Services (RIS) server on Tru64 UNIX.

Before Installing the Device Management Agent

First check the following with your site systlem administrator beforeingtalling
the Device Management Agent from a Remote I nstallation Services (RIS)
server onto your RIS Client:

» A SWCC Device Management Agent for Tru64 UNIX kitisinstaledin
the RIS server areaand is available for use.

= Your systemisregistered asa RIS Client.

If the Device Management Agent for Tru64 UNIX subsets are available to you
on aRIS server system, you will need the name of that system to start the
installation described in this guide.

f E CAUTION: Before you install the Device Management Agent, do the following:

m Install the Command Console Client version 2.1 on a computer that has
Windows 98, Windows 95, or Windows NT (See Chapter 4). That
installation also installs version 2.1 of the Device Management Client. If
you prefer not to install the Clients now, you can install them after you
have installed the Agent.

m  Read the release notes in the devi cem t xt file for the Device
Management Agent. This file contains the latest information that you
should know about installing your Agent.

= Log in as root (superuser) for all installations. The Agent can be installed
on the local computer or distributed to remote Clients by means of RIS or
DMS.

Installing the Device Management Agent
on the RIS Server

The following sample session describes how to add the Device Management
Agent for True4 UNIX product totheri s0O. al pha area

1. Log in and become the superuser.
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2. Typethe following and then pressRETURN to invokether i s utility:
#ris

The RIS main menu is displayed:
Checking accessibility of RIS areas .... done

*** RIS Utility Main Menu ***

a- ADD a client

d - DELETE software products

i - INSTALL software products

| - LIST registered clients

m - MODIFY a client

r - REMOVE a client

s - SHOW software products in remote installation environments
X - Exit

Enter your choice:

3. To slect the Install Software option from the RIS main menu, type i
and then press RETURN.

The RIS Software Installation menu is displayed:
RIS Software Installation Menu:

1 Install software to a new area
2 Add software to an existing area
3 Return to previous menu

Enter your choice:
4. Type 2 and then press RETURN to add software to an existing area.
A ligt of available environments appears from which you might select
ri s0. al pha:
Y ou have chosen to add a new product into an existing environment.
Select the remote installation environment:

1 /usr/var/adm/ris/ris0.alpha
‘DEC C++ Class Libraries Version 4.0 for Digital UNIX’
‘InfoServer Client for Digital UNIX’

2 [usr/var/adm/ris/ris1.alpha
‘Free Software Foundation GNU Source for Digital UNIX’

Enter your choice or press RETURN to quit:
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5. Select aremote ingtallation environment and then press RETURN. You
are prompted for an input device name:

Enter the device special file name or the path of the directory where the software is
located, for example, /mnt/ALPHA/BASE: /SWCCDM

6. Type the file name or path of the directory where the softwareis located,
for example / SWCCDMand then press RETURN. The computer displays
the following:

Choose one of the following options:
1) Extract software from /SWCCDM

2) Create symbolic link to /SWCCDM
Enter your choice:

7. Type 1 and then press RETURN. The computer displaysalist of the
software subsets that you select for automatic installation.

The RIS Utility Main menu appears for your next selection, as shown by
the following:

*** RIS Utility Main Menu ***

a- ADD a client

d - DELETE software products

i - INSTALL software products

| - LIST registered clients

m - MODIFY a client

r - REMOVE a client

s - SHOW software products in remote installation environments
X - Exit

Enter your choice:

8. Repest the following steps athrough f for each RIS Client allowed to
install the Agent for Tru64 UNIX. Y ou may be asked for additional
information based on your Client’s configuration, RIS setup, and the
software products that you want to make available for ingalation. These
steps assume that you have added Clients before performing thisRIS
installation.

a. Type m and then press RETURN to select the Modify a Client option
from the RIS menu:
Thefollowing is displayed:
The following clients are available to modify:
clienta clientb

Enter the client processor’s hostname or press RETURN to quit:
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b. Type the name of the Client to be modified from the list of available
Clients, for example clienta, and then press RETURN:
The computer displays the following:
Select the remote installation environment:

1 /usr/var/adm/ris/ris0.alpha
‘DEC C++ Class Libraries Version 4.0 for Digital UNIX’

‘InfoServer Client for Digital UNIX’

..."StorageWorks Command Console Device Management Agent'

2 [usr/var/adm/ris/ris1.alpha
‘Free Software Foundation GNU Source for Digital UNIX’

Enter your choice or press RETURN to quit:

¢. Choose the environment to which you want to add the Client and

then press RETURN. If thereis only one environment, RIS will skip
this prompt.

The system shows you the environments and products that the Client
can aready access:

Client clienta currently can install the following products from
{usr/var/fadm/ris/ris0.alpha:

'DEC C++ Class Libraries Version 4.0 for Digital UNIX’
Select one or more products for the client to install
from/usr/var/adm/ris/ris0.alpha:

Product Description

1 ‘DEC C++ Class Libraries Version 4.0 for Digital UNIX’
2 "InfoServer Client for DIGITAL UNIX *
3 "StorageWorks Command Console Device Management Agent’

Enter one or more choices as a space separated list
(for example, 1 2 3) or “all” for all products [all]:

d. At the command prompt, type the corresponding numbersfor the
products that you would like this Client to be able to ingtall
including the Device Management Agent for Tru64 UNIX. Separate
each choice with a space and then press RETURN.
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The computer displays the following:
You chose the following products:
1 ’'DEC C++ Class Libraries Version 4.0 for Digital UNIX’
2 'InfoServer Client for DIGITAL UNIX *
3 "StorageWorks Command Console Device Management Agent’

Is that correct? (Y/N) [Y]:

e. Confirm your choice of productsfor this Client and then press
RETURN.

The computer displays the following:

Network type:
1) Ethernet or FDDI
2) Token Ring

Enter your choice:

f. Type the corresponding number for your network type, then press
RETURN.

The computer displays the following:

Client clienta has been modified.

Installing the Device Management Agent
on the RIS Client

Thefollowing stepstell you how to start the Agent installation on aRIS
Client:

1. Typethefollowing and then press RETURN (Replace your ser ver
with the name of the server.):

setld -l yourserver:

2. Go to the section, “Configuring Agent Event Logging for Tru64 UNIX
Agent,” in this chapter for information on configuring the event logging.

Installing the Device Management Agent
on Windows NT (Alpha and Intel)

When you first install the Windows NT Agent, the host computer is
automatically registered as a Client with full privileges. Instructions on how to
install the Device Management Agent on Windows NT are the following:
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f E CAUTION: Before you install the Device Management Agent, do the following:

m Install the Command Console Client version 2.1 (See Chapter 4). This
installation also installs version 2.1 of the Device Management Client. If
you prefer not to install the Clients now, you can install them after you
have installed the Agent.

m  Verify that you are logged into an account that is a member of the
administrator group. All Device Management Agent installations on
Windows NT must be done locally. Do not attempt to install the Agent over
the network.

Beginning the Installation

The method of installing the Agent on your system depends on whether you
install the software from the StorageWorks Command Console (SWCC) CD-
ROM or afile downloaded from the Web. In this section, you will tell the
computer to uncompress the downl oaded file before you begin the installation.

From the SWCC CD-ROM

1. Insert the SWCC CD-ROM into the host computer that has the SCSI
adapter. Using Windows Explorer, go to the following directory on the

CD-ROM:
For the Alpha platform: \ NTAl pha\ Agent s\ dvg
For the Intel platform: \ NTI nt el \ Agent s\ dvg

2. Double-click set up. exe.

The program then displays a window, thanking you for purchasing
StorageWorks Command Console.

3. Go to the section, “Completing the Installation.”

From the StorageWorks Web Site

It is assumed that you have downloaded the file SWCC21NTAXP. EXE for the
Alphaplatform or SWCC21NTX86. EXE for the Intdl platform from the
StorageWorks Web site. In this section, you will tell the computer to
uncompress the downl oaded file before you begin the installation.

1. Using Windows Explorer, go to the directory where you downl oaded
SWCC21NTAXP. EXE for the Alpha platform or SWCC21NTX86. EXE
for the Intel platform, and double-click on thefile.
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When the file sdlf-extracts, it creates a directory structure that holds the
installation files for the RA200 and HS-Series Agents for Windows NT, in
addition to the ingallation files for the Device Management Agent for
Windows NT.

2. Go to thefollowing directory and double-click set up. exe.

For the Alpha platform: NTAI pha\ Agent s\ dvg
For the Intel platform: NTI nt el \ Agent s\ dvg
The program then displays a window, thanking you for purchasing
StorageWorks Command Console.
3. Go to the following section, “Completing the Installation.”

Completing the Installation
In this section, you will complete the ingtallation that you began in the section,
“Beginning the Ingtallation.”

1. Click Next. The program displays a window, showing you the license
agreement.

2. Click Next. If the Device Management Agent is running, you will be
asked if you want to stop the Agent and continue with the instal lation.
Click Yesto continue with the install ation.

The program displays a window, showing the directory whereit will install
the Device Management Agent. To change the installation directory, use
the Browse option to change the directory.

3. Click Next. The following message appears:

Setup will add program icons to the Program Folder listed below. You may type a new
folder name, or select one from the Existing Folders list.

4. Click Next. One of the following messages appears.

O Anempty known - Client file was created. The Agent Configure application
will be run during this installation. Set the Agent password at that time.

O Existing configuration file found. The installation will use the existing
server password.
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5. Click OK.

11

When the computer has finished installing the program, one of the
following will occur:

O TheAgent Configuration Utility window appears. Y ou can receive
additional assistance by clicking Info. Continue to follow the steps
listed below.

O Youwill exit out of the installation program if the software has
found an existing configuration. Y ou will not see the following
steps. To learn how to configure the Agent, refer to the following
section, “ Configuring the Device Management Agents.”

. Click Password. The software displays the Password window, showing

onefield for entering your new password and ancother for verifying it.

. Type your case-sensitive password in the New field, and retypeit in the

Verification field. The password must have 4 to 16 characters.

. Click OK. The following message appears.

Password Validation Successful.

. Click OK. Y ou return to the Agent Configuration Utility window.
10.

Click Client. The Client window for adding, modifying, and deleting a
Client appears.

Type the name of the client system entry that you want to receive
updates from this Agent. By adding a client system entry, you can
access the agent system from the Navigation Tree on that client system.
Choose TCP/IP and/or SNMP for your notification scheme.

Table 8-4
Client System Notification Options

Options SWCC Function

Transmission Control Protocol/Internet Protocol m  Automatically updates the Storage Window of

subsystem changes

TCP/IP ) .
( ) m  Required for Windows NT event logging and
pager notification
= [f you do not select TCF/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.
Simple Network Management Protocol (SNMP) m  Requires you to use an SNMP-monitoring

program to view SNMP traps
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NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

12. Select one of the following for your access privileges. overall status,
detailed status, and configuration. The following explains the client
system access options:

Table 8-5
Client System Access Options
Options SWCC Function
Overall Status (No Access) m  Can use the Client to add a system to a

Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

Detailed Status (Show Level Access) m  Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

Configuration (Storage Subsystem Configuration m  Can use the Client to make changes in a

Capability) Storage Window to modify a subsystem
configuration

For more information on adding, deleting, or modifying a Client see the
following chapter, “ Configuring the Device Management Agents.”

13. Click Add Client to add the client system entry to the Client list.

14. Repeat steps 11 through 13 for each client system entry that you want to
add. Click OK. You return to the Agent Configuration Utility window.

15. Click Exit to leave the Agent Configuration Utility window.
16. The Agent starts automaticaly.
NOTE: Add this system to the Navigation Tree of each client system that you added to the

Agent’s list (File|]Add System in the Command Console Client). Refer to the Command
Console Client Help.
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Removing the Device Management Agent
from Windows NT

To remove the software, perform the following:
1. Stop the Agent. For instructions, see the following:

a. Click Control Panel, double-click Services, and sdect SWCC Dev
Mgmt Agent.

b. Click Stop to stop the Agent. The computer asks the following:
Are you sure you want to stop the SWCC Dev Mgmt Agent service?
c. Click Yes. The computer saysit is attempting to sop the service.
2. Click Settings under the Sart menu, then click Control Panel.

3. Double-click the Add/Remove Programsicon in the Control Panel. The
Add/Remove Program Properties window appears.

4. Select SorageWorksDMAGENT located in the window, and then click
Add/Remove. The computer asks:

Are you sure you want to completely remove the selected application and all of its
components?

5. Click Yes. The computer removes the Agent.

6. To remove the configuration, Client list, and device lis files, changeto
the directory to which you installed the Device Management Agent and
delete the following files (If you delete these files, you will need to
reconfigure the Agent during reinstallation.):

Table 8-6
Program Files
File Name File Type
dmagent.cfg Configuration
dmclient.ini Client List

dmdev.cfg Device List
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Chapter 9

Configuring the Device Management
Agents

This chapter contains instructions on how to configure the Device
Management Agents on Windows NT (Alphaand Intel) and on Tru64 UNIX.
Topicsin this chapter include:

Client System Access Options

Client System Notification Options

Agent Access Password

Changing the Agent Access Password

Adding a Client System Entry

Modifying a Client System Entry

Deleting a Client System Entry

Restarting the Agent

Stopping and Starting the Agent

Disabling and Enabling Agent Startup at System Boot

Client System Access Options

The access privilege level controlsthe client system’s level of accessto the
storage subsystems. Y ou can select overall status (no access), detailed status
(show level access only), or configuration (storage subsystem configuration
capability). The following explains the client system access options.
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Table 9-1
Client System Access Options
Options SWCC Function
Overall Status (No Access) m  Can use the Client to add a system to a

Navigation Tree, set up a pager, and view
properties of the controller and the system

m  Cannot use Client to open a Storage Window

Detailed Status (Show Level Access) m  Can use the Client to open a Storage Window,
but you cannot make modifications in that
window

Configuration (Storage Subsystem Configuration m  Can use the Client to make changes in a

Capability) Storage Window to modify a subsystem
configuration

Client System Notification Options

The notification scheme defines the network protocol to be used by the Agent
when notifying the selected client system of a change in the state of a
subsystem. The following describes how the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Simple Network Management
Protocol (SNMP) work with SWCC.

Table 9-2
Client System Notification Options

Options SWCC Function

Transmission Control Protocol/Internet Protocol m  Automatically updates the Storage Window of
subsystem changes provided AES is running
(TCP/IP)

m  Required for Windows NT event logging and
pager notification

= [f you do not select TCF/IP, you will need to
refresh the Storage Window to obtain the
latest status of a subsystem.

Simple Network Management Protocol (SNMP) = Requires you to use an SNMP-monitoring
program to view SNMP traps
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Agent Access Password

Y ou can change the configuration of a subsystem (for example, upgrade
firmware) by using your Agent access password, provided that you have the
configuration access privilege level selected.

Configuring the Device Management
Agent on Tru64 UNIX

In this section, you will learn how to configure the Device Management Agent

by using the Configuration menu. Type the following at the command prompt
and then press RETURN to access this menu:

# [usr/sbin/dmconfig.sh
NOTE: When configuring the Agent, log in as root (superuser) and set your path to
[ usr/ sbin.
The following is an example of the Configuration menu:
Agent Admin Options:
1) Change Agent password
2) Start/Stop the Agent
3) Toggle Agent Startup at system boot
Client Options:
4)
5) Remove a Client
6) Modify a Client
7)
Q) Quit

Add a Client

View Clients
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Changing the Agent Access Password

The password control s access to operations that modify the Agent
configuration. To change the Agent access password for the Device
Management Agent on Tru64 UNIX system, perform the following:

1. At the command prompt, type the following:

# [usr/sbin/dmconfig.sh

Press RETURN. The Configuration menu appears.
2. To change the Agent access password, type 1 and then press RETURN.

A message, telling you to type a new password, appears. Y our case-
sensitive password must be 4 to 16 characters.

3. Typeyour new password. Press RETURN.

The computer asks you to verify the new password.
4. Type your new password again. Press RETURN.

The computer tells you that the password has been changed.
5. Press RETURN for the Configuration menu.

6. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the Agent on Tru64 UNIX.”

Adding a Client System Entry

For aclient system to receive updates from the Agent, you must add the client
system to the Agent’slist of client systems. The Agent will only send
information to client systems that are on thislist. In addition, adding a client
system entry allows you to access the agent system from the Navigation Tree
on that client system. The following stepstell you how to add aclient system
entry:

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

1. At the command prompt, type the following:

# [usr/sbin/dmconfig.sh

Press RETURN. The Configuration menu appears.
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2. To add aclient system entry, type 4 and then press RETURN.

A message, asking you to type the name of the client system, appears.
3. Type the name for the new client system and then press RETURN.

The computer displays the following menu:

0 = Overall Status

1 = Detailed Status

2 = Configuration

For adefinition of each access privilege level, read the section, “Client
System Access Options,” located at the beginning of this chapter.

4. Typethe accesslevel for the client system, and then press RETURN.
The computer displays the following menu:

0 = No Error Notification

1 = Notification via a TCP/IP Socket

2 = Notification via the SNMP Protocol

3 = Notification via both TCP/IP and SNMP

For adefinition of the client system notification options, read the section,
“Client System Notification Options,” located at the beginning of this
chapter.

5. Type an error notification scheme for the client system entry, and then
press RETURN.

The computer displays the entered information and asks you if the entered
information is correct.
6. If theinformation is correct, typey and then press RETURN.

You are asked if you want to add another client system entry.
7. Type n and then press RETURN for the Configuration menu.

8. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the Agent on Tru64 UNIX.”
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Modifying a Client System Entry
Instructions for changing a client system’s access level and error notification
scheme are as follows:
1. At the command prompt, type the following:

# [usr/sbin/dmconfig.sh

Press RETURN. The Configuration menu appears.
2. Type 6 to modify a Client. Press RETURN.
The computer displays the added client system entries with their access

level and error notification scheme. Y ou are then asked for the entry that
you want to modify.

3. Typethe client system’s name and then press RETURN.
The current settings of the Client are displayed, as shown in the following
example:
Current settings for client 'rai n. t re. wet . comni are:
1) Access level - Configuration
2) Error notification scheme - Notification via the SNMP protocol
Which entry would you like to change (c to cancel, d if done)?

4. To change the current access level of the client system, type 1 and then
press RETURN. Y ou have three choices:

0 = Overall Status

1 = Detailed Status

2 = Configuration

For adefinition of each access privilege level, read the section, “Client
System Access Options,” located at the beginning of this chapter.

5. Type the corresponding number for a new access level for the client
system, for example 1. Press RETURN.
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6. To change the error notification scheme, type the 2 and then press

RETURN. The software displays the following menu:
0 = No Error Notification

1 = Notification via a TCP/IP Socket

2 = Notification via the SNMP Protocol

3 = Notification via both TCP/IP and SNMP

For adefinition of each access privilege level, read the section, “Client
System Access Options,” located at the beginning of this chapter.

. At the command prompt, type the new error notification scheme for the

client system, for example 2. Press RETURN. The software displaysthe
new settings for the client system.

. If you arefinished, type d and then press RETURN. Y ou return to the

Configuration menu.

. Restart the Agent for your changes to take effect. For instructions, refer

to the section, “ Restarting the Agent on Tru64 UNIX.”

Removing a Client System Entry

When you remove a client system entry from the Agent’ slist, the Agent stops
sending updates to that client system and you are unable to access this agent
system from the Navigation Tree. The following instructions tell you how to
remove aclient system entry:

1

At the command prompt, type the following:
# [usr/sbin/dmconfig.sh

Press RETURN. The Configuration menu appears.

. To remove aclient system entry, type 5 and then press RETURN.

The computer displays the added client system entries with their access
level and error notification scheme. Y ou are then asked for the entry that
you want to remove.

. Type the name of the client system entry that you want to remove, and

then press RETURN. A message, asking if you are sure about removing
the client system, appears.

. To remove the client system entry, type y and then press RETURN.
. Press RETURN for the Configuration menu.
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6. Restart the Agent for your changes to take effect. For instructions, refer
to the section, “ Restarting the Agent on Tru64 UNIX.”

Viewing the Authorized Client List
To view alist of the client systems that are authorized to access the Device
Management Agent, follow these steps:
1. At the command prompt, type the following:
# [usr/sbin/dmconfig.sh
2. Press RETURN. The Configuration menu appears.

3. Type 7 to view the Clients. Press RETURN.

A lig of Clients authorized to access the Agent appears.
4. Press RETURN for the Configuration menu.

Restarting the Agent on Tru64 UNIX
Y ou must restart the Agent after making any changes to the configuration. To
restart the Agent perform the following steps

1. Verify that the Device Management Storage Windows on all of your
client systems are closed.

2. At the command prompt, type the following:

# [usr/sbin/dmconfig.sh

3. Torestart the Agent, type 2 and then press RETURN. Y ou are given the
status of the Agent and asked if you would like to stop or restart the
Device Management Agent.

4. Typer and then press RETURN. The Agent isrestarted.
5. Press RETURN for the Configuration menu.
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Stopping the Agent

Y ou will need to stop the Agent before you remove the Agent software. To
stop the Agent, perform the following:

1. Verify that the Device Management Storage Windows on all of your
client systems are closed.

2. At the command prompt, type the following:
# [usr/sbin/dmconfig.sh

Press RETURN. The Configuration menu appears.

3. To stop the Agent, type 2 and then press RETURN. Y ou are given the
status of the Agent and asked if you would like to stop or restart the
Device Management Agent.

4. Type sand then press RETURN. The software stops the Agent.
5. Press RETURN for the Configuration menu.

Starting the Agent

To dart the Agent, perform the following:

1. Verify that the Device Management Storage Windows on all of your
client systems are closed.

2. At the command prompt, type the following:
# [usr/sbin/dmconfig.sh

Press RETURN. The Configuration menu appears.

3. To gart the Agent, type 2 and then press RETURN. Y ou are given the
status of the Agent and asked if you would like to start the Device
Management Agent.

4. Typey and then press RETURN. The software starts the Agent.
5. Press RETURN for the Configuration menu.
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Disabling and Enabling the Agent Startup at
System Boot

The default isfor the Agent to start at system boot; however, you may want to
change this option. If you need to check your system for faults, you may not
want the Agent to start at boot time. The following instructions tell you how to
change the default:

1. At the command prompt, type the following:

# [usr/sbin/dmconfig.sh

Press RETURN. The Configuration menu appears.

2. To disable the Agent startup at system boot, type 3 and then press
RETURN. You are told the status of the startup at system boot, and you
are asked if you would like to disable this option.

3. Typey and then press RETURN. The Agent will not start at system boot.
Y ou will need to start the Agent manually.

4. Press RETURN for the Configuration menu.

5. You can return the Agent startup option to the system default by
repeating steps 1 through 4. When you repeat the steps, you will be
asked if you want to enable the Agent startup at system boot.

Configuring the Device Management
Agent on Windows NT

Click the Device Management Agent Configure entry in
Sart|Programs|StorageWorks to add Clients, change security options, and
modify network ports. When you first ingall the Windows NT Agent, the host
isautomatically registered as a Client with full privileges.

Changing the Agent Access Password

The password control s access to operations that modify the Agent
configuration. To change the Agent access password, follow these steps:
1. Click the Device Management Agent Configure entry in
Sart|Programs|StorageWorks. The Agent Configuration Utility window
appears.

2. Click Password. The software displays the Password window, showing
onefield for entering your new password and another for verifying it.
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3. Typeyour case-sensitive password in the New field, and retypeit in the
Verification field. The password must have 4 to 16 characters.

4. Click OK. The following message appears.

Password Validation Successful.
5. Click OK. You return to the Agent Configuration Utility window.
6. Click Exit to leave the Agent Configuration Utility window.

NOTE: You must stop and restart the Agent for your changes to take effect. For
instructions, see the section, “ Stopping and Starting the Device Management Agent.”

Adding a Client System Entry

For aclient system to receive updates from the Agent, you must add it to the
Agent’slist of client system entries. The Agent will only send information to
client systems that are on thislist. In addition, adding a client system entry
allows you to access the agent system from the Navigation Tree on that client
system. To add a client system entry, follow these instructions:

NOTE: Put your most important client systems at the top of this list and the client
systems that are connected infrequently to the network at the bottom. The Agent first
contacts the client systems that are located at the top of the list.

1. Click the Device Management Agent Configure entry in
Sart|Programs|StorageWorks. The Agent Configuration Utility window

appesars.
. Click Clients. The Client window appears.

. Type the name of the client system entry in the Selected Clients field.
. Select the Notification Scheme: TCP/IP and/or SNMP.

a b~ w DN

. Select an Access Privilege Level. For a definition of each access
privilege leve, read the section, “ Client System Access Options,”
located at the beginning of this chapter.

6. Click Add Client to add the client system entry to the Client list.

7. Click OK to confirm your addition. Y ou return to the Agent
Configuration Utility window.

8. Click Exit to leave the Agent Configuration Utility window.

NOTE: You must stop and restart the Agent for your changes to take effect. For
instructions, see the section, “ Stopping and Starting the Device Management Agent.”
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Modifying a Client System Entry

This section contains ingructions on how to modify a client system entry on
Windows NT.

1

Click the Agent Configure entry in Start|Programs|StorageWorks. The
Agent Configuration Utility window appears.

. Click Clients. The Client window appears.

3. Select the Client that you want to modify in the Client list.

. Change the client system access privilege level and/or its notification

scheme.

. Click Modify Client.

6. Click OK to confirm your changes. Y ou return to the Agent

Configuration Utility window.

. Click Exit to leave the Agent Configuration Utility window.

NOTE: You must stop and restart the Agent for your changes to take effect. For
instructions, see the section, “ Stopping and Starting the Device Management Agent.”

Deleting a Client System Entry

When you remove a client system entry from the Agent’ slist, the Agent stops
sending updates to that client system and you are unable to access this agent
system from the Navigation Tree. This section contains instructions on how to
delete a client system entry on Windows NT.

1

a b~ w DN

Click the Agent Configure entry in Start|Programs|StorageWorks. The
Agent Configuration Utility window appears.

. Click Clients. The Client window appears.

. Select the client system entry to delete in the Client list.

. Click Delete Client. The client system entry is deleted.

. Click OK to confirm the deletion. Y ou return to the Agent Configuration

Utility window.

. Click Exit to leave the Agent Configuration Utility window.

NOTE: You must stop and restart the Agent for your changes to take effect. For
instructions, see the section, “ Stopping and Starting the Device Management Agent.”
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Stopping and Starting the Device Management
Agent

This section contains ingructions on how to stop and then start the Device
Management Agent:

1. Verify that the Device Management Storage Windows on all of your
client systems are closed.

2. Click Control Panel, double-click Services, and select SWCC Dev
Mgmt Agent.

3. To sop the Agent, click Sop. The computer asks the following:

Are you sure you want to stop the SWCC Dev Mgmt Agent service?
4. Click Yes. The computer saysit is attempting to stop the service.

5. To gart the Agent, click Start.

Disabling and Enabling the Agent Startup at
System Boot

The default isfor the Agent to start at system boot; however, you may want to
change this option. For example, if you need to check your system, you may
not want the Agent to start at system boot. The following instructions tell you
how to change the default:

1. Open the Services window (Sart|Settings|Control Panel [Services), and
double-click on the entry for the Device Management Agent. The
Service window appears.

2. Select Manua under Startup Type, and click OK.

NOTE: If you want to enable the Device Management Agent to start at system boot, you
need to change the startup type to automatic.
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Chapter 10

Setting Up ServerWORKS Support

Command Console provides two methods of using ServerWORKS. The first
allows you to launch Command Console from the ServerWORKS toolbar for a
selected node. The second allows ServerWORK S to receive SNMP traps from
Command Console Agents.

CAUTION: Do not install StorageWorks Command Console from the
ServerWORKS CD-ROM because it contains an older version of the program.

Starting SWCC from the ServerWORKS

Toolbar
To gtart Command Console from the ServerWORKS toolbar, you must
configure the agent system and the client system. The following sections,

“Configuring the Agent System” and “ Configuring the Client System,” tell
you how to do this.

Configuring the Agent System

On the agent system, the system connected to the storage devices, you must
install the following:

= The ServerWORKS Agent

m  The Command Console Agents
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Configuring the Client System

On the client system, you must do the following:

1. Ingtall the ServerWORKS Client software on a computer that has the
Intd platform.

2. Install the Command Console Client software on a computer that has
Windows 98, Windows 95, or Windows NT (Intel). Exit out of all
programs running on your computer.

3. Copy the integration programs from the CD-ROM or Web.

Theintegration filesareinthe\ NTI nt el \ sr vr w ks directory, either
on the SWCC CD-ROM or in the Web digribution self-extracting zip file
SWCC21CLI ENT. EXE. Copy the files from that directory to the directory
to which Command Console was ingalled (the directory that containsthe
fileswcc. exe) .

Asan example, if your CD-ROM isdrive E: and you installed Command
Console to the default location, you would copy
E:\NTIntel\srvrwks\*.* toC: \ Program Fi | es\ swcc\ *. *

4. Run the integration program, SWInt32, and specify the directory to
which Command Consoleisinstalled. As an example:

SWnt 32 C:\progra~1\ SWCC

NOTE: Directory names longer than eight characters must be shortened to the eight
character by three character form (12345678.123), as an example:
C:\ program fil es\ SWCCwould be shortened to C. \ pr ogr a~1\ SWCC.

5. Start ServerWORKS and find systems (refer to ServerWORKS
documentation for details on this operation).

6. Nodes with Command Console Agents will display the Command
Consoleiconin the toolbar. Click that icon to launch Command
Console.

7. Before removing Command Console, run the SWDis32 program to
remove the ServerWORKS integration.
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About Command Console SNMP Traps

Command Console provides support for Compag ServerWORKS by sending
alarmsto ServerWORKS when events occur. When a Command Console
Agent detects an event with a controller, virtual disk, or physica device, it
generates SNMP traps and sends them to ServerWORKS. These traps are
standard traps. Although ServerWORKS provides a means of executing some
action when an alarm occurs, Command Console does not support the
automatic launching of Command Console when an alarm occurs.
Command Console Agents generate SNMP traps that specify:

m  Category (subsystem, virtua disk, or physical device)

»  Computer (where event occurred)

s Date

m Description of the event

= Severity levd (error, warning, or informational)

= Source (will aways be Command Console)

= Time

n User

Manually Configuring an Agent to Send SNMP
Traps

Y ou can manually configure an Agent to send SNMP trapsto a host running
ServerWORKS. Refer to the appropriate Agent configuration section for
adding a ServerWORKS client system name and SNMP notification.

About Tuning Fault Notification

Because an inactive system has the ability to force time-outs that Sow Client
responses to your commands, consider removing any unused client system
names from each of your Agent configurationsto establish a faster fault
notification. Also, ensure that you are not using event notification while using
RAS connections.



10-4 Compagq StorageWorks Command Console Getting Started Guide

Adding the RA200 MIB

ServerWORKS allows you to add a management information base, which isa
database containing al of the systems that Command Console manages. To
add Command Console support to ServerWORKS, follow these steps:

o O~ W N P

NOTE: You need to install the Command Console Client on Windows 98, Windows 95, or
Windows NT (Intel) before setting up ServerWORKS support.

. Start ServerWORKS.

. From the Tools menu, select the MIB Enraller.

. From the Compile menu, select the MIB Compiler.

. Click OK to the warning about compiling a new MIB group.
. In the MIB compiler, select File and then Open.

. Choose the file swcev2.mib in the swec\ r a200wi ndow subdirectory

from the same directory to which you installed the Command Console
Client.

. Select Enroll in the MIB Compiler window.
. Click OK to store the MIB in the permanent database.

. Follow the remaining ingtructions in the MIB Compiler window.

NOTE: If you need further assistance in compiling the RA200 MIB, refer to ServerWORKS
Help.

After you have compiled and enrolled the RA200 MIB, you can define alarms
based on the Command Console SNMP traps. For more information about
defining alarms, refer to ServerWORKS Help or hard copy documentation.
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Usage Notes and Troubleshooting

This appendix describes the following general usage notes and tips for
troubleshooting problems for Command Console Client and Agent:

System Requirements
General Usage Notes
Cluster Integration (HS-Series Agents)

Configuring the Command Console LUN as the Communications LUN
(HSZ70 Only)

Troubleshooting for the RA200 Client and Agents
Troubleshooting for the HS-Series Client and Agents
Troubleshooting for the Device Management Client and Agents

Troubleshooting Connection Problems

System Requirements

This section describes the specia considerations for various operating sysems
and Agents. It contains the following topics:

Add System Error - Windows 95, Windows 98 Service File
Enabling RA200 Host Event Logging

Enabling StorageWorks Fault Management for the RA200
Firmware Upgrades for the RA200

Minimal RA200 Driver for Windows NT
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= Network Port Assignments

= Reconfiguration After Controller Replacement (HS-Series Agents)

= Requirements for TCP/IP Stacks on OpenVMS Version 7.2

= Running SWXCR and SWXCRMGR Uitilities for the RA200 Agents

Add System Error - Windows 95, Windows 98
Service File

Spgu
Ccdevnyt

Ermu
Ccfabric

Spagent
Spagent 3
Ccagent
Spagent 2

You will receivean“Add Syst em Err or” message when you try to add or
delete a system if you changed the items regarding the system network (for
example, removing the network adapter, and then adding it back in) after
installing SWCC version 2.1. The error window states; No  Agent

runni ng on specified host.

Thiserror occurred because the entries for Command Console were removed
when Windows 95 or Windows 98 upgraded the\ wi ndows\ ser vi ces file.
You are still able to access the systems that are already listed in the Navigation
Tree without problems.

To fix this problem, reinstall Client or edit the\ wvi ndows\ ser vi ces file
on Windows 98 or Windows 95 and re-enter the following that correspond to
your system:

4998/t cp #Command Consol e

4993/t cp #Devi ce and Encl osure
Managenment Client and Agent

4990/t cp #Environnental Mnitoring Unit

4989/t cp #Fi bre Channel | nterconnect
Client and Agent

4999/t cp #HS- Series Cient and Agent
4994/t cp #HSZ22 Client and Agent
4997/t cp #RA200 Client and Agent
4995/t cp #RA200 Client and Agent

Thelast linein the file must end with a carriage return. The system does not
need to be rebooted after editing the servicesfile.
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Enabling RA200 Host Event Logging

Version 2.1 RA200 Agents have the ability to retrieve and log certain SCS|
information that is useful to Compaq personnel attempting to diagnose
problems with the physica devicesinstalled behind your RA200 controller.
Thisfunction is disabled by default because the information logged can
occupy large amounts of disk space and it is generally meaningful to only
trained service personndl. If you wish to enable this logging, you perform the
following:

Create afile called RA200Event LogEnabl e (no extension) in one of the
following directories:

= For Windows 98 and Windows 95: Create the directory,
C:\ W ndows\ Syst enB2\ SWCCSupLogs, and create the
aforementioned fileinit.

m  For Windows NT: Create the directory,
C \ W nnt\ Syst enB2\ SWCCSupLogs, and create the
aforementioned fileinit.

m  For Tru64 UNIX: Create the aforementioned filein the/ var / adm
directory.

m  For OpenVMS: Create the aforementioned file in the directory pointed
to by the logical SYS$ERRORLOGS.

NOTE: If the logical SYSSERRORLOGS is not defined on your OpenVMS operating
system, create a directory for your log files and define this logical to point to it prior to
enabling this function. Refer to your OpenVMS documentation on how to properly define
this logical.

The RA200 Agent will dynamically detect the existence of the
RA200Event LogEnabl e file (The contents do not matter.) and enable the
logging function accordingly. Restarting the RA200 Agent is not necessary.

Once enabled, any SCSI sense data recorded will be logged to filesin the same
directory asthe RA200Event LogEnabl e file. The log files will be named
“RA200Event s_<syst em name>_<control | er _name>. | og”
where <system_name> will be the name of the system that the Agent is
running on, and <controller_name> will be the name of the controller asit is
identified by the RA200 Agent. The fileswill contain formatted ASCII entries
that will relay the necessary support information to service personnel.

CAUTION: The log files created can grow rapidly in size if there are many
problems with the controller and/or storage devices. Monitor the size of the log
files created. Archive or delete them as needed.
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Enabling StorageWorks Fault Management for the

RA200

Before starting the RA200 Agent, verify that StorageWorks Fault Management
is enabled for each KZPAC and KZPSC controller that you want to manage
with SWCC.

Y ou must enable StorageWorks Fault Management by using the stand-a one
RAID Configuration Utility (RCU) so StorageWorks Command Console can
support these controllers.

To enable StorageWorks Fault Management, perform the following:
1. Runthe RCU.

2. From the Main menu of the RCU, highlight the Controller Setup option
by using the arrow keys. Then press RETURN.

The Edit/View Parameters menu appears.

3. If necessary, use the arrow keysto highlight Hardware Parameters.
Then press RETURN.

The Hardware Parameters screen appears.

4. Use the arrow keysto highlight SorageWorks Fault Management. If
this parameter is displayed as Disabled, press RETURN to change the
setting to Enabled.

5. Press ESC to return to the Edit/View Parameters screen. Press ESC
again. If you made no parameter changes, the Main menu appears.

6. If you changed a controller setting, the RCU will prompt you to save the
altered controller configuration. Use the arrow keysto highlight Yes,
then press RETURN. The Main menu appears.

7. For the complete instructions on using the RCU, refer to the manual,
“RAID Array 230/Plus Subsystem RAID Configuration Utility - User's
Guide,” part number AA-RO7GA-TE.
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Firmware Upgrades for the RA200

Before starting the RA200 Agent, you must firgt upgrade your RA200
controller’ sfirmware to verson 2.49. The firmware is available on the
StorageWorks Command Console (SWCC) Web page or from the SWCC
CD-ROM.

The SWCC 2.x digtribution contains firmware v2.49 for the RA230/230+. The
Web firmware distribution consists of two zip files (f w249axp. zi p for
Alphaand f w249x86. zi p for Intel). On the CD-ROM, the unzipped files
areinthefollowing directories: \ kzpxc\ f w\ al pha and

\ kzpxc\fwhintel

The firmware upgrade program must be run from an MS-DOS bootable floppy
for an Intd platform. For an Alpha platform, the ARC (or AlphaBIOS) console
must be used with either an MS-DOS formatted floppy or the SWCC CD-
ROM (only supported on some Alpha consoles).

The SWCC CD-ROM and the zip file from the Web page contain the
following files:

s \KZPXC\intd
readme.txt
Ra200fl.exe Firmware download program for Intel
Ra200rcu.exe RCU program for Intel

SWXCRFWP.249 Revision 249 firmware for RA230/230+
= \KZPXC\Alpha

readme.txt

Ra200fl.exe  Firmware download program for Alpha
Ra200rcu.exe RCU program for Alpha
Ra200srl.exe  Serial RCU for Alpha

Swxcrfwp.249 Revison 249 firmware for RA230/230+
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NOTES:

= For complete installation instructions, refer to the manual, “RAID Array 230/Plus
Subsystem RAID Configuration Utility - User's Guide,” part number AA-RO7GA-TE
Appendix A.

= [f you mount the above directories from the SWCC CD-ROM onto an OpenVMS
operating system, the directories will appear to be empty. This occurs because the
OpenVMS operating system cannot read the directories; however, these files are not
intended to be used except from the system console.

m  Read the following section, “RA200 Firmware Loader Release Notes for AlphaServer
8x00."

RA200 Firmware Loader Release Notes for
AlphaServer 8x00

Read the introductory paragraphsin the “Frmware Upgrade” section.
Version 3.10A of the RA200fI utility isthe only version that should be used on
the AlphaServer 8x00.

= |f your AlphaServer 8x00 is capable of executing the AlphaBIOS
console (Windows NT based systems), then version 3.10A of the
RA200f| utility can be run from a CD-ROM or afloppy.

= |f your AlphaServer 8x00 hasa SRM console (Tru64 UNIX and
OpenVMS operating systems), then verson 3.10A of the RA200fl
utility can only be run from afloppy.

The following is the procedure for running RA200fl from a floppy for the
8x00 Alpha serversthat have a SRM console;

1. Typethefollowing at the SRM console to enable the ARC emulation
code and then press RETURN:

set arc_enable on

2. Typethefollowing at the SRM console to reinitiaize the system and
then press RETURN:

init
The system reinitializes.
3. Typethefollowing at the SRM console and then press RETURN:

Set mode advanced
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4. Typethefollowing at the SRM console to obtain the name of the floppy
and then press RETURN:

sho dev floppy

Assume the command returns the name of the floppy as dva0.

5. Type the following command at the SRM consol e (replace dva0 with the
name that you obtained in step 4) and then press RETURN:

run fat:ra200fl.exe -d dva0 -p 0 -s "swxcrfwp.249"

The computer loads new firmware on the first RA200 in Hose 0.

6. Type the following command on one line at the SRM console (replace
dva0 with the name that you obtained in step 4) and then press
RETURN:

run fat:ra200fl.exe -d dva0 -p 1-s “swxcrfwp.249 swxcrfwp.249 swxcrfwp.249

The computer loads new firmware on the first three RA200 controllersin
Hose 1.

To upgrade the firmware, you must run the “fat:ra200fl” for each hose that
has RA 200 controllersinstalled. Change the number following the “-p” to
specify the different hoses.

The -v option is not available when using the SRM console. This may be
supported at alater date.

If you do not have a floppy drive and you have an AlphaServer 8x00 with a
SRM console, you will have to move your RA200 controller from your
AlphaServer 8x00 to a different system and upgrade the firmware there.

Read the following sections; “Upgrading Controllers on an Alpha
platform™ and “ Upgrading Controllers on an Intel platform.”

Upgrading Controllers on an Alpha Platform

Read the introductory paragraphsin the “ Firmware Upgrade” section before
performing the following steps:

1. On some systems you will be able to upgrade the RA230 or RA230/Plus
firmware from the SWCC CD-ROM. Start the ARC (or AlphaBIOS)
console on your system. Refer to your system documentation for this
procedure. At the ARC menu select run program (run the maintenance
utility on AlphaBlOS). At the * program to run” prompt, enter the
following:

cdrom:\kzpxc\fw\alpha\ra200fl <required switches>
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Y ou may need to replace “cdrom” with the actual path to the CD-ROM
device, for example "scsi(0)cdrom(4)fdisk(0)".

If you do not have the SWCC CD-ROM or if you are using a system that
does not understand the command above, you will need to create a floppy
with the firmware upgrade utility and firmware image.

2. Obtain an MS-DOS formatted floppy. If you have the SWCC CD-ROM,
copy thefilesfrom\ kzpxc\ f wA al pha onto the floppy.

If you want to download the firmware file from the Web, perform the
following (This procedure may vary on different systems.):

a. Go to the following Web site:

www.compag.com/products/storageworks/
Storage-Management-Software/command_console.html

b. Click download the software.

¢. Complete the form and check the box for the license terms. Click
Continue.

d. Click thelink for thefile that you want to downl oad.
e. Click SaveFile.

f. Click Create New Folder, and call your folder firmdload. Ensure this
new folder receivesthefile.

g. Click Save to download the file.
h. Insert a 3%2-inch floppy into the computer.

. Unzip thefile onto the floppy. For ingtructions, refer to the
documentation for your unzip utility. To find an unzip utility for
your platform, go to the section, “Finding an Unzip Utility.”

3. Start the ARC (or AlphaBlOS) console on your system. Refer to your
system documentation for this procedure. At the ARC menu, select run
program (run maintenance utility on AlphaBlOS). At the“pr ogr am
to run” prompt, enter the following:

a:\ra200fl <required switches>

For information on how to run the RA200fl, see“RAID Array 230/Plus
Subsystem RAID Configuration Utility - User's Guide” part number
AA-RO7GA-TE Appendix A. Instructions for running the RA200 are also
included on the SWCC CD-ROM.

4. Follow the stepslisted in the section, “ Specifying Command-Line
Parameters.”


http://www.compaq.com/products/storageworks/Storage-Management-Software/command_console.html
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Upgrading Controllers on an Intel Platform

Read the introductory paragraphsin “Firmware Upgrade” before performing
the following steps:

1. You will need an MS-DOS bootable floppy to upgrade the controllers.
The easiest way to create thisis to make a disk copy of the RAID Array
230/Plus RAID Configuration Utility on an Intel floppy disk. Thisdisk
should have accompanied your controller. If you cannot locate this
floppy, you can create a bootabl e disk on an operating system with
MS-DOS, Windows 98 or Windows 95 by using the Format/s
command. For additional instructions on how to create a bootable
floppy, refer to your MS-DOS, Windows 95, or Windows 98
documentation.

If you have the SWCC CD-ROM, perform the following:

a. Copy thefilesfrom\ kzpxc\ fwh i nt el to the bootable floppy
that you have created.

b. Select YESwhen asked if you wish to replace the exigting files.
If you want to download the firmware file from the Web, perform the
following (This procedure may vary on different systems.):

a. Go to the following Web site:

www.compag.com/products/storageworks/
Storage-Management-Software/command_console.html

b. Click download the software.

¢. Complete the form and check the box for the license terms. Click
Continue.

d. Click thelink for thefile that you want to download.
e. Click Save File.

f. Click Create New Folder, and cal your folder firmdload. Ensure this
new folder receivesthefile.

g. Click Saveto download the file.
h. Insert a 3%2-inch floppy into the computer.

. Unzip the file onto the floppy. For ingtructions, refer to the
documentation for your unzip utility.

To find an unzip utility, go to the section, “Finding an Unzip Utility.”
2. Boot your system from the floppy you have created.

If you have created the floppy by copying your RAID Array 230/Plus
RAID Configuration Utility floppy, then follow the instructionsin the


http://www.compaq.com/products/storageworks/Storage-Management-Software/command_console.html
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“RAID Array 230/Plus Subsystem RAID Configuration Utility - User's
Guide” part number AA-RO7GA-TE, Appendix A.

If you created a bootable floppy, you will not be given the option of
reading the Readne. t xt file when the system boots. Follow the
instructionsin the“RAID Array 230/Plus Subsystem RAID Configuration
Utility - User's Guide” asif you answered no to the prompt, asking if you
wish to seethe Readne. t xt file. Instructions for running the firmware
upgrade program are also on the SWCC CD-ROM.

3. Follow the stepsligted in “ Specifying Command-Line Parameters.”

Specifying Command-Line Parameters
Read the introductory paragraphsin the “Frmware Upgrade” section.

To upgrade the firmware, you must first shut down the operating system.
There are two waysto specify command-line parametersfor the firmware
download utility:

= Anexplicit name for the downloaded image for each controller in the
system, up to four controllers

= The -v option when the same image was used for each controller in the
system

With different RA200 controllers, specify the firmware for each.
At the console, run the RA200FL.EXE program, contained on the CD-ROM.
Typethe following at the prompt:

RA200FL.EXE xxxx yyyy zzzz aaaa
where Xxxx yyyy zzzz aaaa are firmware image names, for example,
SWXCRFWP.249. Dummy parameters can be specified if you do not wish to
load the firmware for a specific controller. Leaving yyyy in the command
above would cause the second controller’ s firmware to stay the same.
As an option, you can type the following:

RA200FL.EXE -v Xxxx

where xxxx isthe revision of the firmware, for example, 249. Thiswill usethe
same firmware image for each controller in the system.

To run the RAID Configuration Utility (RCU), refer to the manual, “RAID
Array 230/Plus Subsystem RAID Configuration Utility - User’s Guide,” part
number AA-RO7GA-TE, Chapter 1. Contact your Compaq sales representative
for additional copies of the manual.
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Finding an Unzip Utility

The following versions have been used to unzip the firmwarefiles

= Microsoft Windows NT Info-ZIP unzip 5.32 (Alphaand Intel)
Winzip 6.3 (Intel native, Alpha

by means of emulation)
= Microsoft Windows 9x Info-ZIP unzip 5.32

Winzip 6.3

Always indicate that the unzip utility should retain the directory structure
(default for Info-ZIP unzip).

To obtain Info-ZIP unzip for an operating system, go to the following Web
Siter

www.cdrom.com/pub/infozip/

Minimal RA200 Driver for Windows NT

Y ou should upgrade your RA200 driver to version 4.16.

On the Intel platform, you can find the version of your RA200 driver as
follows:

1. Open Windows Explorer.

2. Select the folder WINNT\SY STEM32\DRIVERS.

3. Right click the file DAC960NT. SYS, and choose Propertiesfrom the
pop-up menu that appears.

4. At thetop of the Properties dialog, click the Version tab to view the
driver’ s version information for the driver. Y ou will find the version
number listed at the top of the property sheet, labeled File Version.

The upgraded Intel driver ispart of the KZPAC controller kit. For further
information on obtaining the drivers, please call 1-800-STORWORK.

Version 4.16 of the Alphadriver correctly supports the KZPSC, KZPAC and
KZESC controllers. If you have the version 4.12 driver for the Alpha platform,
you should upgrade to the version 4.16 driver. The version 4.12 driver does
not correctly support the KZESC controllers.


http://www.cdrom.com/pub/infozip/
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NOTE: The KZESC controller is not supported by SWCC.

For the Alpha platform, you can find the DAC960. SYS driver version 4.16 at
the following Web site:

www.compag.com/support/files/alphant/drivers/index.html

Network Port Assignments

SWCC Clients and Agents communicate by using sockets. The SWCC
installation attemptsto add entries into each system list of services (services
file or for UCX, theloca services database).

If the SWCC installation finds an entry in the loca servicesfile with the same
name asthe one it wantsto add, it assumesthe one dready in thefileis
correct.

The SWCC installation may display amessage, stating that it cannot upgrade
the servicesfile. This happensif it finds an entry in the local servicesfile with
the same number asthe one it wants to add, but with a different name. In that
case, appropriate port numbers must be obtained for the network and added
manually to the servicesfile.

There are two default port numbers, one for Command Console (4998) and the
other for the device-specific Agent and Client software. The exception isthe
software for the RA200 Agent and Client, which has two default network port
numbers.

The OpenVMS configuration files add the services entries, not the PCS|

installation kit.
The following are the port names and the default numbers as they appear in the
sarvicesfile:
Spgui 4998/t cp #Command Consol e
Ccdevnyt 4993/t cp #Devi ce and Encl osure
Managenment Client and Agent
Emu 4990/t cp #Envi ronnental Mnitoring Unit
Ccfabric 4989/t cp #Fi bre Channel | nterconnect
Client and Agent
Spagent 4999/t cp #HS- Series Client and Agent
Spagent 3 4994/t cp #HSZ22 Client and Agent
Ccagent 4997/t cp #RA200 Cient and Agent

Spagent 2 4995/t cp #RA200 Cient and Agent


http://www.compaq.com/support/files/alphant/drivers/index.html
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Port names and numbers must be exactly the same for all systemsthat need to
communicate with each other on the network, running SWCC.

Reconfiguration After Controller Replacement
(HS-Series Agents)

If you replace a controller in your subsystem, you must reconfigure your
Agent’ s storage list to match the new hardware.

Requirements for TCP/IP Stacks on OpenVMS

Version 7.2
The following provides the requirements for TCP/IP stacks on
OpenVMS version 7.2.
Table A-1
Requirements for TCP/IP Stacks
TCP/IP Stack Minimum Version Supported/ Notes
Not Supported
ucx 4.x Not Supported This stack is not

supported under
OpenVMS version 7.2

TCPIP 5 Supported Minimum
ARB_SUPPORT settin
(formerly UCX) of 2%+ Seting

MultiNet 4.1B Supported* Minimum
ARB_SUPPORT setting
of 2. **

TCPware 5.3-3 Supported* Minimum
ARB_SUPPORT setting
of 2. **

* Thisstack requires a security patch from Process Software to support
OpenVMS version 7.2. Goto www.process.com.

** 1f you have MultiNet and/or TCPware TCP/IP stacks on your computer, set
ARB_SUPPORT tolessthan 2. ARB_SUPPORT isa security setting for
OpenVMS version 7.2. For further information on ARB_SUPPORT, please
refer to your documentation on OpenVMS version 7.2.


http://www.process.com
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Running SWXCR and SWXCRMGR Utilities for the
RA200 Agents

Do not run RA200 Agents on the same computer with the old SWXCR and
SWXCRMGR utilities. If SWXCR, SWXCRMGR, and SWCC are running
simultaneoudy, each utility might not obtain certain state changes and events.
This can result in the reporting of erroneous information.

General Usage Notes

This section provides genera information on the software to help you
understand certain error messages. It contains the following topics:

m Authorization Error When Adding an Agent System

m Delayed Pager and Event Notification on RAS Connections
m  HelpFiles Still Appear After Uninstall

m  HS-Series Agent Interaction

m Increasing Screen Space for the Storage Window

= Invalid or Missing Fault Displays and Event Logs

= Pager Notification and Event Logging Continues
After Exiting the Command Console Client

= Some Graphics Do Not Scale Wl with Large Fonts

m  Starting Client with Network Connections

= Storage Window Does Not Display Status Changes

= Windows 95 Memory Leak

= Windows 95 and Windows 98 Monitor Energy Saver Mode
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Authorization Error When Adding an Agent System

If you receive an authorization error when you add an agent system to the
Navigation Tree, your client system may be missing from the Agent’slist of
client system entries. If you have more than one type of Agent installed on that
agent system, the name of your client system must be on each Agent’slist of
client system entries.

Delayed Pager and Event Notification on RAS
Connections

Pager and event notification may be delayed significantly when multiple client
systems are using Remote Access Service (RAS) connections. The Agent
sends fault messages to each client system listed in the file that containsits list
of client systemsto notify (for example, r acl i ent . i ni for the RA200)
when afault occurs. Client systems that are not frequently connected to the
network delay this process. The delay occurs because the Agent must wait for
its connections to time out before notifying the other client systems.

Move your most important systems, such asthe one that performs pager
notification, to the top of thelist of client systemsin the configuration utility
and the systems with RAS connections to the bottom. The Agent begins
communicating to each client system from the top of thislist. Thiswill allow
your more important systemsto first receive fault messages.

Y ou may & so want to deselect the TCP/IP notification scheme for less
important systems, especidly for those using RAS connections. The Agent is
prevented from sending fault messages to client systems without the TCP/IP
notification scheme. The client systems that are not configured to received
TCP/IP notification will not update their Navigation Tree nor will they
generate pager notification for that Agent.

Help Files Still Appear After Uninstall
After you have uninstalled a storage subsystem Client, its help files will till

appear. Delete the CCONSOLE.GID file, which may be hidden (Windows
Explorer|View|Optiong|View).
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HS-Series Agent Interaction

If you have an HSZ22 controller connected to a system, the HS-Series Agent for
Tru64 UNIX and Windows NT will identify the HSZ22 controller asan
HSZ20 whenever it scansfor subsystems. These Agents scan for subsystems
in two instances: during the installation (Tru64 UNIX and Windows NT) and
when you request that it scan for subsystems. There are two ways to handle
thisinteraction:

= Avoid the problem - Shut off the HSZ22 controller during the HS-Series
Agent indallation. After the installation, turn on the HSZ22 controller
and reboot the system.

m Repair the problem - During the ingtallation of the HS-Series Agent,
delete the erroneous entry. The installation runs the Agent configuration
utility. The second screen of the configuration utility liststhe
subsystems found during the installation. The HSZ22 entry can be
identified by its serial number, by its firmware version, and by the drive
used to access the subsystem.

Increasing Screen Space for the Storage Window

It is highly recommended that you run the Client on amonitor that has a
minimum of super VGA (SVGA) (800X600) display resolution because the
Storage Window requires a certain amount of screen space to properly display
its contents. When you use aVGA display resolution, screen space becomes
more limited. If you must use aVGA resolution, select the Auto Hide check
box in the Taskbar Properties window to increase screen space for the Storage
Window.

Invalid or Missing Fault Displays and Event Logs

Invalid or lost natifications may occur when the client system’ s connection
with a subsystem is broken. The client system receives notification for most
changing subsystem faults at monitored intervals. Thismeansthat if the client
systemisno longer notified of subsystem faults, then changesto that
subsystem will not be displayed in the client system’s Navigation Tree,
Storage Window, and Windows NT Event Viewer.

For example, while the client system’s connection is broken with a subsystem,
you will not receive event logs pertaining to that subsystem, except to say that
the connection has been broken.
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Thefollowing list provides the reasons for broken connections. After you have
fixed the physical problem that is listed below, you will need to close and
reopen the Storage Window to obtain the latest status.

m For RAS connections- Remote Access Service (RAS) connections are
not full time. Eventsthat occur when there is no RAS connection are not
logged to the Windows NT Event Logging facility.

= For serial controller connections - There may be abad or missing serid
cable. To repair this situation, replace or plug in the cable.

m  For host port SCSI connections - There may be abad or missing SCS|
host cable. There may be no logical units configured on the controller
that was selected at the time of Client startup.

m  For network connections - Agent may be missing or not running. There
may be network discontinuity. The Agent may not be properly
configured for your Clients.

= Thecontroller may have halted, reset or hung - To repair this situation,
restart or replace the controller.

m  Thevirtual disk being used for communicating with the subsystem isno
longer available.

Pager Notification and Event Logging Continues
After Exiting the Command Console Client

Y ou may experience continuous paging natification and Windows NT event
logging in response to subsystem faults, even though you have exited
Command Console Client. This behavior isnormal. It isthe result of Client
starting the paging and event logging activity while it was running.

Client’ sasynchronous event service (AES) module runs under Windows 98,
Windows 95, or Windows NT as aservice. It continuesto run, even after you
have exited the program. The AES module communicates with Agents, and it
activates paging and event logging when a subsystem event occurs.

NOTE: When you stop AES on a client system, you are telling the Agent software to no
longer send updates to that client system.

To stop paging and event logging on a client system, perform the following:

m  Windows NT - Go to Start|Settings|Control Panel|Services. Select
AsyncEventSvc (stands for asynchronous event service), and then click
Sop.
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= Windows 98 and Windows 95 - Go to Sart|Settings|Control
Panel |[Async Event Service, and then click Stop.

Some Graphics Do Not Scale Well with Large Fonts

It is recommended that small fonts be displayed when using the SWCC client
software on Windows 95 and Windows NT. Some of the graphics do not scale
aswell when large fonts are used.

Starting Client with Network Connections

To gtart Command Console Client with network connections to your storage
subsystems, click SorageWorks Command Console in
Sart|Programs|Command Console.

Y ou can a so type the following line at a command prompt on Windows 98,
Windows 95, or Windows NT to start the Client with network connections:

\path_to_client_directory\swcc.exe -d your_host_system your_host_subsystem

where-d your _host _system your _host _subsystemisan
optional set of parameters that enables you to specify a sysem and a
subsystem to start Client. If you specify these parameters, Client opens with
the system selected and the subsystem displayed in the Storage Window. If
Client is not already aware of the system and the subsystem, it adds them to
the Navigation Tree.

Storage Window Does Not Display Status Changes

When a Storage Window loses a connection with a subsystem, it is unable to
display that subsystem’ s change of status. Thisis because the Storage Window
receives notification for most changing subsystem conditions at monitored
intervals.

For example, while the client system’s connection is broken with a subsystem,
the Storage Window may display old faults that were cleared.

Thefollowing list provides the reasons for broken connections. After you have
fixed the physical problem that is listed below, you will need to close and
reopen the Storage Window to obtain the latest status.

m For RAS connections- Remote Access Service (RAS) connections are
not full time. Eventsthat occur when there is no RAS connection are not
logged to the Windows NT Event Logging facility.
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m For serial controller connections - There may be abad or missing serid
cable. To repair this situation, replace or plug in the cable.

m  For host port SCSI connections - There may be abad or missing SCS|
host cable. There may be no logical units configured on the controller
that was selected at the time of Client startup.

m  For network connections - Agent may be missing or not running. There
may be network discontinuity. The Agent may not be properly
configured for your Clients.

= Thiscontroller may have halted, reset or hung - To repair this situation,
restart or replace this controller.

Windows 95 Memory Leak

When you run SWCC on Windows 95, the operating system will gradually
increase its use of memory, especially when SWCC opens and closesalarge
number of sockets. Microsoft has released an upgraded version of kernel32.dll
that correctsthis situation. Thisfileisavailable from the following webste:

www.microsoft.com/windows95/downloads/contents/wuadmintools/
s_wunetworkingtools/w95kernel32/default.asp

NOTE: Microsoft may not support the Kernel32 upgrades on all versions of Windows 95.
Check Microsoft’s website to determine if it is supported for your operating system
revision and language kit. Do not install the kernel32 upgrade unless Microsoft supports
it.

Windows 95 and Windows 98 Monitor Energy Saver
Mode

In certain instances, Command Console may be incompatible with

Windows 95 and Windows 98 monitor energy saver mode. If you use
Command Console with a Windows 95 (Windows 98) monitor and/or graphic
adapter in the "low power" mode, thereisa possibility that your system could
lock up with ablank screen.


http://www.microsoft.com/windows95/downloads/contents/wuadmintools/
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Cluster Integration for the HS-Series
Agents

Y ou can integrate SWCC with the Windows NT Server, Enterprise Edition™
(with Microsoft Cluster Server™) so that you can configure and monitor a
subsystem within the cluster environment. Y ou will need the following to
perform cluster integration:

= A vdid, working stable cluster
= AnAgent installed on adisk that is on anon-shared SCSI bus
= An Agent on each cluster node of the cluster

Instructions for integrating aWindows NT cluster with SWCC are as follows:

1. Click &ettings under the Start menu, then click Control Panel. Double-
click Services. The Services window appears.

2. Select Seamligted in the Service field, and then click the Sop button.
STEAM, which stands for StorageWorks Enterprise Array Manager, is
the service name. This action will stop Steam, and its status will no
longer be shown as Sarted in the Services window.

3. Click the Startup button. A smaller Services window appears.

4. Select Manual, and then click OK to disable the automatic starting of the
service. You return to the main Services window.

5. Click Close to leave the Services window.

6. Repest steps 1 through 5 for each cluster node.

7. Click the Cluster Administrator Utility entry under the Administrative
Tools group. The program’s main screen appears.
NOTE: Microsoft develops Cluster Administrator Utility" . For further information on the

software, see Microsoft’s documentation.

8. Click your cluster group. The resourcesthat are in your cluster group
appear.

9. Verify that the quorum disk isin the cluster group.
10. Right click the cluster group. A drop-down menu appears.
11. Select New, then Resource. The New Resource window appears.

12. Type the SWCC Agent’ s name and description. Under Resource Type
choose * Generic Service” from the drop-down menu. Under Group
select “clugter group.”



13.
14.

15.
16.

17.
18.

19.
20.
21
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Click Next. The Possible Owners window appears.

In the Possible Owners field, select the nodes in your cluster where you
want the SWCC Agent to run.

Click Next. The Dependencies window appears.

Select the following resources, then click Add: Cluster IP Address,
Cluster Name, and quorum disk. This action brings these resources
online before starting the SWCC Agent.

Click Next. The Generic Service Parameters window appears.

Type Seamin the Service Name field. STEAM stands for
StorageWorks Enterprise Array Manager. L eave the Start-up Parameters
field empty.

Select Use Network Name for computer name.
Click Next. The Registry Replication window appears.

Click Finish. A message, saying that you have successfully created a
generic service resource, appears.

Multiple Communication Lost Messages

AES on aclient system monitors each agent system currently in the Client’s
Navigation Tree. If an Agent fails on any of the systemsthat AESis
monitoring, AES will generate a page and an event log entry for the failed
Agent at each polling interval, indicating that communication has been lost.
Remove the system entry in the Command Console's Navigation Tree to stop
the pages and event log entries.

Event Updates

Any node that you add to the Navigation Tree by using cluster alias and any
Storage Window open off of that cluster alias must be manually updated. If
you have a pager configured, you will need to add the individual nodes of the
cluster to the Navigation Tree for automatic updates.

Multiple Pages

AES may send multiple pages when an Agent moves from afailing nodeto a
better one. When the Agent fails over, a TCP/IP peer reset error may appear in
the running Storage Window that had been connected to that Agent.
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Configuring the Command Console LUN
as the Communications LUN (HSZ70 Only)

This section provides suggestions to prevent errors when configuring the
Command Console LUN (CCL), which is not supported on Windows NT. It
contains the following topics:

= Enabling and Disabling the Command Console LUN
=  The Fixed/Hoating Option
= Cautions When Using the Command Console LUN

With alocal SCSI or network connection, Command Console communicates
with your controller through a communications LUN that you must specify.
There must be at least one virtua disk on your subsystem or the Command
Console LUN must be enabled, so that the Agent can make a connection with
the subsystem. If you want to use the HSZ Storage Window (local SCSI) to
connect to a subsystem that has the HSZ70 controller, then you need to create
avirtual disk and disable the Command Console LUN. Command Console
sees the Command Console LUN as avirtual disk; however, no information
can been stored on the Command Console LUN. It isonly used for a path of
communication between the HSZ70 controller and Command Console.

If you enable the Command Console LUN in your controller, the controller
reserves one LUN address for Client or Agent use. The reserved LUN address
is displayed in the Communications LUN tab. Refer to your controller
hardware guide for further information.

Enabling and Disabling the Command Console LUN

CAUTION: Do not use your controller’s Command Line Interpreter (CLI) to

/__\ disable the Command Console LUN while Command Console is running. You
may not only lose communication between the Client and the Agent, but you
may also corrupt your data. For most situations, you should leave the Command
Console LUN enabled when you use Command Console. If your agent system is
running Windows NT, disable the Command Console LUN and create a virtual
disk before you run Command Console.

m Using aninitial configuration — There may be no virtual disksfor
Command Console to use because your storage subsystem may be
completely unconfigured when you first ingall it. Y ou cannot configure
virtual disks because you cannot establish a connection. The Command
Console LUN provides the means to establish that first connection.
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Before you run Command Console, enable the Command Console LUN on
your controller by using the CL1 window. For detailed information on
enabling and disabling the Command Console LUN, refer to the release
notesinthefile, hszseri e. t xt, and your controller documentation.

m  Preserving Virtual Disk IDs— Y ou may want to disable the Command
Console LUN to preserve virtual disk IDsin some operating systems.
On Windows NT, for instance, the LUN appearsasa drive letter that is
otherwise unusable. In this case, you must use your controller’s CLI
window to configure at least one virtual disk for communication
purposes before you run Command Console.

n  Safely Disabling the LUN — If you want to disable the Command
Console LUN while Command Console is connected, ensure that at |east
one virtual disk remains on your subsystem. Then, exit Client and stop
Agent from running. Disable the CCL by using the CLI window.
Reconfigure Agent and Client to use the remaining virtual disk for
communications.

The Fixed/Floating Option
In Command Console, the Command Console LUN stays at afixed location if

you select the Fixed option. Client reservesthe LUN’ s address, preventing you
from using it to create virtua disks by using the Add Virtual Disk wizard.

CAUTION: The Fixed option only works if you are using the Add Virtual Disk

/__\ wizard. By using the CLI window, you can still overwrite a LUN address
occupied by the communications LUN, even if you have the Fixed option
selected.

By selecting the Floating option, you can use the LUN address currently
occupied by the communications LUN to create avirtud disk. If you use this
address, your controller automaticaly “floats’ its Command Console LUN to
another address and you will lose communi cations with your subsystem.

Setting the Fixed/Floating Option

1. Accessyour controller’s property sheets by double-clicking the
controller’ sicon in the Device window. If you have a dual -redundant
controller configuration, you can use either controller’ s property sheets.

2. Click the Communications LUN tab. The operating parametersfor the
communications LUN are displayed.

3. Click either Floating or Fixed, depending upon your needs.
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NOTE: Any changes to your controller configuration require password access. The
program prompts you in such cases for the appropriate password on your first attempt to
make changes.

Cautions When Using the Command Console LUN

Be aware of the following cautions when using the Command Console LUN:

If you select Client’ s Floating option and use the Command Console
LUN’s address to create a virtual disk, you will lose communication
between Client and your Agent. Y ou must then reconfigure and restart
your Agent to recognize either the new Command Console LUN address
or one of your existing virtual disksfor communication purposes.

Within your controller, the Command Console LUN always floatsto
another LUN addressif you attempt to use its address to create a virtua
disk. Client’ s Floating/Fixed option only affects the way Client presents
available LUN combinations to you in the Add Virtual Disk Wizard.

If you restart your controller, its Command Console LUN movesto the lowest,
available LUN combination that is not already assigned to avirtual disk. This
action occurs regardless of the setting of Client’s Floating/Fixed option. If you
delete avirtual disk at aLUN address|ower than that of the Command
Console LUN and subsequently restart the controller, the LUN automatically
moves to the lower address. This action will result in loss of communication
with your subsystem. Y ou must then reconfigure and restart your Agent to
recognize either the new Command Console LUN address or one of your
existing virtual disksfor communications purposes.

Troubleshooting for RA200 Client and

Agents

The following information provides solutions for various problems. For
additional troubleshooting, seether a200v21. t xt file Thissection
contains the following topics:

= Changing the RA200 Controller Settings
= Commands from the Storage Window Fail to Reach the RA200 Agent
m Virtual Disk Initialization Warning
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Changing the RA200 Controller Settings

To change the controller settings, first shut down your operating system. Y ou
can then run the RAID Array 200 Series Stand-Alone Configuration Utility
that came with your controller. Run this utility at the console level. Controller
parameters that you can modify include the following:

= Battery backup (enable or disable)

= Command tagging (enable or disable)

= Controller read ahead (enable or disable)
m Default rebuild rate

m Delay theinterval the controller waits before spinning up the next
number of devices

= Device spin up option (automatic or on power up)

= Number of devicesto spinup a atime

m SCSl datatransfer rate

m  StorageWorks Fault Management (enable or disable)
= Stripesize

For more information about controller parameters, refer to the documentation
provided with your RA200 Series controller kit.

Commands from the Storage Window Fail to Reach
the RA200 Agent

Whenever you stop the Agent, you need to close and reopen the RA200
Storage Windows on all client systems to restore the connection. When you
stop the Agent, the connection to the RA200 Storage Window islost. Asa
result, your Storage Window will not receive messages of failed TCP/IP
communications. Y our commands from a RA200 Storage Window may also
fail to reach the RA200 Agent. When this occurs, you will receive no
warnings.
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Virtual Disk Initialization Warning

Y our data may become corrupt if you allow other applicationsto access a
virtual disk during itsinitialization. Thisis because an initialization writes
“blank data’ to the entire virtual disk. Confirm that the initialization of a
RA200 virtual disk is completed before allowing another application to use the
disk.

When you used the RA200 Client to create avirtual disk on aremote system,
the operating system immediately makes this disk available to al processes.
Other processes are able to read data from and write data to the new virtual
disk while the RA200 Client initializes the disk.

Initialization of Logical Drive Will Take Some
Time

To reduce the resources needed by the RA200 Agent and ensure user initiated
inputs/outputs are processed by the RA200 in a reasonable manner, the
initidization of logical drivesisdone in a background process where a small
number of inputs/outputs are issued every few seconds. This means that
initialization of alogical drive may take some time, but inputs/outputs to
existing logical driveswill not suffer.

Troubleshooting for HS-Series Client and

Agents

The following information provides solutions for various Stuations. For
additional troubleshooting, seethecccl i ent . t xt file. Thissection
contains the following topics:

= Agent Sensitive to Alphanumeric Names

s Client HangsWhen LUN is Deleted

s Command Line Interpreter (CLI) RUN Commands

= Event Notification for Subsystems Connected to a Client System
m HSZterm Utility Interaction Problems

= |nvalid Cache Errors
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= Mirrored Cache Mode not Retained After Configuration Restore (HSZ-
Series Only)

= Storage Window Will Not Open
» Virtual Disk Recovery from a Configuration File

= Warning Message Windows

Agent Sensitive to Alphanumeric Names

Agent may not accept some numeric name forms, particularly those with
embedded underscores. If you experience difficultieswith a particular node
name, change the name of the node to one that Agent will accept.

Client Hangs When LUN Is Deleted

If you delete the logical unit number (LUN) that is used by the communication
drive, you will no longer be able to communicate with the controller. You
must reassign another LUN to the monitored subsystem before deleting the
original LUN.

If you disable the Command Console LUN (HSZ70), the Client may lose its
connection with the subsystem. If you wish to disable the communications
LUN, you must first reassign another LUN as the communications LUN.

Command Line Interpreter (CLI) RUN Commands

Do not issue RUN commands in the Command Line Interpreter (CLI) window.
Instead, input RUN commands from a maintenance terminal connection.

Event Notification for Subsystems Connected to a
Client System

To use the event notification features, an Agent must be installed and running.
Create alocal network connection by running Client and Agent on the same
Windows NT host computer. Install each component asif Client wasto run on
aremote system.
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HSZterm Utility Interaction Problems

If you use the HSZterm Utility (Set host/SCSI), do not use the same controller
that SWCC isaccessing. If thisis done, the connection will interfere with
SWCC.

Invalid Cache Errors

Y our controller module, cache module, and subsystem contain configuration
information that is used to keep their activity synchronized. This configuration
information is named metadata. The firmware reports an invalid cache error on
the affected controller when there is an mismatch between the metadata in the
controller module and a cache module containing unwritten data. This
mismatch can result in the loss of the unwritten cache dataif the error is not
cleared properly.

You may lose valid data if you clear unwritten cache data. Client displaysa
message and prompt box when an invalid cache error occurs. Use the CLI
window to clear unwritten cache data as the error is cleared. If you are not sure
how to clear unwritten cache data, see the topic “Invalid Cache Errors’ in
Help.

Mirrored Cache Mode Not Retained After
Configuration Restore
(HSZ-Series Only)

The mirrored cache setting may not be properly enabled if you restore your
controller configuration from a configuration file. Use the CLI window to
manually restore the mirrored cache setting.

Storage Window Will Not Open

If you cannot open a Storage Window from the Navigation Tree or in stand-
alone mode, the client system access option for the subsystem that you wish to
connect to is probably set to Overall Status (0), disabling access to the Storage
Window.
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Virtual Disk Recovery from a Configuration File

When you delete avirtua disk, the disk’s member drivesare al reinitialized
and dataislost. You cannot regtore avirtual disk’s data by changing your
configuration. A configuration file contains only information about the
structure of avirtual disk. It does not hold the disk’ s data.

Warning Message Windows

Y ou may see“Warning” messages, containing such indications as “Command
Execution Error” aong with detailed information. The controller softwareis
responding to problemsin parsing and executing commands from Client and
Agent by sending these messages. These messages indicate problems with the
controller, rather than with the software.

Troubleshooting for the Device
Management Client and Agents

The following information provides solutions for various problems. For
additional troubleshooting, seethe devi cem t xt file. This section contains
the following topics:

= “Drive not ready” Message
=  ATAPI/IDE Buses and Devices Displayed on the Intel platform
= SCSl Bus Hangs on Reinsertion of Disks

“Drive not ready” Message

The system, where the Device Management Agent is running, may display a
diaog box with the following message:

dmagent . exe Drive not ready

Storage Windows connected to the Agent will also appear to be hung. The
Agent will not operate until you close the dialog box. It may be displayed
during one of the following circumstances:

= The Agent performs bus polling before a newly inserted drive has
completed spun up.

= Windows NT has not written a signature to the drive.
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When there is a configuration change involving the addition of one or more
disk drives, it isrecommended that you run the Disk Administrator utility to
make the operating system aware of the change.

The driveisnot ready for use; its door may be open. Check the following
drive: \ devi ce\ har ddi sk6\ parti ti onO. Verify that adisk isinserted
and that the drive door is closed.

ATAPI/IDE Buses and Devices Displayed on the
Intel Platform

Because Windows NT does not differentiate between the ATAPI/IDE and
SCSl bustypes, the Device Management software will display ATAPI/IDE
buses and devices on the Intel platform. The Device Management softwareis
capable of displaying genera and vendor specific datafor ATAPI devices,
however, mode page and firmware upgrade support may not be available.

SCSI Bus Hangs on Reinsertion of Disks

The SCSI bus may hang if you remove and then reinsert a disk that contains
file systems known to the Windows NT operating system at boot time, while
the compuiter is operating. Disks withouit file systems can be removed and
reinserted without any adverse dde effectsto the SCSI bus.

The workaround for this problem is to shutdown the system, power off the
storage shelf, and reinsert the disk with the file system into the shelf. Then,
turn on the shelf, and boot the system.

Troubleshooting Connection Problems

This section documents known connection problems and suggests some
solutions. SWCC is a TCP/IP socket-based application. Asaresult, SWCC
requires that each node running a SWCC Client or Agent must have access to
avalid hosts file or Domain Name Service (DNS) server. The valid hosts file
must include at least the system itself and any other systems running a SWCC
Client or Agent that it will connect to.

Access Denied Problem
This section covers some of the most common reasons for a Client to receive

an “ Access Denied” message when it attempts to add an agent system to the
Navigation Tree.
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Aliases Not Checked

When SWCC Agents scan the Client authorization list, they do not check
aliases. The entry in the Client authorization list must match that returned by a
gethostbyaddr call in the hostent h_name field. SWCC will not scan the
hostent aliaslist to check if an alias may match the Client authorization list.

Client System Not on Agent’s List

The client system may not on the authorized client system list for the Agent.

Entry in the Client Authorization List Does Not
Match

Generally, the entry in the Client authorization list for an Agent must match
what gethostbyaddr(<client 1P address>) will return in the hostent h_name
field when gethostbyaddr(<client | P address>) is executed on the Agent
system. If hosts files are not exactly the same on dl systems, the h_name
returned may vary on different Agent systems. For example,

XXX XXX XXX XXX client.somewhere.com  client
will return client.somewhere.comin the h_name field, but

XXX XXX XXX XXX client client.somewhere.com
will return client in the h_namefield.

In some situations, you can configure the way a system uses DNSand itslocal
hosts file. Please refer to your system documentation to find how your system
is configured. Some systems may be configured to do the following:

m Checkitslocal hogsfilefirst, then go to DNS.
= Go to DNSfirst, then check itslocd hostsfile.
= Ignore DNS even if configured.

= Ignorethelocal hogsfile.

The best way to verify what needs to be used for a Client name in the Client
authorization list isto write a program that runs on the agent system and prints
the h_name field returned by gethostbyaddr(<client I P address>). Remember,
the dynamic | P address allocation is not supported.
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Multiple Agents

If the agent system is running multiple SWCC Agents (for example, to support
different controller types) then the client system must be authorized for all
Agents. If the client system ismissing from any authorized Client list of an
Agent, then that Agent cannot be added to the Navigation Tree.

Add New System by Using Internet Protocol
Address May Cause Client to Stop Responding

The SWCC Client may stop responding when you attempt to add a system by
using the agent system’s | P address rather than the agent system’s node name.
This occurs when the client system does not have a DNS server configured
that knows the agent system, and the agent system isnot in the client system’s
hosts file. To correct this situation, add the agent system to the hosts file on the
client system.

If you receive an “Invalid host” or “Host not known” message when you
attempt to connect to an agent system, the solution isnot to try the IP address.
Fix your DNS server configuration, or if that is correct, confirm the DNS
server knows the agent system. If you are not using DNS, make sure the agent
system isin the client system's hosts file. Remember, WINS s not supported
by SWCC.

“No Agent Running” Message When Adding
System to the Navigation Tree

When trying to add a new system to the Navigation Tree, you may receive a
message, stating “No Agent running on specified system.” This message can
appear for severa reasons. The error most likely occurred as aresult of one of
the following:

= Wrong system name was entered.
= Agentswere not installed on the entered system.
= Agentswereinstalled on a system that stopped functioning.

m  The specific Client required to support the Agents, running on the agent
system, was not installed. For example, if the agent system only hasa
Fibre Channel Interconnect Agent and the client system hasonly an
HSZ22 Client, the “No Agent Running” message will appear.

To check if Client support for an Agent had been installed, look at the
following registry key:
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HKEY_LOCAL_MACHINE\Software\Digital EquipmentCorporation\Com
mand Consol e\AppletManager

Y ou should see a series of keysfor supported products.

Port names and numbers in the services file may be missing or may not
match between Client and Agent. This may occur if the default value for
a SWCC port was dready in use. Thereisalist of port numbersand
their default valuesin “ Add System Error — Windows 95, Windows 98
Services Fle.”

If you change the network card on a computer running Windows 98 or
Windows 95, your services file may be deleted and replaced by the
version on the Windows 98 or Windows 95 distribution kit. In this case,
you will need to add the entries required for SWCC. For alist of the
ports and their defaults, please see” Add System Error — Windows 95,
Windows 98 Services File”
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