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Introduction

PSP overview

HP Proliant Support Packs (PSPs) are operating system-specific bundles of drivers, utilities, and

management agents optimized for Proliant systems. Each PSP is a predefined and tested bundle that
includes setup and software maintenance tools designed to help efficiently install, upgrade, and manage
system software. These PSPs include tools for Microsoft® Windows®, Novell NetWare, and Linux server
environments that enable you to deploy software updates from a central software repository to local or

remote server systems.

NOTE: This guide covers deployment of PSPs on Microsoft® Windows® 2003 version 7.90 or
later. Information about deploying PSPs with Microsoft® Windows® 2003 version 7.80 or
earlier is located in the Appendix—Deploying PSPs in Microsoft Windows 7.80 or earlier (on

page 103).

For more information about PSPs and to download the latest PSPs, see the PSP website

(http://www.hp.com/servers/psp).

PSP deployment scenarios

You can deploy a PSP using graphical or command line utilities specific to each operating system.

Operating system environment

Scenario

Microsoft® Windows®

Graphical deployment on a single-host system

using the HPSUM .EXE

Graphical deployment remotely on a multiple-
host system using the HP Smart Update
Manager GUI

Command line deployment on a single-host
system using the HP Smart Update Manager
command line inferface

Command line deployment on a multiple-host
system using the HP Smart Update Manager
command line interface

Command line deployment on a multiple-host
system managed by HP Systems Insight
Manager

Introduction
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Operating system environment Scenario

Novell NetWare e Command line deployment using
CPQDPLOY.NLM

e Graphical deployment using
CPQDPLOY.NLM

e Command line deployment of an individual

package
e  Graphical deployment of an individual
package
Linux e Command line deployment using the terminal
window

e  Graphical deployment using a gtk-based GUI

NOTE: For a current list of supported operating systems, refer to the PSP website
(http://www.hp.com/servers/psp).

This guide describes additional functionality of PSP and individual support software components,
including deployment examples that you can modify to fit specific Microsoft® Windows Server™ 2003,
Microsoft® Windows Server™ 2003 x64, Microsoft® Windows Server™ 2008, Microsoft® Windows
Server™ 2008 x64, Novell NetWare, and Linux server environments.

NOTE: If you install a PSP and then install an operating system Service Pack, a Support Pack,
or other operating system updates, HP recommends reinstalling the PSP.

Benefits of PSP

PSP makes software maintenance easier by:
e  Increasing server manageability

e  Enabling administrators to update systems remotely

NOTE: Remote functionality is provided by the Windows® PSP deployment utilities only.

e  Reducing server maintenance costs
e  Saving time

PSP provides the following software maintenance benefits to system administrators using Windows®,
NefWare, and Linux operating system platforms:

e Self-installable components with easy-to-understand software update descriptions
e  Components that you can install individually or as part of a support pack

e Installation logic and version control that automatically check for hardware, software, and operating
system dependencies, installing only the correct software updates and latest drivers for optimal
system configuration

e  Silent command line options and return codes that enable scripting and enhanced integration of the
PSP with HP Systems Insight Manager (Windows® and Linux only) and the HP SmartStart Scripting
Toolkit

Introduction 7
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® Integration with preconfigured server script files as part of the Rapid Deployment Pack

e  Common log files that provide easy access to a consolidated view of the software installation history
on host servers

e  Content in a ready-o-run, native operating system file format that saves time by installing directly
from a CD or shared network drive

By following the procedures in this guide, you enhance the scalability of the PSP to support high-volume
maintenance and deployment of software upgrades on Windows®, NetWare, and Linux platforms.

/\  CAUTION: PSPs and individual components should only be used by individuals who are
experienced and knowledgeable in the use of these software components. Before using PSP
utilities and components to deploy a server or maintain software components, back up the data
on the host server and take all other necessary precautions to ensure that mission-critical
systems are not disrupted if a failure occurs.

Obtaining the PSP deployment utilities

You can obtain the PSP deployment utilities from the HP website or HP CD media.

HP website

The latest PSPs and individual components for supported Microsoft® Windows®, Novell NetWare, and
Linux operating systems are available at the PSP website (http://www.hp.com/servers/psp).

HP SmartStart CD

When Web access is not available or download speeds are too slow, you can obtain PSP deployment
utilities, PSPs, and individual components from the appropriate HP SmartStart CD for Windows® and
Linux.

NOTE: Starting with SmartStart 8.0, PSPs and individual components for Novell Netware are
only available through the PSP download page (http://www.hp.com/servers/psp).

For more information about the HP SmartStart CD and other CDs that you can download at no cost, see
the SmartStart download page (http://www.hp.com/servers/smartstart).

Updating a PSP

HP Subscriber's Choice and HP version control tools help to ensure that you have the most up-to-date PSPs
and individual components.

Subscriber's Choice

Keep actively informed of new releases of SmartStart and other Foundation Pack software with e-mail
alerts from Subscriber’s Choice. Subscriber's Choice uses a secure website to proactively communicate
product changes and Customer Advisories through e-mail to registered customers based on a customer-
provided profile. Register for this free service at the HP Subscriber's Choice website
(http://www.hp.com/go/subscriberschoice).
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Version control

The VCRM and VCA are Web-enabled Insight Management Agents. HP Systems Insight Manager uses
these Insight Management Agents to facilitate software update tasks.

e The VCRM provides a graphical view of the Windows® and Linux PSPs that are stored in a
repository and can be configured to automatically update the repository with the latest software from
HP.

e  The VCA can be configured to point to a repository being managed by the VCRM, enabling easy
version comparison and software updates.

For more information about version control tools, refer to the HP Systems Insight Manager Help Guide
and the Version Control User Guide on the HP Systems Insight Manager website
(http://www.hp.com/go/hpsim).

Creating a centralized, network-based software
repository

The practice of deploying PSPs and individual components from a centralized, network-based software

repository saves time and standardizes software maintenance and deployment procedures on
Windows®, NetWare, and Linux-based systems.

Introduction 9
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For maximum flexibility across operating system platforms, the software repository should be on a
Windows® shared network drive. The repository can be updated from any of the following sources.

HP Website SmartStart CD

Software
Repository

Microsoft Internat
Explorer

Administrative
System
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Deploying PSPs in Microsoft Windows

Overview of PSPs for Microsoft Windows

This chapter discusses deploying PSPs in Microsoft® Windows® 2003 (version 7.90 or later) and
Microsoft® Windows® 2003 x64 Editions (version 7.90 or later), and Microsoft® Windows® 2008
(version 8.00 or later) and Microsoft® Windows Server™ 2008 x64 Editions (version 8.00 or later). For
more information about deploying PSPs on Microsoft® Windows® 2000 (version 7.60 or earlier),
Microsoft® Windows® 2003 (version 7.80 or earlier), and Microsoft® Windows® 2003 x64 Editions
(version 7.80 or earlier), see the Appendix—Deploying PSPs in Microsoft Windows 7.80 or earlier (on
page 103).

HP provides the HP Smart Update Manager for configuring components and deploying PSPs on
Microsoft® Windows®. You can obtain these PSPs from the PSP website
(http://www.hp.com/servers/psp) or the SmartStart CD 7.90 or later.

NOTE: Smart Components can also be installed individually. For more information, refer to
"Installing single components (on page 117)."

NOTE: The PSP contains numerous files. All files must be present in the same directory as the

HPSUM.EXE program for the PSP to be properly installed.

Beginning with the Proliant Support Pack for Microsoft® Windows® version 7.90 or later, users can now
deploy firmware and software components simultaneously. For more information about this new feature,
see "Deploying firmware and software simultaneously (on page 83)."

Minimum requirements for Microsoft Windows PSP
version 7.90 or later

¥  IMPORTANT: Before deploying software updates on a host server, be sure that a recent
backup of the host server is available in case the deployment procedure fails.

For successful component deployments on Microsoft® Windows® hosts, the following minimum
requirements must be met:

e A local administrative system with 512 MB of memory and running a supported Windows®
operating system must be used.

e One or more remote host servers that run a supported Windows® operating system and need a
software upgrade must be available. If the local administrative system (local host) is the only server
that requires an upgrade, remote host servers are not necessary.

e Sufficient hard-drive space, which is generally at least twice the file size of the components you want
to deploy, must be available.

Deploying PSPs in Microsoft Windows 11
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e  WMI must be enabled.

NOTE: When attempting to use the remote deployment functionality of HP Smart Update
Manager on any edition of Windows Server® 2008, you must ensure that the File and Print
Services feature is enabled and that the File and Print Services exception has been enabled in
the Windows® firewall. Failure to do so prevents HP Smart Update Manager from deploying
remote Windows® target servers.

e All remote host servers must be connected to the same network and use TCP/IP to enable the systems
to be accessed by the administrative system.

e  Each host server must have an account with administrator privileges. HP recommends that the user
name and password for the administrator account on each host server be the same as those on the
local administrative system. If administrator privileges are not set up in this manner, you must have
the user name and password for each remote server available. Alternatively, you can use a domain
account on the local administrative system that has administrator privileges on the host servers.

e  The beginning and ending IP addresses for the range of hosts must both be on the same subnet.

/\  CAUTION: Microsoft® recommends that all software be removed from the system before
upgrading from Windows Server™ 2003 to Windows Server™ 2008. If software applications
are left on the system during the upgrade process, Microsoft® cannot guarantee the stability of
the operating system or the software after the upgrade is complete.

PSP powered by HP Smart Update Manager

Beginning with the Proliant Support Pack for Microsoft® Windows® version 7.90 or later, the HP Smart
Update Manager utility enables you to deploy PSP software and firmware components from a single,
easy-to-use interface that is supported in Windows® environments. This utility enables legacy support of
existing software and firmware components while simplifying the overall deployment process. It is no
longer necessary to run the SETUP executable files (SETUPC.EXE, SETUPEX.EXE, and SETUP.EXE). HP
Smart Update Manager utility provides this functionality. The utility also provides installation logic and
version control that automatically check for dependencies, installing only the correct updates for optimal
configuration.

With HP Smart Update Manager version 3.2.0 and later, the storage location for the persistent data
(Hosts and Groups) has changed. Persistent data entered with earlier versions of HP Smart Update
Manager is automatically moved to a new location the first time you run HP Smart Update Manager
version 3.2.0 and later. Then, the data no longer exists for use with earlier versions of HP Smart Update
Manager. This process occurs only once. If an earlier version of HP Smart Update Manager is run after
the persistent data is moved, and new persistent data is entered, the persistent data is not moved to the
new storage location when you run HP Smart Update Manager version 3.2.0 and later.

Keyboard support

The HP Smart Update Manager graphical user interface has accelerator keys that enable you to manage
and control common tasks quickly. To ensure proper navigation, the following are a few reminders.

e  Depending on the operating system, you must press ALT to see the task corresponding to the
underlined letter.

e The accelerator keys work by pressing ALT + the underlined letter.

Deploying PSPs in Microsoft Windows 12



e  Press Space to select items such as hosts or groups.

e Press Tab to select from a list, and then press the arrow keys to toggle radio buttons.

Trusted Platform Module

The TPM, when used with Bitlocker, measures a system state and, upon detection of a changed ROM
image, restricts access to the Windows® file system if the user cannot provide the recovery key. HP Smart
Update Manager detects if a TPM is enabled in your system. If a TPM is detected in your system or with
any remote server selected as a target, for some newer models of Proliant, HP Smart Update Manager
utilities for iLO, Smart Array, NIC, and BIOS warn users prior to a flash. If the user does not temporarily
disable Bitlocker and does not cancel the flash, the Bitlocker recovery key is needed to access the user

data upon reboot.

A recovery event is triggered if:

e The user does not temporarily disable BitLlocker before flashing the System BIOS when using the

Microsoft BitLocker Drive Encryption.

e The user has optionally selected to measure iLO, Smart Array, and NIC firmware.

If HP Smart Update Manager detects a TPM, a pop-up warning message appears.

access to your data.

proper 005 encryption procedures will result in loss of access to your data if recovery key is not
available, Recommended procedure for Micresoft Windows (R} Bit Locker(TH) is te "suspend” BitLocker
prior to Systern ROM or Option ROM firmware flash. |f you do not have your recowery key or hawve
not suspendec] BitLocker, ext this flash. Failure 1o follow these instructions will result in loss of

i "-j CAUTION: A Trusted Platforrn Module (TPM) has been detected in this systern. Failure to perform

TPM scenarios

The following table discusses the TPM detection scenarios that you might encounter.

Scenario

Result

If the TPM is detected and enabled, the installation
is not silent, and a system ROM must be updated.

A pop-up warning message appears. After OK is
selected, you can continue. The installation is not
canceled.

If the TPM is detected and enabled, the installation
is silent, the /tpmbypass switch is not given, and
any firmware updated must be applied to the
server.

No pop-up warning appears. A new log file is
generated
(%systemdrive%\cpgsystem\log\cpgstub.log).
Because the installation is silent, the installation is
terminated and cannot continue.

If the TPM is detected and enabled with Option
ROM Measuring, the installation is not silent, and a
system ROM must be updated.

A pop-up warning message appears. After OK is
selected, you can continue. The installation is not
canceled.

If the TPM is detected and enabled with Option
ROM Measuring, the installation is silent; the
/tpmbypass switch is not given, and any firmware
updated must be applied to the server.

No pop-up warning appears. A new log file is
generated

(%systemdrive% \cpgsystem\log\cpgstub.log).
Because the installation is silent, the installation is
terminated and cannot continue.

Deploying PSPs in Microsoft Windows
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If the TPM is detected and enabled, the installation | The installation occurs.
is silent, and the /tpmbypass switch is supplied.

Other scenarios do not affect the normal installation procedure.

First time execution

HP Smart Update Manager provides an easy-to-use graphical interface that enables you to deploy and
maintain software and firmware components. The HP Smart Update Manager is delivered with the PSP.
To start the deployment, run HPSUM.EXE.

NOTE: The PSP contains numerous files. All files must be present in the same directory as the

HPSUM.EXE program for the PSP to be properly installed.

The Inventory Progress screen appears while the HP Smart Update Manager builds an inventory of
available updates. After checking the system for installed items, HP Smart Update Manager installs the
updates.

MELHP Smart Update Manager

/] HP Smart Update Manager

Inventory Progress

Step 10f 3. Build Inventory of Avallable Updates

iicompag/swpackages\cpD0E 123 oxe
InanRnnnnmnn 4%
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Selecting an installation host for the first time

The Select Installation Host(s) screen appears when the inventory process is complete.

R=r
4] HP Smart Update Manager
Select Installation Host(s) [ |
# Local Host (herhéekl376973m)|
 Remote Host or Group (Selert from List) | B

[ T v ] 1

i bt Oy G & Earr Lae |

The Select Installation Host(s) screen enables you to choose a host for component installation. By default,
the first time you run HP Smart Update Manager on a particular system, the only host available is the
local host. However, you can select remote hosts as your target by using the GUI. For more information
about multiple remote deployments, see "Multiple-host installations using the GUI (on page 29)."

The following information is included on the Select Installation Host(s) screen:
e  Host Name—Displays the host IP address or DNS name.

e  Type—Categorizes the system as a host or group.

e last Used—Enables you to sort the list by the most recently used hosts.
e Description—Displays the user-defined description given to a host.

When you select the Remote Host or Group option in the Select Installation Host(s) screen, you can sort
your view of the host list by selecting Only Hosts, Only Groups, or Both.

Wi

" Only Hostz " Only Groups f» Bath

The Select Installation Host(s) screen also includes the following buttons:
®  Manage Hosts—Adds, edits, and deletes hosts.
®  Manage Groups—Adds, edits, and deletes groups.

Deploying PSPs in Microsoft Windows 15



e  Edit—Edits the selected host.
e Next—Proceeds to the next step in the installation process.
e  Exit—Exits HP Smart Update Manager.

To continue with the deployment process, click Next. If the system discovery finds one or more predefined
bundles, the Select Bundle Filter screen appears.

Selecting bundles to filter for the first time

The Select Bundle Filter screen displays information about the predefined bundles available on your
system and enables you to select which bundles to install. This screen also enables you to set options for
nonbundle product versions.

F\-'.'E-l.' lect Bundle Filter J.L!l
Chna o more pre-defined bundbes wene found. ﬂ
Froduct | Stahus I
| Prolesrt Support Fack lor Bacrosodt Windows Serves 20803 ﬁ A5 Componenty Fourd

Py ilaie Yernons:

F Q008 View Cortents  (bp000368 0]

Siet Diphicns for Buridle Fiter

r ALLOW HOM-BUNDLE VERSIOMS: Shos other vertor: of the products thal s n the burcle. This bsts ywou nchude updstes thad may be nevwe than thoee that wees
el in the buncle.

= ALLOW NOM BUNDLE FRODUCTS: Show updales for peoducts that ase nok it of the biursdie Thet betz yo updats oller items on yout tytlem af the tame me a
appkeng the bundle (a3 & convensence, of becaus updates o the bunde may depersd on them),

B EORCE ALL BUNDLE UPDATES: Autoatically tot the "Torce™ flag for updates m the bundie. This causes the updiabe bo imstall swen i £'s not rescezzang, i kng a2
the supporbed hardware i present and instalabion conditions ane mel.

For more information about the Select Bundle Filter screen, see "Selecting bundles o filter (on page 19)."
To continue to system discovery, click OK. For multiple remote deployments, enter the credentials for the
host. The Select ltems to be Installed screen appears.
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Selecting components to install for the first time

The Select ltems to be Installed screen displays information about which components are available for
installation on your system and enables you to select or clear components to install.

[4] HP Smart Update Manager

Select Items to be Installed |
Hoet: localbost I IRebocst Systems After Iratalation Epbesst Dptioers
Status: © Ready (1 Uipdate, spprox, 40 Seonds) F Oliodsd  F Aoy
| Fribnt | Sptiss | otiensd feers | At |
Buruiln Filtas ane arvindabiis bust ione are curneethy actseg. Gakect Eurede Filter ai
P Ercagid Mlanagerment WEEM Providers for Yelindows Server 20002002 o564 Edlens ﬂ{on'wdf-t
Irestadedd er s Mo Comfiare tiow

Eiwlabiles Vs siora: 220000

! M orageorks Tages Detvers For Windoses ) Faady Forr installaion
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P Proliant Intesrated Uights—0ut Management Interfce Driver for Windows o) Edbiores ] Blrnschy up-to-date st slation Cetxrs
Iretalec] Versorc 1,13.0,0
Frvalable Vrsiors: 113,000 05)
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For more information about the Select ltems to be Installed screen, see "Selecting components to install (on
page 20)."

Local host installations using the GUI

HP Smart Update Manager can deploy smart components on a local host or on one or more remote hosts.
You can easily deploy components on a local host by using the Smart Update Manager GUI.
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Selecting an installation host

To continue with the deployment process using a local host, select a host from the Select Installation
Host(s) screen, and click Next.

[/ HP Smart Update Manager

Select Installation Host(s) m

r Remote Host or Group (Select from List) TN

Mt Rl | Tipmm I L Laed I [RrLsree ]

™ Oy Hatt . Ory Groues % Bk m |

The Discovery Progress screen appears while the HP Smart Update Manager checks the local system to
see which items are already installed.
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Selecting bundles to filter

When the discovery process is complete, the Select Bundle Filter screen appears.

W Select Bundle Filter ﬂﬁ
One or more pre-defined bundies were found, E
] Prestuct | Stabus
FroLiset Supgest Pk For Marosolt Weindowss Sarver 2003 w64 Editions ) 45 Comporent: Found ]

fuvadable Vergons | 0 Migsing
o [N Wiy Corferts A bpl00=150, xmi)

Set Options For Bundie Filter
™ ALLCW NOM-BUNDLE VERSTONS:

Sk ckheer versions of the products that sre i the bursdie. This leks ysou inchade updistes thst may be newer than those Lhat were relessed in bhe bursde.

[ ALLOWY NON-BUNCLE PROCICTS:

St Lpdates For products that see not Dot of Ehe bundie Thes lets ol updabe other Eams on your system al the: £ame bime a5 applying the bunde (a5 a
Comwreriance, of besos updstes in the Bundis may depend om them)

[ FORCE ALL BRNDLE LPDATES:

Rutoimatically set the Toece™ flag For updeabes inthe bunede. This causes the update bo install even F s not necessary, & long as the supporbed hardwans i present
and installakion coredtions are mek.

The Select Bundle Filter screen is divided into two sections.

The upper part of the screen includes the product and status information:

e  Product—Displays the product name of the predefined bundles found on the system. It also provides
information about available versions.

e  Status—Indicates whether the installation is ready to proceed. It also provides additional information
about the contents of the identified bundles.

The lower part of the screen includes options for installation. The Installation Options section enables you
to set options for non-bundle product versions.

o To view all versions of the products included in the bundle, select ALLOW NON-BUNDLE
VERSIONS. This option enables you to include updates that might be newer than those released
in the bundle.

o To view updates of products not included in the bundle, select ALLOW NON-BUNDLE PRODUCTS.
This option enables you to update other components on your system as you apply the bundle.

o To force the installation process on the bundle products, select FORCE ALL BUNDLE PRODUCTS.
This option enables you to install bundle products when the installed version is the same as or
newer than the components in the bundle. This allows the installed software to be downgraded.

To view the PSP version history, click the version number in the product field.

To view a list of the bundle contents, click View Contents. This list also appears when you click the number
of components in the status field.
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To view the list of missing components, click the Missing Components link. You can obtain the missing
components from the source media or from the HP website (http://www.hp.com).

To proceed with the deployment process, click OK.

Selecting components to install

Atter you select the bundles to filter, the Select ltems to be Installed screen appears.

Il Senart Update Manages

(] HP Smart Update Manager

Select Items to be Installed B
Host: localbost I Rebocst Systems After Iratalation Epbesst Options
Stabss: O Feady (1 Update, approx, 40 Seconds) 05 D heassd I Mapys
| Pt | Ty | cotens oo | Adeeesd |
Euredin s ore teodabiin bust nons ors cureethy o, bt Burede Fifer -

P Ercagid Mianagerierd WEER Providers for Veindoss Server 200072002 w64 ESons ﬂioﬁr}uﬁt

Ircstaded] Wersione Hore Comfiure iow
Hrvadables Versiore: 2,200

E WP orageorks Tages Detvers For Windoss Ch Faady For installaion

Iratalac] Vermorc Nore
ool Vi 1400

P RLLL [P Controaller Detvr For Wridkived S8rwir 2000 xfd Ecitiond Edraschy Lpebi-date Lot allation, Cotkrs
Irritaled Yoramrc 1,000
Aot Versiore: L0000 (EL

P Prolisnt Inkeqgrated Light=-Out Management Inkerfwos Driver for Winadowss of=) EdEiore: ey Up-to-dabe Lrest sllabion Cpirg
Iratalec] Vermorc 1,100, 0
Erealaksbey Vrsiore: 1,130,000 08)

P Proliant Intay stesd Manssamant Ladg Yesws Blresdy Lp-te-dare Iret plation Opivsd
Irotaled Versionc 5.20.0.0
dpwlabiles Ve siora: GRL 00

P ProLiart iL0 2 Maragerert Controler Driver Bdrnachy Lpba-dabe It allation: otk

ey =l
[ won ] owean ] wes |

The Select ltems to be Installed screen includes the following sections:

e  Product—Lists the system where the selected items are installed.

e  Status—Indicates whether the installation is ready.

e  Reboot section—Enables you to specify reboot settings and determine when reboots occur.
e  Component selection pane—Enables you to specity which components to install.

When updating installation for some but not all NIC components, select the devices to be updated in the
window that appears. If the NIC firmware listed for the device does not have a version, you cannot add
that firmware fo the device using HP Smart Update Manager.

The Select ltems to be Installed screen also includes the following buttons:
o  Select All—Selects all applicable components for installation.
e  Deselect All—Deselects all components selected for installation.

e  Default—Restores the selections in the product installation pane to the default view, which is based
on the existing configuration of the local system.
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e |Install—Installs all selected components.

e  Exit—Exits HP Smart Update Manager.

NOTE: HP Smart Update Manager does not support supplemental update for self-discovered
components. You can use the self-discovered components only when running HP Smart Update
Manager online.

The component selection pane in the Select ltems to be Installed screen is divided into sections, which
might vary depending on your system. These sections include the following headings:

e  Deselected By User—You have deselected the components in this section, and the components are
not installed.

Deselected By User

HF Iright M ansgement Agents foa Windows Server 2003 [ Drspebeschind bup Ll sir
Irchalled Vaemon: Mone
Auvvailable Vession: 7B000
I~ HP Vi Thecttle for \indaows Serser 20032 | P Desclocted by Lloer
Instaled Varsior: None
Avaslable Wersion: BLE0 00
[~ HF Vershon Cortrol Agent for Windaows | T Deselocted by Licer
Iret sl Viensor: Hone
Available Veigion: 21.8 78D

e |Installation Not Needed—The components in this section do not need to be updated, but can be. To
update the components, select the components, and then click Installation Options.

Smat Areay FERO0 [ Already uplo-date In=talabion Qptons
Instalad Vergion: 1.52
Bvallable Verpor: 1.52 18

HP ProLaant DL330 G4 (P51 T Bready upto-date ' linstalstion pfions
Instaled Versor: 20080428

Avallable Versor: 2006 04,26 [B]
HP Metweork Configueation Lty foe Windows Server 2003 | 1 Alresdy up-o-date [ lrstsbstion Optiors
Irshsllad Vasrsre A TO00
Aovallabla \ergons:
€ oamnn
© 8000

®  Excluded by Filtering—The components in this section were excluded through your filtering options.
You can use the Select Bundle Filter option to change the exclusion on a single target. For multiple
targets, this must be repeated on each additional target.

Excluded by Filtering

St Ay PEO0 P Desedacted by Lzes
Irntaled Vermon 1,52
Avalable Versorn: 1.52 [4)

Smnart Aray G41/542 |2 Deselected by User
Instaled Yerson 2,76
Avalable Versor: 280 (4]

HP ProLsant DL300 G4 [PS1] |1 Deselected by User
Irtaled Version: 200604 26
Aovallable Versor: J006 04, 26 (B
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e  Updates to be Installed—The components in this section can be installed on your system.

Updates to be Installed
v Smart Amay B41/642 ) Aeady for mstallation

Inztaled \Version: 2 76

Bvadable Vergon: 280 [4

¥ HP Virus Thiotts for Windoms Sereer 2003 | (53 Ready for mstalation
Irestanbed rsion: None

Hovalable Version: §60 0.0

¥ HP lrzioht Managemant Agers for Windaws Sanves 2003 | # Faded Dapandaneiss | ) Conbiguisbls
Instaled Vernon None Wi Falled D PSS Coanfiguues Mow
Bovallable Warsione:
* 79000
C 19000 1 L

e  Optional Updates—The components in this section are not selected for installation by default, even if
the product is not already installed or is installed but not up-to-date. To include the component in the
installation set, you must select the component.

I HP Inssght Management WEEM Providers

Irsstaadlend Veazior: Mone
Available Viersion: 21.0.0

e  No Device Driver Installed—The devices supported by the components in this section are detected on
the system, but HP Smart Update Manager requires a device driver before the component can be
made available for installation. Install the device driver.

rlegrated Lignts ] T - Tl =
Irstal g ¥arsidn: Nong

Ml lable Version 142

Status field

Status: | Mone Selected

The Status field of the Select ltems to be Installed screen displays information about whether the
installation is ready to proceed or not.

lcon |Text Description
] Ready All selected components are ready to be installed.
Fd Already upto- [ No component installation is required.

date

E—

None Selected | No components are selected for installation.

(m x Critical Action | X components are not ready for installation due to failed dependencies, where x is
the number of components. The installation cannot proceed until the dependencies
are met or the component is deselected for installation.

Reboot section

The Reboot section of the Select ltems to be Installed screen enables you to specify preferred reboot
behavior.

[~ Reboaot System After |nstallation Feboot Options |

IG' [FHeeded € Alwaps

To instruct the system to reboot after updates are installed:
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1. Click Reboot System After Installation.
2. Click Always or If Needed.
If Always is selected, then the system always reboots unless there is a component installation failure. If you

select If Needed, then the system reboots if needed by at least one component unless there is a component
installation failure.

To change the delay before reboot or the reboot message, click Reboot Options. The Set Reboot Options
screen appears.

[ Set Reboot Options

Reboot Options

Reboot Delay (seconds):  |EN =

Enter Reboot Message:

Reboaoting at user request after inztallation

Make changes, and click OK.

Component selection pane

The component selection pane of the Select ltems to be Installed screen displays (by type) all components
available for installation based on server and hardware options. If the component is already installed on
the system or if it requires a reboot after installation, the HP Smart Update Manager checks each
component for dependencies. ltems available for installation are selected by default. You can clear any
components that you do not want to install.

The component selection pane provides the following information:

e  Product—Specifies the name of the component, version number, and new component version
number. To view the component version history, click the new version number.

e  Status—Displays the status of the component.

lcon |Text Description

] Ready for installation The component is ready for installation.

/| Not selected for The component is not selected for installation.
installation
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lcon |Text Description
Already up-to-date The component is already up-to-date. To downgrade or rewrite a
component, click Installation Options.
No device driver The devices supported by the components in this section are detected on
installed the system but require a device driver. Install the device driver.
Deselected by user The component has not been selected for installation.
(m Failed dependencies The component has a dependency that has not been met. To determine
the nature of the failed dependency, click View Failed Dependencies.
e Optional Actions—Enables you to select the bundles to filter by clicking Select Bundle Filter or

configure components by clicking Configure Now. If you failed to select a bundle, want to change
the bundle you are using, or want to change the bundle options, click Select Bundle Filter. If a
component is configurable, it is indicated in the Optional Actions column, and you can click
Configure Now to configure the selected component.

The Configure Now link does not appear on all editions of the Microsoft® Windows Server™ 2008
with the Server Core option. To configure components to be deployed on this operating system
configuration, you must access the system as a remote host using HP Smart Update Manager running
on a system with a supported Windows® operating system and then configure the components

before deployment.

Additional—Contains the component installation options.

Deploying PSPs in Microsoft Windows 24



If a failed dependency occurs, the Failed Dependencies screen appears.

&l HP Smart Update Manager Failed Dependencies 2]

LE=r]

Jrstallakion for “HP Irsighit Management &gems for Windowes Server 2003 <64 Editions' requites ome of more of the Follawing that i
not curmently inctaled or in the install set

- snmp Setvice

o |

You must resolve the dependency before proceeding with the installation. Depending on the issue, you
must locate software or firmware components in the Firmware Maintenance CD or HP website
(http://www.hp.com).
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Installation options

The following screen appears when you click Installation Options in the Additional Options column.
Selecting Force Install enables you to select components that do not need installation.

Il Set Installation Options e |

setting the "force install” option is generally unnecessary
and is not recommended. Incorrect use could resultin data

loss and/for system failure. This option should be set only
by knowledgeahle personnel under special circumstances.

................................ Allows aninstall over the zame or a newer

v Fu:ur-:elnstall werzion, kay alzo bupazs other validity
checks normally run by the installer.

Atter selecting all the components that you want to install, click Install to proceed with the installation. For
more information about the individual components, see "Component configuration (on page 67)." The

Installation Progress screen appears.
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Viewing the installation results

When the installation is complete, the Installation Results screen appears.

T smart Update MHanages )

[4] HP Smart Update Manager

Installation Results n
Hifari
Pricduct | ok | Adedtional |
H# Frolisnk BLI G% (PHI) Sarvers i Saoess B Rabook Mewdad =
Horva Vorsmonc: ZX0R0, 04, 14 Niv Jrotallation Lo
it Array P00 and P00 {00 S B Frstoa Pt
K Versione ‘5210 Wigrws It gllgtion Lo=y
Corilkrem BOM Flash Comporent For Windkess - WP Brbagrated Lights-Cut 3 O Smaess i Sretallation Log

Hrws Vw60

ek Mowr

The Installation Results screen includes the following information:

e  Product—Specifies the name of the installed component. To see the component version history, click
the version number.

e  Status—Displays the installation status of the component.

Icon Text Description

& Success The component is installed successfully.

& Not updated - already The component is not updated because the installed version is

current already up+to-date.

(] Same/older version The existing component is successfully downgraded or reflashed

successfully installed to the same or an older version.

E Update returned an error | An update error has occurred. To see additional details, click
View Installation Log. If limited information is available in the log
file, see the HP Smart Update Manager log file.

Ed Installation failed The component is not installed. To see additional details, click
View Installation Log.

e  Additional—Enables you to view the installation log for each component and indicates if a reboot is
needed.
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Icon Text Description

& Reboot Needed The server must be rebooted for the installation to be complete.

The Installation Results screen includes the following buttons:
e  Reboot Now—Reboots the server (This button is available for local installations only).

e  Exit—Exits the HP Smart Update Manager.

To see additional details, click View Installation Log.

EjHF' Smart Lipdate Manager Installation Log d B

=====HF Smart Update Manager Installation Log ======

[»

aetup Session Beginning  6/20/2007 - 14:32 20 PM

Command Line Parameters Giver: fsilent

M ame: HP PraLiant Aray Configuration Uty For Windows
NewVesione 7.8515.0

Begrnning Silent Session.,

The software iz mztalled but iz not up o date,

Courrent Version; 7.85.14.0
= thee component wall ber updated to the reew version

The operation yeas successul

End Sesssion

NOTE: After updating hard drives in external enclosures such as MSA20, you must power
cycle the external enclosures. The Reboot button in HP Smart Update Manager only reboots the
server but never power cycles an external enclosure.

The installation logs, hpsum_log.txt and hpsum_detail_log.txt, contain information about installation
activity for each host updated. The hpsum_log.ixt log contains a brief summary of installation activity. The
hpsum_detail_log.txt log contains all the installation details (including errors) for each component
installed. The installation log files are located in subdirectories named according to the IP address of each
host in the \CPQSYSTEM\hp\log subdirectory on the boot partition of the local host. The directory

containing the local host information is stored in \CPQSYSTEM\hp\log\localhost, instead of in the IP
address.
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Multiple-host installations using the GUI

HP Smart Update Manager provides an easy-o-use graphical user interface that enables you to deploy
and maintain firmware and software components. To access the HP Smart Update Manager, see
"Obtaining PSPs ("Obtaining the PSP deployment utilities" on page 8)."

The Inventory Progress screen appears while HP Smart Update Manager builds an inventory of available
updates. When the inventory process is complete, the Select Installation Host(s) screen appears.
Selecting remote hosts or groups

The Select Installation Host(s) screen enables you to choose multiple hosts and groups for component
installation. Hosts include servers, Onboard Administrators, iLO, and iLO 2.

NOTE: Local hosts cannot be included in a list with remote hosts or in a group. When

selecting an iLO or iLO2 as a host, only the iLO firmware can be updated. The server host must
also be selected to update all other firmware and software components on the same physical
server. The iLO firmware can be updated by either selecting the iLO or the server host.

[ HP Smart Update Manager

Select Installation Host(s) m
* Local Host (he-h8aki379g73m)
U S — — h
~ ol et o o (Salec frn L] BT ST
16026153 ok 00RO T, D155
DL 380 G5 .l'-l:lﬁ- Miargemmit forve i
HP- [ TERNSATFIF st 20080527, 11253 Wa'Wikowri Sarver
SOL -sorved Gop [LL 320
Ve,
 Corlly Howts ™ Crly Grougs % Bokh Bk I
. =

To add hosts, see "Managing hosts (on page 30)." To add groups, see "Managing groups (on page

33)."
To continue with the deployment process:
1. Select one or more hosts or groups.

2. To continue, click Next.

3. Enter the credentials for the host ("Entering credentials for hosts" on page 36).
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4. Click OK to proceed, as described in Selecting components to install on multiple hosts (on page 39).

5. When the installation is complete, the Installations results for multiple hosts screen ("Viewing the
installation results for multiple hosts" on page 41) appears.

Managing hosts

To add, edit, or delete hosts, click the Manage Hosts button. The Manage Hosts screen appears. Hosts
include servers, Onboard Administrators, iLO, and iLO 2.

NOTE: Local hosts cannot be included in a list with remote hosts or in a group. When
selecting an iLO or iLO2 as a host, only the iLO firmware can be updated. The server host must
be selected to update all other firmware and software components. The iLO firmware can be
updated by either selecting the iLO or the server host.

W Manage Hosts J..I.!J
Hests
Name Deseription
16 ELELEY

To add a host:
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1. Click Add Host. The New Host dialog box appears.

2/ x|

" Add a Host by DNS Name

Host DNS Name:; |

™ add a Singls Host by 1P

Host 1P | ~IP Format
T ipvd
+ Add a Range of Hosts by IP &
* IPvG
Starting 1P |
Ending IF: |
Description: I
Cancel ok

2. Select the method to add a host from the following:
o Enter the DNS name of the host you want to add.
o Enter the IP address of the host you want to add.

o Enter the IP address range of the hosts you want to add. The starting and ending IP addresses
must both be on the same subnet. When using the IPv6 format, the last field in the ending
address is limited to 32 targets.

NOTE: When adding hosts using either IP address option, you can select from the IP format
options: IPv4 or IPv6. The IPv4 format is the default option since it is the current Internet
protocol. The IPv6 format is the next generation Internet protocol.

3. Enter an optional user-defined description given to the host you want to add.
4. Click OK.
The new host is added to the list on the Select Installation Host(s) screen.

To edit an existing host:
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1. On the Manage Hosts screen, click the Edit Host button. The Edit Host dialog box appears.

[(CE——— 2 x|

Host hame: |HF‘-I"."C?P§F“N4YF1F

Dexcription; |Windnws LEFEr

2. Edit the Host Name and Description.
3. Click OK.

To delete a host:
1. On the Manage Hosts screen, click the Delete Host button.

2. When the confirmation screen appears, click Yes.
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Managing groups

To add, edit, or delete groups, click the Manage Groups button. The Manage Groups screen appears.

B Manage Grougs 2

Ix

Groups
Garosuaps Mearme Drescripkion
Bt Grown
SO server DL 330 Dectete

[Gspne:

To add a group:
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1. Click Add Group. The Edit Group dialog box appears.

1x

Group Mame; |CL380 5

Description: I*‘Iﬂ'.aqemem Servers

Avaliable Hosls Hosts in Growup
HE-TWCTHRAMYFIF | Windows server 16.83.61.53

Erter > |
<< Remoe

Enter a group name.
Enter an optional user-defined description given to the group to be added.

4.  Select the hosts to be added to the group from the Available Hosts pane. You can add new hosts
from this screen by clicking the New Host button. For more information on adding hosts, see
"Managing hosts (on page 30)."

5. Click the Enter button to move the selected hosts to the new group.

6. Click OK.

The new group is added to the list on the Select Installation Host(s) screen.

To edit an existing group:
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1.

Group Mame: [iDL380 &5

Descriplion IHu'mqﬂTﬂit-s-ervers

Select the group, and then on the Manage Groups screen, click the Edit Group button. The Edit
Group dialog box appears.

Wedncowe 1l

HP-INCTELNAYFIF

Wi derer

|

Erker > |
< Bamaree

Hosts in Group :
16.83,61.53

2
3
4.
5

Edit the group name as needed.

To delete a group:

1.
2.

When the confirmation screen appears, click Yes.

Edit the optional user-defined description given to the host as needed.
Click the Enter and Remove buttons to add or remove hosts as needed.
Click OK.

Select the group on the Manage Groups screen, and then click the Delete Group button.
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Entering credentials for hosts

When you select a single remote host, the Enter Credentials for Host screen appears. You must enter your
username and password as the credentials for the host.

M Enter Credentials for Host: 16.63.60.53 cd |

Host: 16,83.61.53

= Erter Username and Password

Wisermame: | -adminkstrator

Passywnrd: ] sERAEEREEEE

1~ Uge Currenk Cradentials (raquires an existing trust relationship with the host)

IF actives updale process destected on the remode host HESUM shoald:
¥ Sip host
™ Restart update

To enter the credentials for the host, choose one of the following:

e  Select Enter Username and Password, and then enter the username and password.
e  Select Use Current Credentials to use the currently logged-in user's credentials.

If an active update process is detected on the remote host, you can select Skip host or Restart update.
Skip host causes the host to be ignored for the rest of the update process, and Restart update causes any
existing or in-progress installation o be terminated.

To continue, click OK.
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When you select a group or multiple hosts, the Enter Credentials for Group screen appears.

il Enter Credentials for Group

Mozte requiring credertial et 2

pR-TRCENNTIF 1, Heeds Credentiss | 'Windows server

Kl
=
=

|
)|

St AR

_ e |

The screen separates the remaining hosts that still require credentials from the completed hosts.

Each pane is divided into the following columns:

e Name—Specifies the name of the host.

e  Status—Specifies the credentials status of the host.

lcon |Text Description

& Entered

The credentials for the host have been entered.

Needs Credentials

The credentials for the host have not been entered.

Credentials Failed

The credentials entered for the host have failed.

T Unable to access host

The host cannot be accessed using the credentials
entered, or the host cannot be found on the network.

| Host Skipped Due to

host screen.

The host is skipped due to an existing HP Smart
Existing HPSUM Session | Update Manager session. The skipped hosts can be
accessed if the appropriate CLI switch is used or if
Restart Update is selected on the Enter credentials for

e Description—Displays the user-defined description given to the host.

To enter the credentials for the host:

1. Inthe left pane, select the host from the list of hosts requiring credentials. If all credentials are the
same, to select all the hosts on the list, click Select All.

2. To enter the required credentials and move the selected host to the Completed Hosts pane, click the

Enter button.

3. To continue, click Next.

Deploying PSPs in Microsoft Windows 37



NOTE: If a TPM is detected and enabled, an HP Smart Update Manager pop-up warning
message appears after the Discovery Progress screen. You must read the message and
determine how to proceed. For more information, see Trusted Platform Module (on page 13).

Selecting bundles to filter on multiple hosts

If the system discovery finds one or more predefined bundles, the Select Bundle Filter screen appears.

W Select Bundle Filter ﬂﬂ
One or more pre-defined bundies were found, H
| Prsduct I Stabus
Prolisrit Scpgsont Pasck for Miorosolt Weinidowss Sarver 2003 ot Editions ) 45 Comporent: Found =
Fuvadable Yersons | D Miessire]

K ORLLA]  Yew Corferes  {bp000<50mE)

Set Options For Bundie Filter

™ ALLCW NOK-BUNDLE VERSTOHS:

Shime other wersions: of the produscts that sre in the bursdie. This lets you inclade updustes thist may be newer than thess that wers relassad in the bursde.

[ ALLOWY MON-BUNCLE FRODIICTS:

St Lpdates For products that see not Dot of Ehe bundie Thes lets ol updabe other Eams on your system al the: £ame bime a5 applying the bunde (a5 a
convenience, of becauos updates in the bundis may depend om tham)

[ FORCE ALL BRNDLE LPDWTES:

Rutoimatically set the Toece™ flag For updeabes inthe bunede. This causes the update bo install even F s not necessary, & long as the supporbed hardwans i present
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For more information about the screen, see "Selecting bundles to filter (on page 19)." To proceed with the
installation process, click OK.

NOTE: Bundle filters only apply to software components. Bundle filtering has no effect on
firmware components.
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Selecting components to install on multiple hosts

The Select ltems to be Installed screen displays the server hosts and their status information.
v smortvpdatettonsger

[4] HP Smart Update Manager
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The Select ltems to be Installed screen includes the following buttons:
e  View Host—Enables you to view additional information about a host after you select it.

e Install—Installs all selected components on all remote hosts. The Install button is grayed out when a
dependency failure occurs.

e  Exit—Exits HP Smart Update Manager.

The server host pane of the Select ltems to be Installed screen displays summary information for the server
hosts available for installation and features a drilldown of individual hosts.

The server host pane is divided into the following columns:

e Host—Specifies the name of the system, number of updates available, and the estimated time for the
installation.

e  Status—Specifies the status of the host.

lcon |Text Description
2 Ready The host is ready for installation.
FH Nothing to Install The host is already up-to-date.

1

Host Skipped Due to The host is skipped due to an existing HP Smart Update Manager session.
Existing HPSUM Session
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lcon |Text Description

3] Action Required The host is not ready for installation. Click View Host for additional
information.
Discovery Failed The host is not ready for installation. The detection of installed hardware,

software, and firmware has failed.

NOTE: The default reboot behavior after updates are installed might also appear in the Status
column.

To zoom in to single host selections, click View Host on the Select ltems to be Installed screen. The
Selections for Single Host screen appears.
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To set single-host selections, proceed as described in "Selecting Components to Install (on page 20)."

After setting the single-host selections for all hosts to be updated, on the Select ltems to be Installed screen,
to proceed with the installation, click Install .
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Viewing the installation results for multiple hosts

When the installation is complete, the Installation Results screen appears.

Il 1 Smart Update Manager =

[4] HP Smart Update Manager

Installation Results
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The Installation Results screen is divided into the following columns:

e Host—Specifies the IP address or DNS name of the host.

e  Status—Specifies the overall installation status of the components on the remote host.

|
_ wmnm |

Icon Text Description
& Success The host was updated successfully.
Fd Nothing to install The host is already up-to-date.

[ ]

Installation canceled by user | The installation was canceled and cannot continue the process.

Ed Installation failed One or more of the component installations have failed.

The Installation Results screen also includes the following buttons:

®  View Host—Enables you to view the installation results for the selected host.

e  Exit—Exits HP Smart Update Manager.
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To view single-host installation results, double-click the host or select the host, and click View Host.
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Proceed as described in "Viewing the installation results (on page 27)."
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Deploying PSPs in Novell NetWare

Overview of PSPs for Novell NetWare

This chapter discusses how to use PSPs for Novell NetWare. HP provides the Proliant Deployment Utility
for Novell NetWare for deploying the PSPs for NetWare.

Several usage scenarios are provided as examples at the end of this chapter.

PSPs are operating system-specific bundles of HP server support software. Each PSP includes multiple self-
installable components known as Smart Components (optimized drivers, management agents, utilities,
and ROMs). This PSP design improves and simplifies operating system integration, flexibility, and system
configuration.

Minimum requirements for NetWare servers

¥  IMPORTANT: Before deploying software updates on a target system, be sure that a recent
backup of the target system is available in the event the deployment procedure fails.

The PSP is ships in a single bundle that supports NetWare 5.1, 6.0, and 6.5. The bundle installs the
appropriate software for the installed version of NetWare. The PSPs have the following minimum
requirements:

e NetWare 5.1—Base installation. However, HP recommends Support Pack 8 or later.
e NetWare 6.0—Base installation. However, HP recommends Support Pack 5 or later.
e NetWare 6.5—Base installation. However, HP recommends Support Pack 3 or later.

The PSP is designed for use after the operating system installation to update drivers and install HP utilities
(such as Power Management and Health) and agents (Foundation, Server, NIC, and Storage).

i  IMPORTANT: Although you cannot use PSP during initial NetWare red-box installation, HP
provides the necessary drivers for red-box installation on the SmartStart CD 7.90 and earlier in
the \compaqg\drivers\os_version directory in flat file format, where os_version is nw5, nwé, or
nwb5. Functionality to create driver diskettes needed for red-box installations is available from
the Windows® and Linux "autoruns" on the SmartStart CD. If you want support for red-box
installations, copy the contents of the directory from the SmartStart CD into the C:\NWUPDATE
directory on the server. To copy the contents of the directory from the SmartStart CD, the hard
drive must have had a DOS partition defined and formatted but before NetWare driver
detection.

NOTE: Starting with SmartStart 8.0, PSPs and individual components for Novell Netware are
only available through the PSP download page (http://www.hp.com/servers/psp).

Atter the installation is complete, use the PSP to complete the server configuration.
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Proliant Deployment Utility for Novell NetWare

HP has developed the Proliant Deployment Utility for Novell NetWare to provide enhanced PSP
deployment capabilities. Using a console interface, the utility enables you to deploy and maintain PSP
software on a local server.

The Deployment Utility for Novell NetWare is available with PSPs for Novell NetWare at the software
and drivers website (http://www.hp.com/servers/swdrivers).

The utility has two modes of operation:

e  User interface mode—Provides a NUT-based graphical interface to guide the installation of a PSP or
a subset of components in the PSP

e  Command line mode—Enables non-graphical command line installation of a PSP or individual
components

When the user interface mode of the Deployment Utility for Novell NetWare is launched, a main control
window appears. The window provides details about the content of the PSP, including old and new
version numbers and descriptions for each component in the PSP.

G.HA of the Conpag Support Pag for Hovell HetWare
18 to Inztall Conponent{s} or ES0C to cancel

Installed Uersion

Etorage —
Unknown Lo X 3 Houell HetUare &
Unknown 2 Corpeag G ]
Unknown Conpag e Ult ral Contr ol ler De
¥ Corgpag oy iguration Utility For
ft.-rr;mq Ity sa ATA-188 Dual O mlll:el 1]
Conpay Unified RAID Host Adapter Hodule Driver

.83
Sfl.ud.lrl" = Fihpe l...]':.:l.nm:]. M
Unknown -y Conpay Storagelorks Fibere Channel Host Bus fAda
¥ |Hetwork

Force Inztallatian: i Reboot if Reguired: Mo Modify HCF Files:

After deploying the PSP on the target server, the Deployment Utility for Novell NetWare displays
comprehensive installation results, listing the components that were successfully installed, components that
were not needed for the target system, and any installation failures.

Deploying PSPs in Novell NetWare 44


http://www.hp.com/servers/swdrivers

Each component writes installation activity (including errors) to a common installation log file called
CPQLOG.LOG, which is located in the SYS:\ETC\ subdirectory. Information regarding subsequent
installation activity is appended to the same log file, providing a chronological history of all component
installation activity on the target server. The following figure shows a sample installation log file.

Installation of Conpag Integrated Management Log Uiewer UEility F
EEEEEETS B o D e e BB
Hon Aug 26 17:49:26 20A2

You are about te install vwi.21 of the E:
Compay Integrated Management Log Uiewer Utility for Howell MHetWare packag:
2Y5:~CPAA2337CPQIML.HLH was successfully copled to S5YS:S¥YSTEMNCPQIHL.HLH

d to the end of the SYS: STEM~AUTOQOEXEC.HCF file.
T regquire the server to be rehooted.

nt Log Viewer Utility for Mowell HetWare

Deployment utility usage scenarios tfor NetWare
servers

The Proliant Deployment Utility for Novell NetWare is a software maintenance tool used to deploy PSPs
and individual components on NetWare servers.

The overall PSP and component deployment strategy is consistent throughout all deployment scenarios on
NetWare servers, as shown in the following figure. The software must be copied to the NetWare target
server from either an administrative workstation or another server before it is deployed.

X TIP: To facilitate the use of the PSP deployment utilities, copy the utility files to their own
subdirectory on the hard drive of the administrative system.

—_——— _-o-"":':'-
Software i
Administrativa Deployment Ta Sarer
Software System ISingle) Lo
Repository
Scenario | Type of deployment Deployment method used
1 e User can install one or more components by | Command line by CPQDPLOY.NLM

means of a command line or .NCF file.

e User can install a bundle by means of a
command line or .NCF file.

e User is familiar with script files or wants fo
automate an installation of the NetWare

PSP.
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Scenario | Type of deployment Deployment method used

2 e User can select which components to install | Graphical (NUT-based) by
from a list. CPQDPLOY.NLM

e User can install all components with a few
simple keystrokes.

e User wants a graphical display of results of
the installation by component.

e User needs the ability to look at details of
each component before installation.

e User wants to choose which packages are
installed graphically or does not want to
work with script files.

3 e User can install a single component by Command line by individual component
means of a command line or .NCF file.

e User needs the ability to look at details of
each component before installation using the
-i switch.

o User wants to install only selected
components or wants to automate the
installation of selected components.

4 e User can install the component with a few Graphical (NUT-based) by individual
simple keystrokes. component

e User wants a graphical display of results of
the installation by component.

e User needs the ability to look at details of the
component before installation.

e User only wants to install a selected
component and does not want to work with
script files.

Command line parameters for the Proliant Deployment Utility for
Novell NetWare

This section explains the command line parameters used in the usage scenarios. Parameters can be
entered in uppercase or lowercase, with either a slash (/) or dash (-) preceding them. For example, -h, -
help, /h, or /help can be used. The order of parameters is not important.

Command line syntax for the Proliant Deployment Utility for Novell NetWare
<VOLUME:\ PATH\>CPQDPLOY [/H | /2] [/NUI] [/S] [/R] [/F] [/NOMODS]
[BPOOOxxx.XML | CP0OO0xxxx.NLM]

Command line argument Description

/H This argument displays a list of command line parameters.

/NUI This argument suppresses the user interface. However, during installation,
output is shown at the system console unless the silent (/S) option is also
used.
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Command line argument Description

/S This argument enables a silent installation. All messages are logged to
the SYS:\ETC\CPQLOG.LOG file. No console output or GUI is shown.

/R This argument reboots the system if any packages being installed require
it and if no failures occurred during the installation.

/F This argument forces the installation of all packages, regardless of the
software version installed on the server, as long as the component is
supported on the currently installed version of NetWare.

/NOMODS This argument prevents modifications to the STARTUP.NCF or
AUTOEXEC.NCF files. The default option is to make all modifications as
needed during the installation of each component bundle.

Command line syntax for individual NetWare component installation
<VOLUME:\ PATH\>CPOOXXXX [/H | /?]
[/xVOL:\PATH] [/NOMODS]

[/NUI] [/S | /F] [/I1 [/G] [/R]
[/bVOL:\ PATH]

Command line argument Description

/H This argument shows a list of command line parameters.

/NUI This argument suppresses the user interface. However, during installation,
output is shown at the system console unless the silent (/S) option is also
used.

/S This argument enables a silent installation. All messages are logged fo
the SYS:\ETC\CPQLOG.LOG file. No console output or GUI is shown.

/F This argument forces the installation of a package, regardless of the
software version installed on the server, as long as the component is
supported on the currently installed version of NetWare.

/| This argument displays the Package Payload information (no installation
occurs).

/G This argument displays Package Source and Destination information (no
installation occurs).

/R This argument reboots the system if the package being installed requires
it and if no failures occurred during the installation.

/xVOL\PATH This argument extracts the contents of the package to the directory
pointed to by VOL:\PATH.

/NOMODS* This argument prevents modifications to the STARTUP.NCF or
AUTOEXEC.NCF files. The default option is to make all modifications as
needed during the installation of each component bundle.

/bVOL\PATH* This argument backs up all files that will be replaced by the installation of
the package to the directory pointed to by VOL:\PATH. Versioning of
backups is not supported. Subsequent installs will overwrite existing files
in the given directory.

*Not supported by HP Agents and the Survey Utility components

NOTE: For /xVOL:\PATH and /bVOL:\PATH, there is no space between the x or b and the
path. If Vol:\Path does not exist, an attempt is made to create the path. An invalid volume or
path will be ignored, and the extraction will be terminated.
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Command line examples for the Proliant Deployment Utility for Novell NetWare

In the following examples, the PSP has been copied to the SYS:\DEPLOY directory.

Action

Command line

Use normal program execution to launch the
Deployment Utility.

SYS:\DEPLOY\CPQDPLOY

Use CPQDPLOY to deploy a specific Support
Pack.

SYS:\DEPLOY\CPQDPLOY [BPOOO111.XML]

Use the force option.

SYS:\DEPLOY\CPQDPLOY f

Use the “no user interface” option (no GUI).

SYS:\DEPLOY\CPQDPLOY -nui

Use the silent option (no command line or GUI
output).

SYS:\DEPLOY\CPQDPLOY -s

Use the silent option and the force option.

SYS:\DEPLOY\CPQDPLOY -s -f

Install a single component with the GUI.

SYS:\DEPLOY\CP002345

Install a single component with force and "no
user interface" options.

SYS:\DEPLOY\CP002351 - -nui

Extract component contents to another
directory.

SYS:\DEPLOY\CP002326 -xSYS:\TEMP

Determine the contents of a component without
extracting or installing the component.

SYS:\DEPLOY\CP002341 -i

Determine the source directory, destination
directory, primary NLM, and other component
information to be installed by the component
package without installing the component.

SYS:\DEPLOY\CP002346 -g

Deploy a single component from the
Deployment Utility with the force option.

SYS:\DEPLOY\CPQDPLOY CP002349.NLM -

Deploy a single component with the
Deployment Utility without modifying the .NCF
files.

SYS:\DEPLOY\CPQDPLOY CP002334.NLM -nomods

Deploy multiple components at one time, with
no graphical user interface.

SYS:\DEPLOY\CPQDPLOY CP002341.NLM -nui
CP002342.NLM

Deploy a single component from the command
line, using the force option.

SYS:\DEPLOY\CPOOXXXX.NLM -

Deploy a single component from the command
line, using the nomods option.

SYS:\DEPLOY\CPOOXXXX.NLM -nomods

A Support Pack and an individual component cannot be passed as parameters to CPQDPLOY at the same

time. Separate calls to CPQDPLOY must be made in this instance.

Invalid example:

SYS:\DEPLOY\CPQDPLOY CP002345.NLM BP000111.XML

Valid example:

SYS:\DEPLOY\CPQDPLOY BP000111.XML
SYS:\DEPLOY\CPQDPLOY CP002345.NLM
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Return codes for the Proliant Deployment Utility for Novell
NetWare

Value Meaning

255 Invalid input parameter—Invalid parameter is displayed at the console or login screen.

0 Installation failed—Refer to the SYS:\ETC\CPQLOG.LOG for details of failure.

1 Installation successful—-Reboot is not required to activate the new components.

2 Installation successful—Reboot is required to activate one or more new components.

3 Installation not attempted—Software installed is current.

4 Installation not attempted—Hardware supported by the component is not present.

5 Installation canceled—Installation was canceled by the user during a GUI installation.

6 Installation not attempted—Prerequisite software requirements were not met. Typically,
this means that the CPQHLTH driver was not installed before component installation.

Scenario 1: Command line deployment using CPQDPLOY.NLM

Command line installation using CPQDPLOY.NLM is achieved by passing as arguments either a Support
Pack file name or component file name to install along with either the -s or -nui switches. A Support Pack
file name has the format BPOOXXXX.XML. If the XML file is not in the start directory, CPQDPLOY.NLM
prompts you for a path to a valid Support Pack XML file, attempts to use a Support Pack file if only one
exists in the start directory, or provides a list of supported Support Packs if more than one is found in the
start directory.

¥  IMPORTANT: If the -s or -nui switches are used and a valid Support Pack XML file is not found
or more than one valid Support Pack XML file is found, the installation will fail.

A component file name has the format CPOXXXXX.NLM. CPQDPLOY.NLM can install one Support Pack or
multiple components at a time. A Support Pack is an HP tested collection of component packages that
includes device drivers, utilities, and agents. Regardless of the command line option passed, information
about the success or failure of the installation is logged in the SYS:\ETC\CPQLOG.LOG file.

Scenario 2: Graphical deployment using CPQDPLOY.NLM

Graphical (NUT-based) installation using CPQDPLOY.NLM is done by omitting the s and -nui parameters
in CPQDPLOY.NLM. You can pass the name of the Support Pack XML file or component that you want
installed. The deployment selection screen shows you the currently installed version of the software (if
found), the version of the software selected for installation, and a description of the software. The
following table lists the keystrokes that are available on the graphical screen.

Key Description

F1 Displays user help screens

F2 Toggles the force option

F3 Toggles the reboot option

F4 Marks/unmarks all components for installation

F5 Marks/unmarks an individual component or category in the list
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Key Description

F7 Toggles the Modify NCF Files option

F8 Displays more options

F10 Installs the marked package

Enter Shows the component package details and payload information
Esc Returns to the previous screen or exits the deployment utility

Atter the installation is complete, an installation status screen appears showing the results of the
installation. From this screen, you can press the F3 key to view the SYS:\ETC\CPQLOG.LOG file or
highlight a component and press the Enter key to view additional details of the installation. Pressing the
Esc key exits the component installer.

Scenario 3: Command line deployment of an individual
component

Command line installation of an individual component can be done by entering the LOAD command
(optional), the full path name, the name of the component package (such as CP002345) to install, and
either the -nui or -s switches. An individual component package file name is of the format
CPOXXXXX.NLM. Regardless of the command line option passed, information about the success or failure
of the installation is logged in the SYS:\ETC\CPQLOG.LOG file.

Scenario 4: Graphical deployment of an individual component

Graphical (NUT-based) installation of an individual component is done by omitting the -s or -nui
parameters from the command line used to install an individual component package. The deployment
selection screen shows you the currently installed version of the component package (if found), the version
of the component package selected for installation, and a description of the component package. Refer to
"Scenario 2: Graphical deployment using CPQDPLOY.NLM (on page 49)" for the keystrokes that are

available on the graphical screen.

Atter the installation is complete, a component installation status screen appears, showing the results of
the installation. Pressing the Esc key terminates the component installer.
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Deploying PSPs in Linux

Overview of PSPs for Linux

This chapter discusses how to use the PSPs for Linux, also known as LSPs. HP provides the HP LDU for
Proliant for deploying the PSPs for Linux.

PSPs are operating system-specific bundles of HP server support software. Each PSP includes multiple
installable components known as Smart Components (optimized drivers, management agents, and
utilities). This PSP design improves and simplifies operating system integration, flexibility, and system
configuration.

Separate PSPs are currently shipped for each supported distribution and version of Linux. Each PSP
includes the software appropriate for its supported distribution and version of Linux. The LSPs support 32-
bit and x86-64-based installations on both AMD®- and Intel®-based servers. The LDU installer deploys
only software that supports the detected hardware architecture.

Beginning with PSP 7.40, Linux Smart Components are included in the PSP. A Linux Smart Component
consists of an rpm, an xml file, and an optional ixt file.

Minimum requirements for Linux servers

¥  IMPORTANT: Before deploying software updates on a target system, be sure that a recent
backup of the target system is available in the event the deployment procedure fails.

PSP installation for Linux servers has the following minimum requirements:
e glibc 2.2.4-26 or later
e gawk 3.1.0-3 or later
e sed 3.02-10 or later
®  pciutils-2.1.8-25.i386.rpm or later
The following RPMs are also required:
e  On Red Hat servers:

o rpm 4.0.4 or later

o rpm-build 4.0.4 or later

o rpm-devel 4.0.4 or later
e On SUSE Linux servers:

o rpm 3.0.6 or later

In addition, components that are compiled from source code (such as NIC drivers) require the presence of
the following build tools:

e  gcc-2.96-108.1 or later
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®  cpp2.96-108.1 or later

e binutils-2.11.90.0.8 or later

o glibcdevel-2.2.4-26 or later

e kernel-headers-<version> (the version number depends on which kernel is used)
To install using the GUI option, you also need the following RPMs:

e gtk+-1.2.10-11 or later

e gtk-engines -0.11-3 or later

To support many HP value-add software deliverables included in the Linux PSP, you must install the
following platform-specific compatibility libraries:

e  For Red Hat Enterprise Linux 4 x86 servers:
o glib-1.2.10-15.i386 or later
o compatlibstdc++-296-2.96-132.7.2.i386 or later
o Im_sensors-2.8.7-2.i386 or later
o netsnmp-5.1.2-11.i386 or later
e  For Red Hat Enterprise Linux 4 AMD64/EM64T servers:
o glib-1.2.10-15.i386 or later
o compatlibstdc++-296-2.96-132.7.2.i386 or later
o Im_sensors-2.8.7-2.x86_64 or later
o netsnmp-5.1.2-11.x86_64 or later
e  For Red Hat Enterprise Linux 5 x86 servers:
o glib-1.2.10-15.i386 or later
o compatlibstdc++-296-2.96-132.7.2.i386 or later
o Im_sensors-2.8.7-2.i386 or later
o netsnmp-5.3.1-14.el5.i386 or later
e  For Red Hat Enterprise Linux 5 AMD64/EM64T servers:
o glib-1.2.10-15.i386 or later
o compatlibstdc++-296-2.96-132.7.2.i386 or later
o Im_sensors-2.8.7-2.x86_64 or later
o netsnmp-5.3.1-14.el5.x86_64 or later
e  For SLES 10 x86 servers:
o compat-2006.1.25-11.2.i586 or later
o compatlibstde++-5.0.7-22.2.i586 or later
e  For SLES 10 AMD64/EM64T servers:
o compat-2006.1.25-11.2.x86_64 or later
o compat-32bit-2006.1.25-11.2.x86_64 or later
o compatlibstdc++-5.0.7-22.2. x86_64 or later

These RPMs are included in the hppldu-librpms-<version> tarball and are installed by default unless you
specify otherwise during installation.
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LDU

NOTE: Be sure to include the version of the compatibility libraries that is appropriate for your
architecture. In some cases, there are separate 32-bit and 64-bit compatibility libraries for a
given distribution.

For a current list of supported Linux distributions and versions (and their associated errata kernels), see the
operating system support matrixes (http://www.hp.com/go/supportos).

If you are installing Red Hat Enterprise Linux 3, HP recommends also installing Update 1 or greater
(2.4.21-9.EL kernel). For more information, see the Red Hat website (http://rhn.redhat.com/errata/RHSA-
2004-017.html).

The PSPs are designed for use after the operating system is installed to update drivers and install HP
utilities (such as Health, RILOE, RILOE II, and iLO drivers) and agents (Foundation, Server, NIC, and
Storage).

for Proliant

HP has developed the LDU to provide an easy and efficient method to upgrade and manage system
software. The utility enables you to deploy and maintain PSP software on local servers through use of the
terminal window and on remote servers through use of the ssh utility.

The LDU is available with PSPs for Linux at the software and drivers website
(http://www.hp.com/servers/swdrivers).

[  IMPORTANT: Root access is required for the LDU. If you do not have root access, the
installation will not proceed.

The utility has two modes of operation:

¢  Terminal window mode—Enables nongraphical terminal window installation of a PSP or individual
components. Using command line parameters, terminal window mode can be executed in three
different ways:

o Silent
o No graphical user interface

o Single step—Presents each component individually and prompts the user to decide whether to
install it.

e  Graphical mode—Provides a gtk-based graphical interface to guide the installation of a PSP or a
subset of components in the PSP.
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When the graphical mode of the LDU is launched, the main window appears. The window provides

details about the contents of the PSP for the installed version of Linux.
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After deploying the PSP on the target server, the LDU displays comprehensive installation results listing the
components that were successfully installed, components that were not needed for the target system, and

any installation failures.

The LDU retrieves all installation activity (including errors) and writes this information to a common
installation log file on the server called hppldu.log, which is located by default in the /var/log
subdirectory. Information regarding subsequent installation activity is appended to the same log file,
providing a history of all component installation activity on the target server. The following figure shows a

sample installation log file.

Fie Edt Sefrgr Help
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Deployment utility usage scenarios for Linux servers

The LDU is a software maintenance tool used to deploy PSPs on Linux servers.

The overall PSP and component deployment strategy is consistent throughout all deployment scenarios on
Linux servers, as shown in the following figure. The software must be copied to the Linux target server
before it is deployed. After the software is on the target server, the installation can be driven from either a
terminal window on the target server or an ssh connection to the target server. The gtk interface is network
aware, so the interface will display on remote X terminals if the local DISPLAY environment variable is
configured appropriately.

—_— e
Software i
Administrativa Deployment Ta Sarver
Software System iSingla) Lo
Repository
Scenario Type of deployment Deployment method used
1: Command line  |e  User can install a PSP by means of a Terminal window installation using
deployment using terminal window or shell script. /install???.sh -nui
the terminal window User can silently install a PSP by means of a | Terminal window installation using
terminal window or shell script. /install??? sh -silent
e User can select which components to install | Terminal window installation using
from a terminal window. /install???.sh -y -nui
e User is familiar with script files or wants to Terminal window installation using
automate an installation of the Linux PSP. /install???.sh -nui ~inpuffile
filename

e User wants to view details of a component

RPM file at the terminal window Terminal window installation using

./install???.sh ~view rpmname

2: Graphical e User can select which components to install | Graphical (gtk-based) installation
deployment using a from a list. using ./install???.sh
glk-based GUI e User can install all components with a few | Graphical (gtk-based) installation
simple keystrokes. using ./install???.sh ~inputfile
filename

e User wants a graphical display of results of
the installation by component.

e User needs the ability to look at details of
each component before installation.

e User wants to choose which components
are installed graphically or does not want
to work with script files.

Command line syntax for Linux PSPs

This section explains the command line parameters in the usage scenarios. Parameters are case sensitive
and must be preceded with a dash () or double-dash (-). If several parameters are listed for a description,
then any of them can be used. For example, -h, -?, and ~help are equivalent. The parameters can be listed

in any order.
./install???.sh [-h | -? | --help] [--nui] [-s | --silent] [-r | --
reboot] [-f | --force] [--inputfile filename] [-t
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reboot timeout in minutes]
[-y]

view rpmname]

[-m "reboot message"] [-v | --verbose]

[-g | ——querystatuscode returncode]

Command line argument

Description

-h, -?, ~help

This argument displays a list of command line parameters.

-nui

This argument suppresses the user inferface. However, during installation,
output is shown in the terminal window unless the silent option is also
used.

-s, -silent

This argument enables a silent installation. All messages are logged to
the /var/log/hppldu.log file, unless overridden. No console output or
GUl is shown except for the final return code.

-r, ~-reboot

This argument reboots the system if any components installed require it
and no failures occurred during the installation.

+, force

This argument attempts to force the installation of all components. This
option bypasses the following installation checks:

e Minimum kernel version check
e Maximum kernel version check
e |Installed library file requirements
e Installed software version check

The force option does not force a component to install if prerequisites
such as required modules, files, source code, PCl device support, and
build environment are not available.

~inputfile filename

This argument enables you to pass input parameters to the LDU to enable
scripted deployments of the PSPs. The file name can be any valid Linux
text file name. To find the format of filename, see the section on scripted
installation in the "Advanced installation of PSPs in Linux (on page 75)"
section of this document.

+ reboot_timeout_in_minutes

This argument enables you to delay a reboot by the specified number of
minutes to enable users to save their data and log out from the server. If
the -reboot parameter is not included, this parameter is ignored.

-m “reboot_message”

This argument enables you to send a message to all users currently
logged in before rebooting the server. The message must be in double
quotes to be sent properly. If the ~reboot parameter is not included, this
parameter is ignored.

-v, -verbose

This argument enables you to see more information than is normally
displayed during an installation.

-view name.rpm.far.gz,
name.rpm

This argument enables you to view the details associated with a given
component RPM in the terminal window. The name provided must be in
the format of componentname.rpm or componentname.rpm.tar.gz.

This argument enables you to step through the terminal window
installation of a PSP. For each component, you are prompted to choose if
the component is installed, or to exit out of the LDU. The -y switch forces
the -nui switch option.

-q returncode,

~querystatuscode returncode

This argument displays the text associated with any LDU return code.
When this argument is used, no installation is performed.
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Return codes for the LDU

Value |Meaning

0 Installation was successful. Reboot is not required.

1 Component XML files are missing or corrupt.

2 No components to be installed were found in the bundle XML file.

3 Bundle XML file is missing, or no bundle XML was found that supports the installed version of
Linux.

4 Component RPM files are missing or corrupt.

5 A condition was not met for one or more components.

6 The file listed as the configuration input file on the command line was not found.

7 The selected components are not required on this system.

8 More than one bundle XML file was found that supports the currently installed distribution of
Linux.

9 User did not install any components before exiting the LDU.

10 Installation of one or more components failed.

11 User did not configure a component requiring configuration.

12 Preconfiguration of one or more components failed.

14 Postconfiguration of one or more components failed.

15 Reserved

16 Component installation was successful. Reboot is required to complete the installation of one or
more components.

17 Installation of the selected components was not attempted because the software version is the
same as the previously installed version.

18 Installation of the selected components was not attempted because a newer version of the
software is already installed.

19 Installation of the selected components was not attempted because the hardware supported by
the component was not found in the server.

20 One or more command line parameters on the ./install???.sh command were incorrect and must
be fixed for installation to occur.

21 The user canceled installation of the Linux PSP before completion using Ctrl+C.

22 Another instance of the LDU was found running on this server. Only one instance of the LDU can
run at a time.

23 User aborted the installation during installation of components by clicking the Abort button.

24 The component does not support the server architecture or processor type. This could be
returned by a component that does not support the processor vendor (such as AMD or Intel®) or
the bit-width (32-bit or 64-bit) in use on the server.
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Scenario 1: Command line deployment using the terminal
window

Terminal window installation using the ./install???.sh command is achieved by passing the -s, ~nui, or -y
switches as arguments. Root access is required for the LDU to operate. The install shell sets up the LDU for
command line operation. The LDU determines the appropriate PSP bundle by comparing the available
bundles with the installed version of Linux on that server. The LDU then proceeds with the installation of
that PSP.

Silent installation

During a silent installation, the LDU does not prompt for user input. Any components that would normally
require user input fail unless the necessary information has been provided in the input file using the -
inputfile filename option on the ./install???.sh command. Installation of PSP can require up to 30 minutes,
especially if multiple drivers must be built. With silent installation, the installation of all components is
attempted.

To install silently, you must use the -s or -silent options on the ./install???.sh command:
./install???.sh --silent

All output that would normally be written to the terminal window during installation is saved in the default
log file, /var/log/hppldu.log.

No graphical user interface installation

During an installation that uses no graphical user interface, the installation proceeds in the terminal
window. When the LDU is in this mode, user input and program output appear in the terminal window.
Program output is saved to the default log file, /var/log/hppldu.log.

To perform an installation with no graphical user interface, you must use the -nui option on the

./install???.sh command:
./install???.sh --nuil

At the start of the -nui installation, the appropriate PSP for the installed version of Linux is determined. The
PSP contains the components that support that version of Linux. These component contents are parsed to
determine their installation requirements.

If any components require configuration, you are prompted for the configuration information during the
installation of these components. If a password is required, you are prompted to verify the original
password. After the configuration data is confirmed as valid, the -nui installation continues installing the
components in the PSP.

During installation, information about each component installed appears. The name, version, and
description of the installed component are shown on the console. Any data generated by the installation
(including output from RPM scripts) appears in the terminal window, which continues until installation of
the component is attempted.
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After the installation is complete, the final status is returned by the LDU. If the reboot option was selected
and the installation was successful, the server reboots. If the reboot option was not selected, you are
returned to the terminal window prompt.

Fig Eel Setings  Hab

¥  IMPORTANT: If the -s switch is used and a valid Support Pack XML file is not found or more
than one valid Support Pack XML file is found, the installation will fail.

Single-step installation

During a single-step installation, the installation proceeds in the terminal window. When the LDU is in this
mode, user input and program output are provided in the terminal window. Program output is saved to
the default log file, /var/log/hppldu.log.

To perform the installation using single-step mode, you must use the -y option with the ./install???.sh

command. The -y parameter forces a terminal window installation.
./install???.sh -y

At the start of the single-step installation, the appropriate PSP for the installed version of Linux is
determined. The PSP contains the components that are deployed for that version of Linux. These
components are parsed to determine their installation requirements.

If any components require configuration, you are prompted for the configuration information during the
installation of these components. If a password is required, you are prompted to verify the original
password.

After parsing the component XML files, the following prompt appears asking you to choose if the single-

step installation process will attempt the installation of a particular component:
Do you wish to install the <component name> component?
[(Y)/(N)/(C)ancel]

If you select "y" or "Y," the component is installed. If you select "n" or "N," the LDU does not install that
component and proceeds to the next component in the list of components to be installed. If you select "c"
or "C," the LDU terminates and does not attempt fo install any remaining components.

Regardless of whether you choose to install a particular component, the name, version, and description
for the component appear on the console. If you choose to install a component, then data generated by
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the installation (including output from RPM scripts) is shown in the terminal window. This continues until
you are prompted for every component in the bundle or until you have canceled out of the LDU.

Atter the installation is complete, the LDU returns the final status. If the reboot option was selected and the
installation was successful, the server reboots. If the reboot option was not selected, you are returned to
the terminal window prompt.

Fie Edi Seings Help

Viewing component data from a terminal window

From the terminal window, information can be obtained about what prerequisites and post-installation
requirements are handled by the LDU without installing the component. This can be done by using the -
view command line option. Information returned by the ~view command line option includes:

e Component name

e  RPM file name

e  Currently installed version

e New version

e Whether a reboot is required to activate the component
e  Configuration requirements and status

e  Component description

e  Pre- and postinstallation commands, including minimum and maximum kernel versions supported,
commands to be executed, PCl device IDs supported, required directories and files, and any
environment variables necessary to build the component

The following is an example usage of the -view command:
./install???.sh --view hpasm-jlk
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The output from the view command is shown in the following figure.

Fis Edi Seings Help

Scenario 2: Graphical deployment using a gtk-based GUI

Graphical installation uses the ./install??2?.sh command without the —--nui, --silent, or -y
parameters. A gtk-based GUI enables you to install the PSP components.

NOTE: The LDU is designed to run on 1024 x 768 or higher screen resolutions. Running the
LDU at 800 x 600 screen resolution might require hiding the user panel normally located at
the bottom of the screen.

When the LDU graphical mode is launched, the main window appears.
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Information provided on the main installation screen includes:

e Name of the server targeted for installation

e Name of the PSP to be deployed on the server

e  Select Components to Install section

The Select Components to Install section includes five columns:

e  The Status column lists the installation status for each component:

[e]

(¢]

B The installed version of the component is the same as, or newer than, the component in the
PSP. If you click the Install button, the PSP component is not installed.

[ The component is not installed, or the installed version is older than the component in the PSP.
If you click the Install button, installation of the PSP component is attempted.

& The component can be optionally configured. If you do not change the parameters of the
component, the default values for the configuration parameters are used. If you click the Install
button, installation of the PSP component is attempted.

@& The component requires configuration. While the component might installed, it is not fully
functional until configuration is successfully completed. If you click the Install button, installation of
the PSP component is attempted.

[No icon] The component has been deselected. The component is not installed.

e The Contig? column lists the configuration requirements for each component:

[e]

o

[e]

[e]

Required—Configuration is required to install this component successfully.

Optional—Configuration is optional for this component. Configuration default values are used
unless they are altered.

Completed—Configuration of this component is complete and installation can proceed.

No—No configuration is required for this component.

e The Installed Version column lists the installed version of each component.

e The New Version column lists the new version that can be installed for each component.

e The Krnl Src? column lists the components that require kernel source or kernel header files before
they can be installed. Most of these components are built from source RPMs during installation.

e The Description column lists the description of each component.

The Select Components to Install section of the main window enables you to view details about
components, as well as configure components, and select components for installation.

To view the details for a component:

1. Select the component from the menu.

2. Rightclick the component to view the component information menu.
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3.  Select the Component Details option to see the details for the selected component, as shown in the
following figure.
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To configure a component that has optional configuration requirements:

1. Select the component.
2. Rightclick the component to view the component information menu.

3. Select the Configure Component option. The configuration screen for the selected component
appears. For more information, see "Component configuration (on page 75)."

You can select or clear components for installation from the Selected Components to Install section by:
e Doubleclicking a component

e  Selecting a single component

e  Selecting multiple components while pressing the Ctrl or Shift key

After the components to be added or removed have been selected, rightclick the selected component to
view the component information menu, and select Install Component or Do Not Install Component.

The Installation Options section of the main window enables you to set force or reboot options for
component installation. The options include:

e  Force installation of all components, regardless of installed version. This option causes the LDU to
bypass several dependency checks and attempt to install all components in the PSP.

The force option bypasses checks for the following:
o Minimum kernel version

o Maximum kernel version

o Library file dependencies

o Installed software version check

NOTE: Some dependencies are required even with the force option, such as file and directory
dependencies, PCl device presence check, successful execution of programs and scripts
required to complete the installation, and others.
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This option also causes any components that are RPM-based to use the ~force option during the RPM
installation phase of the given component. For more information on the force option, refer to
"Command line syntax for Linux PSPs (on page 55)." If the ~force option is used with the
./install???.sh command, the force option will be set in the GUI.

e Reboot the server after successful completion of Proliant Support Pack installation if components
require it. This option causes the server to be shut down and rebooted after successful completion of
the installation. If any component fails to install, the reboot does not occur. The reboot option in the
GUI uses the parameters passed on the ./install???.sh command, such as + and -m, to reboot the
server using the /sbin/shutdown program. A shutdown can be canceled by using the
/sbin/shutdown -c command at a terminal window as long as the timeout set by the -+ command has
not passed.

At the bottom of the LDU main screen are two buttons labeled Install and Exit.

NOTE: On some 800 x 600 display resolutions, the Install and Exit buttons might be hidden
beneath the user panel. To view the Install and Exit buttons, hide the user panel or collapse it
to one side of the screen.

e  The Install button enables you to begin the actual installation after the components have been
selected and configured if necessary, and other options selected.

e The Exit button enables you to exit the installation.

NOTE: Nothing is installed until the Install button is selected.

After you select Install, the Installation in Progress appears. This screen contains an Abort button to
terminate the installation, if necessary.

NOTE: The Abort button leaves the installation at its current point. No cleanup or removal of
components is attempted. If the installation of a component is in progress, it completes its
current command and then terminates. If the command does not complete in approximately 45
seconds, the current command is canceled and the LDU terminates.
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The Installation in Progress screen has four columns:

e Description—Lists the description of each component.

e Installed Version—Lists the currently installed version of each component.
®  New Version—Lists the new version of the component included in the PSP.

e  Status—Lists the installation status of each component. The component currently being installed is

highlighted.

The pane at the bottom of the screen displays a log of the current progress of the installation.

NOTE: Full installation of the Linux PSP can take up to 30 minutes, depending on the
operations being performed. Operations such as compiling drivers, removing previous RPMs,
and so on are processor- and |/O-intensive operations that take time to complete.

Atter the installation is finished, a window appears that indicates the installation is complete. To display
the Installation Status Screen, click OK.
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The Status column shows the final installation status of the components selected for installation. The icons
are defined as follows:

e M Installation of the component was successful.
e @ Installation of the component failed.
e  ®Installation of the component was not required.

If a component installation fails, use the installation log in the lower portion of the Installation Status
Screen to determine why. To view the portion of the log file that corresponds to a particular failed
component, select the component in the upper window. The log file in the lower window displays the
appropriate portion of the log.

If certain prerequisites are not met, a component is shown as "not required." For example, a driver only
installs if the PCl device that the driver supports is present in the server. If the version of a component is
the same as or older than what has been previously installed or if you chose not to install a particular
component, a component is also shown as "not required."
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After viewing the Installation Status Screen, click the Return to Main Menu button to return to the LDU main
menu. It might take several seconds fo update the main menu screen with the results of the previous
installation. After this occurs, you can choose to install another component or exit the LDU.
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Advanced topics

Advanced installation of PSPs in Windows

This section addresses advanced installation of PSPs in Windows®.

Component configuration

Component configuration requires that Smart Components are in a write-accessible location. A CD or
read-only network share is not supported. If you have obtained your support pack from the SmartStart CD,
copy the entire contents of the support pack directory to the local hard drive or a network share, and then
make sure the read-only attributes are cleared from all files.

Some components might have required or optional configuration settings. Configuration parameters can
include information necessary to set up the component correctly or passwords required for software
installed by the component. If the optional configuration data of a component is not provided and the
component has not been installed previously, it will use default values for that configuration data. If the
component has been previously installed and configured, then the existing configuration information will
be preserved if no changes are made to the configuration data.
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Configurable components are indicated in the Optional Actions column of the Select ltems to be Installed
screen screens. To configure a component, click Configure Now.
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Follow the instructions when the ltem Configuration screen appears. When the configuration is complete,
the Select ltems to be Installed screen reappears.

Command line installation

The HP Smart Update Manager command line interface enables you to script custom installations.

Command line syntax

The general command line syntax for HP Smart Update Manager is:
hpsum [/h[elp]] [/?] [/florce]] [/florce]:bundle] [/f[orce]:rom]
[/florce] :software] [/f[orcel:all ] [/g (/downgrade)] [/e (/rewrite)]
[/m[utual]l)] [/r[eboot]] [/reboot message "reboot message']
[/reboot delay timeout in seconds] [/reboot always] [/s[ilent]]
[/c[omponent] <component to install>] [/group "group name'"]
[/b[undle] <bundle to install>] [/allow_update to bundle]
[/allow non bundle components] [/use latest] [/use location
"file share"] [/use snmp] [/use wmi] [/romonly] [/softwareonly]
[/dryrun] [/continue on error <error>] [/override existing connection]
[/express install] [/user <username> or /username <username>] [/passwd
<password>] [/current credential] [/target "netAddress"] [/logdir
"path"] [<componentl to install> <componentZ to install> ...]
[<bundlel to install> <bundleZ to install> ...]
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The HP Smart Update Manager with Onboard Administrator requires a user ID and password to log in.
The user ID must be an Administrator equivalent ID and not an operator or user equivalent level ID.

NOTE: All arguments and information enclosed in brackets are optional.

On Windows® operating systems, use a slash (/) before each argument. On Linux operating systems, use
a hyphen () before each argument.

If no command line arguments are executed on the command line, the component GUI appears.

Command line arguments

HP Smart Update Manager recognizes the following command line arguments. These arguments
prepopulate the GUI in the Select ltems to be Installed screen. If you specify the host or group, the Select
ltems to be Installed screen does not appear.

You cannot use some arguments such as /romonly and /softwareonly together.

Command line argument | Description

/hlelp] or /2 This argument displays command line Help information.

/florce] This argument enables you to override or downgrade an existing component
installation. This argument produces the same results as /f:software.

/florce] :bundle This argument enables you to override or downgrade the existing installation
of components in the selected bundle.

/florce]:rom This argument enables you to override or downgrade the existing installation
of the selected firmware components. (Applies to firmware only.)

/florce] :software This argument enables you to override or downgrade the existing installation
of the selected software components.

/florce]:all This argument enables you to override or downgrade the existing installation
of the selected software components, firmware components, and bundles.

/g or /downgrade This argument enables you to downgrade to an earlier version of firmware for
multi-+target devices such as hard drives and array controllers. (Applies to
firmware only.)

/e or /rewrite This argument enables you to rewrite the same version of firmware only for
multi+arget devices such as hard drives and array controllers. (Applies to
firmware only.)

/m[utual] If the device you want to flash is in a shared storage environment, then this
argument informs the firmware flash engine to flash the firmware. If the device
to be flashed is in a shared storage environment, and the /m option is not
passed, then the component installation fails. (Applies to firmware only.)

/r [eboot] If the following conditions are met, then this argument causes the server (or
host server in a remote installation) to reboot:

e The /reboot option is selected or given as a command line argument.
e All components selected for installation are successfully installed.

e At least one of the installed components requires a reboot to complete its
installation.
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Command line argument

Description

/reboot message
"reboot message"

This argument displays the specified reboot message on remote consoles
connected fo the server you want fo reboot. You must use this argument with
the /reboot option, or the argument is ignored.

/reboot delay
timeout_in_seconds

This argument delays the reboot of the server for the length of time specified by
the timeout_in_seconds variable. You must use this argument with the
/reboot option, or the argument is ignored. Acceptable values are between
15 and 3600. The default timeout value is 15 seconds for Microsoft®
Windows® and 60 seconds for Linux. In Linux, the Reboot Delay time is
converted from seconds to minutes. For Linux, any value under a full minute,
59 seconds or less, rounds to the next minute.

/reboot_always

If the following conditions are met, then this argument forces the server to
reboot:

e The /reboot always option is selected or given as a command line
argument.

e All components selected for installation are successfully installed.

/s[ilent]

This argument causes the installation to run silently with no GUI or console
output. All data writes to the log file. Any generated prompts use the default
option and continue the installation without user input. If a component requires
input before installation (such as configuration information), then the
component installation fails, and an error message writes to the log file. Failed
dependencies are not reported to the user when using the

/s [ilent]argument. To check for failed dependencies, remove the
/s[ilent] argument, reissue the command line, and then the HP Smart
Update Manager GUI appears.

/c [omponent]
<component to install> or
<component1_to_install>
<component2_to_install>

This argument specifies the components to install. Components to install can be
specified with or without the /c [omponent] argument. If using the
/clomponent] argument, only one component can be specified with the
argument. However, multiple /c arguments and components can be specified
on the same line. If the /c[omponent] argument is not used, multiple
components can be specified at the same time, but the components must be
separated by a blank and listed after all the arguments on the command line.
The components are installed in the order provided unless dependencies
between components require installation in a different order. If so, the utility
changes the installation order based on the component dependencies to
ensure the successful installation of as many components as possible. Multiple
components and bundles can be specified on the same command line. When
mixing components and bundles on the command line, the filter switches
control what components and bundles are installed.

/group "group_name"

This argument specifies an already defined group name in the HP Smart
Update Manager GUI.

/blundle]
<bundlename> or
<bundle1_to_install>
<bundle2_to_install>

This argument specifies the bundles to install. Bundles to install can be
specified with or without the /b[undle] argument. If using the /b [undle]
argument, only one bundle can be specified with the argument. However,
multiple /b arguments and bundles can be specified on the same line. If the
/blundle] argument is not used, multiple bundles can be specified at the
same time, but the bundles need to be separated by a blank and listed after all
the arguments on the command line. Multiple components and bundles can be
specified on the same command line. When mixing components and bundles
on the command line, the filter switches control what components and bundles
are installed.
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Command line argument | Description

/allow_update_to_bun |This argument is a filter switch and enables the user to install newer versions of
dle components defined in a PSP or firmware bundle. This argument enables these
components to replace the older versions of the same component that might
have shipped with the bundles.

/allow_non_bundle_co |This argument is a filter switch and enables the user to install components that
mponents are not included in the bundle but reside in the directory with the components

in the bundle.

/use_latest This argument is a filter switch for use with bundles. The argument enables you
to use the latest version of the bundle when multiple versions of bundles are
listed on the command line. If there are no bundles specified on the command
line, and multiple bundles are in the directory, the /use latest argument
allows HP Smart Update Manager to use the bundle with the latest version for
installation.

/use_location This argument specifies a directory or file share that contains the PSP and
"file_share" components for use with HP Smart Update Manager. If you do not specify this
argument, the directory containing hpsum.exe or HP Smart Update Manager is
used by default. The logged-in account must have access to this location. The
/user and /passwd arguments do not have any effect when attempting fo
access the file share. You can use those arguments only when connecting to a
target system.

/use_snmp This argument specifies that components, which use SNMP protocol, are
available to be selected for installation. These components are available for
selection by default. When the /use snmp argument is used, and the
/use_wmi argument is not, the WMI components are optional.

/use_wmi This argument specifies that components, which use WMI protocol, are
available to be selected for installation. These components are optional by
default and will not be installed unless this argument is used. When the
/use_wmi argument is used, and the /use_ snmp argument is not, the SNMP
components are optional.

/romonly This argument is a filter switch and allows the user to see only the firmware
components needed for installation. When using this filter switch, you must
exit, and then restart HP Smart Update Manager to return to an unfiltered state.
Do not use the /romonly argument with the /softwareonly argument.

/softwareonly This argument is a filter switch and allows the user to see only the software
components needed for installation. When using this filter switch, you must
exit, and then restart HP Smart Update Manager to return to an unfiltered state.
Do not use the /softwareonly argument with the /romonly argument.

/dryrun This argument simulates the installation for a test run. Nothing is installed.

/continue_on_error This argument causes the installation to continue and ignore errors. Valid
<error> values are <error>=ServerNotFound and <error>=BadPassword. The
ServerNotFound option can be used to bypass inactive or unavailable remote
hosts when deploying firmware or software to multiple remote hosts at the
same time.

/override_existing_c |This argument defines the behavior when a remote target has an existing HP
onnection Smart Update Manager session in progress. This argument overrides the
session in progress and reinitializes the installation framework on the remote
host.
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Command line argument | Description

/express_install This argument starts express install (for local host only). The HP Smart Update
Manager performs discovery, install, or exit without user interaction. The user
can cancel or terminate HP Smart Update Manager.

/user <username> or This argument enables you to log in to HP BladeSystem c-Class Onboard
/username <username> |Administrator with your user ID.

/passwd <password> This argument enables you to use the password for the user ID specified in the
/user parameter. The password is used to log in fo remote hosts and HP
BladeSystem c-Class Onboard Administrators.

/current_credential |This argument enables the credentials of the local host to be used as the
credentials o access the targets instead of providing the username and
password explicitly for each target. The assumption is that the current
credentials are valid for the targets being accessed. (Applies to Windows®
operating systems only.)

/target "netAddress" This argument is the IP address or the DNS name of a HP BladeSystem c-Class
Onboard Administrator or remote host. When two Onboard Administrators are
in an enclosure, this argument should be the active Onboard Administrator.
When specifying the [P address, you can use either the IPv4 or IPv6 format.

/logdir "path" This argument enables you to redirect the output from HP Smart Update
Manager or the HP BladeSystem c-Class Onboard Administrator flash utility to
a different directory than the default location. For Windows® components, the
default location is %SYSTEMDRIVE%\CPQSYSTEM\hp\log<netAddress> and
the redirected location is <path>\hp\log\<netAddress>. For Linux
components, the default location is /var/hp/log/<netAddress> and the
redirected location is <path>/hp/log/<netAddress>.

Component configuration for Windows components only

To configure components without using the HP Smart Update Manager GUI, issue the command,
hpsum_config <component_to_configure>. This command presents the same configuration screens
seen in the HP Smart Update Manager GUI. You must run this command from read-write media. Running
from a CD or other read-only media prevents the component from being configured. Configuration for a
given component needs to be executed only once. The configuration is stored within the component and
is propagated to all target servers when deployed through HP Smart Update Manager GUI or command
line. To change the configuration, rerun hpsum config against the component and a new configuration
writes out. If a component does not need configuration, the hpsum config command returns fo the
console.

To configure components to be deployed on all editions of the Windows Server® 2008 with the Server
Core option, you must access the system as a remote host using HP Smart Update Manager running on a
system with a supported Windows® operating system, and then configure the components before
deployment.

NOTE: The PSP .CMD file is a script that attempts installation of all components in the PSP
regardless of whether a component is needed or not. It is not recommended that you use the
.CMD file because it has no intelligence other than checking the return codes and ensuring the
components are installed in the right order. When using this method to install components,
both the SNMP agent and WBEM provider are installed on the server and the WBEM provider
takes precedence.
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Command line examples

The following command line parameter examples can be executed within these environments:

e Windows® PSPs:
o Proliant Support Pack for Microsoft® Windows Server™ 2003 v7.90 (BP000323 . xm1)
o Proliant Support Pack for Microsoft® Windows Server™ 2003 v7.80 (BP000315. xm1)

e  Firmware:
o System ROM
o Smart Array controller
o Hard drives
o ilO
e  Software—later version of:
o HP Insight Diagnostics Online Edition for Windows Server™ 2003 (cp008097 . exe)
o HP System Management Homepage for Windows® (cp008257 . exe)

e HP Smart Update Manager

o Defined groups: Management Servers—Three servers (Management Server1, Management
Server2, Management Server3)

Example 1:

This command line input deploys the latest PSP and firmware components:

hpsum /use latest /allow non bundle components /silent

Results: All the software components from the 7.90 PSP and firmware components, which HP Smart
Update Manager determined needed to be installed, were installed.

Example 2:

Either of the following command line inputs can deploy the previous version of the PSP only and force all
the components to be installed:

o hpsum /f:bundle /softwareonly BP000315.xml
o hpsum /b BP000315.xml /f:bundle /softwareonly

Results: All the software components from the 7.80 PSP, which HP Smart Update Manager determined
needed to be installed, were installed. No firmware was installed.

Example 3:

This command line input deploys firmware:

hpsum /romonly

Results: All the firmware components, which HP Smart Update Manager determined needed to be
installed, were installed. No software was installed.

Example 4:
Either of the following command line inputs can deploy two software components:
° hpsum /f:software cp008097.exe cp008257.exe

o hpsum /c cp008097.exe /c cp008257.exe /f:software
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Results: The two components were installed. No firmware or other software was installed.
Example 5:

Either of the following command line inputs can deploy the latest PSP, later versions of components in the
bundle, and firmware to three remote hosts and force all components to be installed:

° hpsum /group "Management Servers" /current credential /use latest
/allow update to bundle /allow non bundle components /force:all
/override existing connection /continue on error ServerNotFound /silent
/logdir "Management Server Files"

° hpsum /target "Management Serverl" /target "Management Server2" /target
"Management Server3" /user administrator /passwd letmein /use latest
/allow update to bundle /allow non bundle components /force:all
/override existing connection /continue on error ServerNotFound /silent
/logdir "Management Server Files"

Results: All the firmware components, software components from the 7.90 PSP, cp008097.exe, and
cp008257.exe were installed on Management Server1, Management Server2, and Management
Server3.

HP Smart Update Manager return codes

HP Smart Update Manager has consolidated return codes from Linux and Windows® components into a
new, enhanced return code mapping. These return codes determine the status of the component
installation. You can also use return codes in a script to control the execution of the script and determine
any required branching.

In Linux, the negative return codes are reported. These return codes are determined by subtracting the
negative value from 256.

To view the installation log file locations, see "Viewing the installation results (on page 27)."

Return code Value |Linux |Windows |Text

SUCCESS_NO_REBOOT 0 0 0 The installation was successful.

SUCCESS_REBOOT 1 1 1 The installation was successful, but a
reboot is required.

SUCCESS_NOT_REQUIRED 3 3 3 The component was current or not
required.

FAILURE_GENERAL -1 255 255 A general failure occurred. See the
error log for defails.

FAILURE_BAD_PARM -2 254 254 A bad input parameter was
encountered.

FAILURE_COMPONENT FAILED -3 253 253 The installation of the component
failed.

Windows smart component return codes

Error level |Meaning

0 The smart component failed to install. For more details, see the log file.

1 The smart component installed successfully.

2 The smart component installed successfully, but the system must be restarted.
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Error level |Meaning

3 The installation was not attempted because the required hardware is not present, the
software is current, or there is nothing to install.

Linux smart component return codes

Single target servers:

Error level |Meaning

0 The smart component installed successfully.
1 The smart component installed successfully, but the system must be restarted.
2 The installation was not attempted because the required hardware is not present, the

software is current, or there is nothing to install.

3 The smart component failed to install. For more details, see the log file.

Multi-target servers:

Error level |Meaning

0 The installation of the deliverable is successful. No reboot is required.

1 The installation of the deliverable is successful. Reboot is required for the deliverable to be
enabled.

2 The installation was not attempted because the version to be installed matches the version

already installed.

3 The installation was not attempted because of one of the following:
e The version to be installed is older than the version already installed.

e The supported hardware is not present, not enabled, or in a state that an installation
could not be attempted.

e The smart component does not support the environment.

o There is nothing for the component to accomplish.

4 If the component is installing to a remote target, such as Onboard Administrator or other
network-based deployment, this return code indicates that the target cannot be found.

The installation was canceled by a user before anything could be installed.

The installer cannot execute because of an unmet dependency or installation tool failure.

The actual installation operation (not the installation tool) failed.

Advanced installation of PSPs in Linux

This section addresses advanced installation of PSPs in Linux.

Component configuration

Some components might have required or optional configuration settings. Configuration parameters can
include information necessary to set up the component correctly or passwords required for software
installed by the component.

There are three methods for configuring a component:
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Using graphical installation mode
Using terminal window installation mode

Using a scripted installation

The configuration data used during each installation of the Linux PSP can be saved to the default
/var/hp/hppldu.cfg file or to any valid Linux file name. This enables you to install one server and then
use the resulting configuration file to script the installation of other servers in your network. To use the
saved configuration data, use the hppldu.cfg file as an input file to the install shell:

./install???.sh --inputfile hppldu.cfg

If any parameters are not recognized, the LDU returns an error and terminates to enable the user to
resolve the configuration error before continuing.

Starting with the Linux PSP 7.20, the configuration files are saved in an encrypted format. The LDU
recognizes and uses both encrypted and unencrypted files for configuration data.

Configuring components in graphical installation mode

To configure components from graphical installation mode:

1.
2.
3.
] -

m HP Proliant Linux Deployment Wtility +1.0.5-1

Configpuration Options

Select the component that has configuration options.
Right-click the component to bring up the component menu.

Select the Configure Component option. A window similar to the following appears.

ProLiant Linues Cieploymer il Configuralion Tool

This component has opional configuraton data. If the defauli values are not changaed, ey will
be used if this component is installed.

4

| [l
Allme Local Access? (Yesiti) O]

[
Local Access Type:

|.°\."|I:u'|-.url:l.ls j
Allres Anonymous AccetsT (YesMoj] PO

5]
Tzl kode:

|1'|||s|‘F_|l,ll'e--1 j ol

D Save Cancel |

Configure the component. The default value, if any, appears at the end of the prompt in brackets.

Click Save on any component configuration screen to save all the parameters to a file. This enables
you to use the LDU to configure all the components and save the resulting configuration data to an
encrypted data file. The data file can then be used with the ~inputfile <filename> parameter to script
future installations.

Click OK to save the configuration data for use during the installation. Clicking Cancel will cause
any entered data to be lost.

Advanced topics 76



If the optional configuration data of a component is not provided and the component has not been
installed previously, it will use default values for that configuration data. If the component has been
previously installed and configured, then the existing configuration information will be preserved if no
changes are made to the configuration data.

NOTE: In PSP 7.00 and 7.10, the HTTP server passwords no longer default to "compaq" if
you do not specify them. If you do not set the HTTP server passwords, connectivity to the HTTP
server will fail. In PSP 7.20, the HTTP server passwords are no longer required. The HP
Systems Management Homepage RPM, using native OS authentication instead of the three
server passwords previously required, now provides the HTTP server functionality.

Configuring components in Terminal Window Installation mode

To configure components from the terminal window installation (except for silent installations), respond to
the prompts provided by the deployment utility. If a configuration value has a defaul, it is shown in
brackets at the prompt. If you press the Enter key to continue without entering any values, the component
will use the default values, if available, or preexisting values if the component has already been
configured. An example of a component requiring configuration data from a command line installation is
shown in the following figure.

If the optional configuration data of a component is not provided and the component has not been
installed previously, it will use default values for that configuration data. If the component has been
previously installed and configured, then the existing configuration information will be preserved if no
changes are made to the configuration data.

On a silent installation, configuration parameters must be provided through an input file, as described in
"Scripted installation (on page 78)." If an input file is not provided and the component has not been
installed previously, a silent installation uses default values for the configuration data.

Fis Edi Seings Help
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Scripted installation

You can perform a scripted installation with the LDU using the ~inputfile parameter. The syntax for this

command is:
./install???.sh --inputfile test.in

In this example, the test.in file is the input file used to drive the scripted installation.

The format of the input file is:
parm=value

The following table lists the parameters supported by the input file.

Parameter Description

LSPOPTIONS This parameter enables you to pass normal command line
options (such as -silent, ~nui,~reboot, and so on) as input to the
LDU.

LOGFILENAME This parameter enables you to set the name of the log file

generated by the LDU to something other than the default of
/var/log/hppldu.log. The path must already exist or the log file
will remain the default file name.

HPHTTPSERVEROVERWRITE This parameter sets the HTTP server passwords. Accepted values
(Obsolete—Not used in Linux PSP 7.20 |9r®:
or later) e Yes—Replaces existing HTTP server passwords with the

newly supplied passwords
e No—Retains the existing passwords

HPHTTPSERVERADMINPASSWD This parameter enables you to specify a password for the
(Obsolete—Not used in Linux PSP 7.20 default System Management Administrator. There is no default
value for this parameter. If the password is not already
configured, the web agent does not allow access through a
web browser.

HPHTTPSERVEROPERATORPASSWD This parameter enables you to specify a password for the
(Obsolete—Not used in Linux PSP 7.20 System Management Operator. There is no default value for this
parameter. If the password is not already configured, the web
agent does not allow access through a web browser.

HPHTTPSERVERUSERPASSWD This parameter enables you to specify a password for the
(Obsolete—Not used in Linux PSP 7.20 System Management User. There is no default value for this
parameter. If the password is not already configured, the web

or later)

or later)

or later)
agent does not allow access through a web browser.
CMALOCALHOSTRWCOMMSTR This parameter enables you to specify an SNMP read/write
community string for local host access.
CMALOCALHOSTROCOMMSTR This parameter enables you to specify an SNMP read-only
community string for local host access.
CMAMGMTSTATIONRWIPORDNS This parameter enables you to specify the IP address or DNS

host name of a system with read/write access to serve as a
management station. You can specify multiple locations
separated by a space.

CMAMGMTSTATIONRWCOMMSTR This parameter enables you to specify an SNMP read/write
community string for a system with read/write access that
serves as a management station. You can specify multiple
strings separated by a space.
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Parameter Description

CMAMGMTSTATIONROIPORDNS This parameter enables you to specify the IP address or DNS
host name of a system with read-only access to serve as a
management station. You can specify multiple locations
separated by a space.

CMAMGMTSTATIONROCOMMSTR This parameter enables you to specify an SNMP read/write
community string for a system with read-only access that serves
as a management station. You can specify multiple strings
separated by a space.

CMADEFTRAPCOMMSTR This parameter enables you to set a default SNMP community
string for traps.

CMATRAPDESTINATIONCOMMSTR This parameter enables you to specify the SNMP destination

trap community string.

CMATRAPDESTINATIONIPORDNS This parameter enables you to specify the IP address or DNS
host name of a server as a destination for SNMP traps, such as
Systems Insight Manager.

CMASYSCONTACT This parameter enables you to specify a person or phone
number for administration of this system.

CMASYSLOCATION This parameter enables you to designate the location of this
system.

CMASTARTWEBAGENT This parameter determines whether the HP Insight Systems

Manager web agent is started when the health application
loads. Accepted values are:

e Yes—Start the web agent

e No—Do not start the web agent

CMASTARTSTORAGEAGENT This parameter determines whether the HP Insight Systems
Manager storage agent is started when the health application
loads. Accepted values are:

e Yes—Start the storage agent

e No—Do not start the storage agent

CMANOTAINTEDKERNEL This parameter determines whether the HP Lights-Out
management driver is starfed when the health application
loads. Accepted values are:

o Yes—Start the HP Lights-Out management driver
e No—Do not start the HP Lights-Out management driver

HPVCAVCRMSERVER This parameter informs the VCA of the name of the VCRM to
use as a software distribution repository.

HPVCAVCRMLOGINID This parameter is the login ID that the VCA uses to communicate
with the VCRM.

HPVCAVCRMLOGINPASSWD This parameter is the password for the login ID specified in the
HPVCAVCRMLOGINID parameter.

ADMIN-GROUP This parameter is used by the HP Systems Management

Homepage (hpsmh) to set up security for the web server. The
parameter is a list of up to five Linux groups, separated by
spaces or semicolons, fo enable administrative access fo the
web server.
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Parameter Description

USER-GROUP This parameter is used by the HP Systems Management
Homepage fo set up security for the web server. The parameter
is a list of up to five Linux groups, separated by spaces or
semicolons, to enable user-level access to the web services.

OPERATOR-GROUP This parameter is used by the HP Systems Management
Homepage fo set up security for the web server. The parameter
is a list of up to five Linux groups, separated by spaces or
semicolons, to enable operator-level access to the web services.

ANONYMOUS-ACCESS This parameter determines whether an anonymous user can
access the HP Systems Management Homepage. Accepted
values are "yes" and "no." The default value is "no."

IP-BINDING This parameter is used by the HP Systems Management
Homepage fo determine whether hpsmh can use all available
NICs and detected subnets for its web services. Accepted
values are "yes" and "no." The default value is "no."

IP-BINDING-LIST This parameter is used by the HP Systems Management
Homepage fo restrict the NICs and subnets to use for its web
services. The IP-BINDING parameter must be set to "yes" for this
parameter to be used during installation. The list format is a list
of IP address/NetMask pairs separated by semicolons (for
example, 10.1.1.1/255.255.255.0;
10.2.2.2/255.255.255.0).

IP-RESTRICTED-LOGINS This parameter is used by the HP Systems Management
Homepage to restrict login access. The accepted values are
"yes" and "no." The default value is "no." To enable restrictions
on who can log in to the web server, this parameter must be set
to "yes," and values must be provided to the IP-RESTRICTED-
EXCLUDE or IP-RESTRICTED-INCLUDE parameters.

IP-RESTRICTED-EXCLUDE This parameter is used by the HP Systems Management
Homepage fo exclude specific IP address/NetMask pairs from
logging into the web services. The format of this parameter is a
list of IP address ranges separated by semicolons (for example,
10.1.1.1-10.1.1.10; 10.2.2.2-10.2.2.10). This parameter is
ignored unless the IP-RESTRICTED-LOGINS parameter is set to

yes

IP-RESTRICTED-INCLUDE This parameter is used by the HP Systems Management
Homepage fo enable login only from the IP address/NetMask
pairs specified. The format of this parameter is a list of IP
address ranges separated by semicolons (for example,
10.1.1.1-10.1.1.10; 10.2.2.2-10.2.2.10). This parameter is
ignored unless the IP-RESTRICTED-LOGINS parameter is set to

yes

LOCALACCESS-ENABLED This parameter is used by the HP Systems Management
Homepage to determine whether to enable local anonymous
access to the web services. Accepted values are "yes" and
"no." The default value is "yes" to enable anonymous access.
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Parameter Description

LOCALACCESS-TYPE This parameter is used by the HP Systems Management
Homepage fo determine the type of access granted to local
users. Accepted values are "Anonymous" and "Administrator."
The default value is "Anonymous."

/\ CAUTION: Selecting local access with
administrator privileges as the login provides full
access fo any user with access to the local
console, without prompting for a user name or
password.

TRUSTMODE This parameter is used by the HP Systems Management
Homepage fo set up the trust relationship mode. Accepted
values are

e TrustByCert—If this value is used, the CERTLIST parameter
must be defined to enable access to the server.

e TrustByName—If this value is used, the XENAMELIST
parameter must be defined.

e  TrustByAll—HP does not recommend using this value
because of possible negative security consequences.

The accepted values are case-sensitive and must be capitalized
as shown. Failure to do so prevents the trust relationship from
being set up properly during installation and might affect access
to the web server.

CERTLIST This parameter enables a user to provide a list of certificate files
or servers where certificates can be obtained for trust
relationships for the HP Systems Management Homepage. This
parameter is only valid if the TRUSTMODE parameter is set to
TrustByCert.

XENAMELIST This parameter enables a user to provide a list of servers,
separated by semicolons, for trust relationships for the HP
Systems Management Homepage. This parameter is only valid
if the TRUSTMODE parameter is set to TrusiByName.

HPQLA2X00FO This parameter is used by the hp_gla2x00 Qlogic Fibre
Channel Driver to determine the failover mode to use. Accepted
values are "SinglePath," "SecurePath," and "QlogicFailover."
There is no default value.

HPQLA2X00OFORCE This parameter is used by the hp_gla2x00 Qlogic Fibre
Channel Driver to determine whether to skip detection of third-
party storage. Accepted values are "Y" or "N." The default
value is "N."

The following is an example of an input file.
#ProlLiant Linux Deployment Utility options
LOGFILENAME=/var/log/temp.log
LSPOPTIONS=-v -f -r -t 5 -m "This system will reboot in 5 minutes"
#If configuring the SNMP component for the HPASM driver,
#the following parameters depict a sample entry.
HPHTTPSERVEROVERWRITE=no
CMALOCALHOSTRWCOMMSTR=private
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CMALOCALHOSTROCOMMSTR=public
CMAMGMTSTATIONRWIPORDNS="192.133.17.4 dopey.domain.net"
CMAMGMTSTATIONRWCOMMSTR="first second"
CMASYSCONTACT="John Doe - Ext 1234"
CMASYSLOCATION="Bldg 5-Room 104C"
CMANOTAINTEDKERNEL=YES

CMASTARTSTORAGEAGENT=yes

CMASTARTWEBAGENT=yes

#These parameters are used by the HP Version Control
#Agent so that a connection can be made to the HP
#Version Control Repository Manager (VCRM).
HPVCAVCRMSERVER=test.hp.com
HPVCAVCRMLOGINID=myuserid
HPVCAVCRMLOGINPASSWD=myuseridpassword

#These parameters are used by the HP Systems Management
#Homepage to setup security and configuration for the
#web server used by most HP agents and value-add
#software

#Allow the hpsmh Linux group access to administrator
#services
ADMIN-GROUP="hpsmh"

#Allow the hpsmh Linux group access to operator
#services
OPERATOR-GROUP="hpsmh"

#Allow the hpsmh and the TapeBackupGroup Linux groups
#access to user services
USER-GROUP="hpsmh"; "TapeBackupGroup"

ANONYMOUS-ACCESS="NO"

#Allow all adapters to be used by the web server
IP-BINDING="YES"
IP-BINDING-LIST=""

#Allow restrictions on who can login to the web server
#by setting IP-RESTRICTED-LOGINS to NO
IP-RESTRICTED-LOGINS="NO"

#We don't want 10.1.1.1 to have access to this server
IP-RESTRICTED-EXCLUDE="10.1.1.1"

#We want 10.1.1.2 through 10.1.1.10 to have access to
#this server

IP-RESTRICTED-INCLUDE=10.1.1.2-10.1.1.10

#We don't want anonymous local access to the web server
LOCALACCESS-ENABLED=NO

#We want people to login locally to get access to the
#web services
LOCALACCESS-TYPE="Anonymous"

#TRUSTMODE set to TrustByName, so we provide a list of

#servers. If we had set TrustByCert, we would have
#filled in the CERTLIST parameter. If we selected
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#TrustByAll, we do not have to place values in either
#the XENAMELIST or CERTLIST parameters.
TRUSTMODE="TrustByName"

CERTLIST=""
XENAMELIST="SERVER1"; "SERVER2"; "SERVER101"

#The following parameters are used to configure the
#hp gla2x00 HP QLogic Fibre Channel QL2xxx Adapter.
HPQLA2X00FO=SinglePath

HPQLA2X00FORCE=N

Deploying firmware and software simultaneously

The PSP for Microsoft® Windows® (version 7.90 or later) powered by the HP Smart Update Manager
utility enables you to deploy firmware and PSP software components simultaneously. Only Windows®
online deployments support deploying firmware and software components from Windows® PSPs and
server blade bundles simultaneously. The latest Microsoft® Windows® PSP, bundles, and firmware
components must be in the same directory and the cp*.exe and/or cp*.scexe files added to the
repository to deploy simultaneously.

To deploy firmware and PSP software components from Windows® PSPs and server blade bundles
simultaneously, run the HP Smart Update Manager. On the Select Bundle Filter screen, select the bundle,
and then select the ALLOW NON-BUNDLE PRODUCTS option.

FE'.:E-I: lect Bundle Filter __TJ_’_;I
O of mons pre-defined buntdhes wene found, K
| Produst | Shate '
T FroLasrd Support Fack o Macrozodt Windows 5enves 2003 3 45 Comporenis Fourd
Aalible Varnans O Meirs

& A0NA]  View Cortendy  [boO00358 )

' Sk Oplians for Bundle Fiter

r-QUUWHMHMHMEEHIMEHunwnwmhud@numumﬂuamhﬂnMuh]ﬂﬂmyuhﬂmqmuuhumuhmmuhmﬂnumdﬂm
redacsnd in the buncle.

B ALLCW NONBUNDLE PRODUCTS: Shaw updates or peoducts that swe not pait of Bhe bunsdis Ths bet: pou update other lsms on your system af the sams e az
appheng the bundle (a3 8 conversencs, of becaiese updates in the bundie may depensd on them]

E EHIMWMEUMIES:M#E-'W'MH update n thes buncle. This causes the update bo imstall ewen § 'z not neceszany, o bng as
the supporbed hardware i present and instalabion conditions ane mel.

[ —~

To proceed with the deployment process, click OK. The Select ltems to be Installed ("Selecting components
to install" on page 20) screen appears with the appropriate firmware and software components.
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Server virtualization detection and support

Windows® PSP supports server virtualization that runs on a Windows® host. However, Windows® PSP
does not run on a VMware host or on a guest operating system environment regardless of what host
hypervisor you use. Windows® PSP does not boot to a guest operating system environment.

Contiguring IPv6 networks with HP Smart Update
Manager

Starting with HP Smart Update Manager version 3.2.0, you can deploy to remote targets in IPv6-based
networks for Windows® and Linux target servers. Using HP Smart Update Manager with IPvé networks
presents challenges for IT administrators.

For Windows®-based servers, to communicate with remote target servers, HP Smart Update Manager
uses either existing credentials or user-provided user name and password to connect to the admin$ share.
This share is an automatic share provided by Windows Server®. After HP Smart Update Manager
connects to the admin$ share, it copies a small service to the target server for the duration of the
installation. After this service starts, HP Smart Update Manager uses this service to communicate between
the local and remote target server. During this process, HP Smart Update Manager opens ports in the
Windows® firewall to enable HP Smart Update Manager to use SOAP calls over SSL to pass data among
local and remote systems. These ports are defined in Allowing ports in HP Smart Update Manager. After
the installation is completed or canceled, HP Smart Update Manager stops the remote service, removes it
from the target server, closes the port on the Windows® firewall, and then releases the share to the target
server admin$ share.

For Linux-based servers, fo communicate to remote target servers, HP Smart Update Manager starts by
using the user-provided user name and password fo create a SSH connection fo the target server. After
the HP Smart Update Manager connects, copies a small service to the target server for the duration of the
installation. After this service starts, HP Smart Update Manager uses this service to communicate between
the local and remote target server. During this process, HP Smart Update Manager opens ports in the
iptables firewall to enable HP Smart Update Manager to use SOAP calls over SSL to pass data between
the local and remote systems. These ports are defined in Allowing ports in HP Smart Update Manager.
When the installation is completed or canceled, HP Smart Update Manager stops the remote service,
removes it from the target server, closes the port in the iptables firewall, and then closes the SSH
connection to the target server.

Configuring IPv6 for Windows Server 2003

For information on setting up a Windows Server® 2003 operating system within an IPv6 network, see the
online Microsoft® Technet article Step-by-Step Guide for Setting Up IPv6 in a Test Lab
(http://www.microsoft.com/downloads/details.aspx?FamilylD=fd7e1354-3a3b-43fd-955f-
11edd39551d7&displaylang=en).

Before using HP Smart Update Manager to deploy software and firmware updates to remote Windows
Server® 2003 servers, you must add a registry entry to enable file sharing connections over IPv6
networks. To make the registry entry:

1. Start the Registry Editor (Regedt32.exe).
2. Locate and click the following key in the registry:
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HKEY LOCAL MACHINE\System\CurrentControlSet\Services\LanmanServer\Para
meters

On the Edit menu, click Add Value.
4. Add the following registry value:
Value name: DisableStrictNameChecking
Data type: REG_ DWORD
Radix: Decimal
Valuve: 1
5. Quit the Registry Editor.

For more information about these steps, see the Microsoft® Knowledge Base ltem 281308 on the
Microsoft® website (http://www.microsoft.com).
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IPv6 addresses can be passed to HP Smart Update Manager in command line arguments or using the HP
Smart Update Manager user interface. In the HP Smart Update Manager user inferface, you can add a
remote host on an IPvé network by either entering the DNS name of the IPvé target server or by selecting
the IPv6 address button and entering the IPv6 address. HP Smart Update Manager supports both the
short-name and full IPv6 notation. You do not need to add the optional interface number when you enter
the address.

« Add a Host by DNE Names
Host DMNE Mame: |

& Add a Single Host by IF
Host [F: |fecD::2

|F Faormat
| Pyd
& |Fvh

C Add a Range of Hosts by IF
=tarting [F:
Ending IF:

Ceescription: |Site Local IPvE addressed servel]

If you cannot connect to the target server or receive a Discovery failed message when executing HP
Smart Update Manager in an IPvé environment, see the troubleshooting section ("Troubleshooting HP
Smart Update Manager in IPv6 networks" on page 98).

After you connect to the target server, all other HP Smart Update Manager functions work identically. Log
files for IPv6 hosts are stored with all other HP Smart Update Manager files in the
\CPQSYSTEM\hp\log\<ip_address> directory.
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Contiguring IPv6 for Windows Server 2008

HP Smart Update Manager provides the most robust support for remote deployment when using Windows
Vista® as a client to Windows Server® 2008-based servers. Using HP Smart Update Manager in this
environment enables you to use all the capabilities of IPv6 including link-local, site-local, and global IP
addresses for both local and remote target servers. Windows Vista®, when used as a client to run HP
Smart Update Manager to remote Windows Server® 2008 operating systems or as a target operating
system on HP Workstation server blades, provides the infrastructure that supports full IPvé deployment of
software and firmware updates from HP Smart Update Manager.

NOTE: Windows® XP clients are not supported in IPvé networks for HP Smart Update
Manager deployment.
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IPv6 addresses can be passed to HP Smart Update Manager in command line arguments or using the HP
Smart Update Manager user interface. In the HP Smart Update Manager user inferface, you can add a
remote host on an IPvé network by either entering the DNS name of the IPvé target server or by selecting
the IPv6 address button and entering the IPv6 address. HP Smart Update Manager supports both the
short-name and full IPv6 notation. You do not need to add the optional interface number when you enter
the address.

« Add a Host by DNE Names
Host DMNE Mame: |

& Add a Single Host by IF
Host [F: |fecD::2

|F Faormat
| Pyd
& |Fvh

C Add a Range of Hosts by IF
=tarting [F:
Ending IF:

Ceescription: |Site Local IPvE addressed servel]

If you cannot connect to the target server or receive a Discovery failed message when executing HP Smart
Update Manager in an IPv6 environment, see the troubleshooting section ("Troubleshooting HP Smart
Update Manager in IPv6 networks" on page 98).

After you connect to the target server, all other HP Smart Update Manager functions work identically. Log
files for IPvé hosts are stored with all other HP Smart Update Manager files in the
\CPQSYSTEM\hp\log\<ip_address> directory.
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Limitations of IPvé for Windows Server 2003 and Windows Server 2008

Windows Server® 2003 requires site-local addresses to provide the necessary file-sharing capabilities
needed by HP Smart Update Manager. This means that link-local and global IPvé addresses are not
supported as remote targets with HP Smart Update Manager.

Windows Server® 2008 or Windows® environments do not have any known limitations to using HP
Smart Update Manager.

NOTE: Windows® XP clients are not supported in IPvé networks for HP Smart Update
Manager deployment.

Configuring IPv6 for Linux

HP Smart Update Manager leverages the IPvé capabilities of Linux as provided by the Red Hat Enterprise
Linux and Novell SUSE Linux Enterprise Server products. Using HP Smart Update Manager in this
environment enables you to use all the capabilities of IPv6 including link-local, site-local, and global IP
addresses for both local and remote target servers. Remote target servers must have the iptables-ipvé6 RPM
installed before targeting them from HP Smart Update Manager. Failure to install the iptables-ipvé RPM
prevents HP Smart Update Manager from opening the communications port needed to send data to the
initiating Linux workstation. You can disable the Linux firewall to allow HP Smart Update Manager to
work, but the Linux server becomes vulnerable to attack.

For information on how to setup IPvé in a Linux environment, please see the Linux IPvé How-To
(http://www.linux.org/docs/Idp/howto/Linux+Pv6-HOWTO/index.html).
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IPv6 addresses can be passed to HP Smart Update Manager in command line arguments or using the HP
Smart Update Manager user interface. In the HP Smart Update Manager user inferface, you can add a
remote host on an IPvé network by either entering the DNS name of the IPvé target server or by selecting
the IPv6 address button and entering the IPv6 address. HP Smart Update Manager supports both the
short-name and full IPv6 notation. You do not need to add the optional interface number when you enter
the address.

« Add a Host by DNE Names
Host DMNE Mame: |

& Add a Single Host by IF
Host [F: |fecD::2

|F Faormat
| Pyd
& |Fvh

C Add a Range of Hosts by IF
=tarting [F:
Ending IF:

Ceescription: |Site Local IPvE addressed servel]

If you cannot connect to the target server or receive a Discovery failed message when executing HP Smart
Update Manager in an IPv6 environment, see the troubleshooting section ("Troubleshooting HP Smart
Update Manager in IPv6 networks" on page 98).

After you connect to the target server, all other HP Smart Update Manager functions work identically. Log
files for IPvé hosts are stored with all other HP Smart Update Manager files in the
/var/hp/log/<ip_address> directories.
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Limitations of IPvé for Linux

The only current limitation of HP Smart Update Manager in a Linux IPv6 environment is that all remote
target Linux-based servers must have the iptables-ipv6é rpm file installed. You can find the file on the
distribution media for both Red Hat Enterprise Linux and Novell SUSE Linux Enterprise Server operating
systems. HP Smart Update Manager uses this file to open a port in the IPv6 firewall to communicate with
the Linux system that runs HP Smart Update Manager. Failure to install iptables-ipvé results in HP Smart
Update Manager reporting a discovery failure unless you disable the firewall.
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Troubleshooting

Troubleshooting installation of the PSP for Microsoft

Windows

You might encounter the following issues with the Microsoft® Windows® PSPs. The issues are in bold,
and the resolutions follow.

e  How do | set the rules for Windows® Firewall and Security Policy?

" Windows Security Alert FXI

"E To help protect your computer, Windows Firewall has blocked
zome features of thiz program.

Do you want to keep blocking this program?

D Marne: HP Smart Update Manager
Bublizher: Hewlett-Packard Developrment Group, L.P.

k.eep Blocking ][ Unblock, ] [ Azk he Later

Windows Firewall haz blocked this program from accepting connections franm the
Inkernet ar a network, [ pou recognize the program or brust the publizher, wou can
Lmblack: it When should | unblack & prograr?

When the Windows® Security Alert dialog box appears, click Unblock, and then select your firewall
settings as follows:

a. Click Start>Control Panel>Administrative Tools>Windows Firewall with Advanced
Security>Inbound Rules>Remote Administration (NP-IN).

b. Select Enabled, and then select Allow the connections.

¢ The Insight Management Agents failed to install while upgrading from Windows Server® 2003 to
Windows Server® 2008.

Microsoft® recommends that you remove all software from the system before upgrading from
Windows Server® 2003 to Windows Server® 2008. If you leave software applications on the
system during the upgrade process, Microsoft® does not guarantee the stability of the operating
system or the software after the upgrade is complete.
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®  The HP Smart Update Manager encountered a fatal error while initializing when running in a
directory path containing double-byte characters.

fiex HP Smart Update Manager g|

e_ Fatal Errar - application will exit,

The HP Smart Update Manager cannot run in directories that contain double byte characters in the
path name. Paths can be created with double-byte characters when using certain versions of the
operating system, such as Japanese or Chinese.

e How do | use HP Smart Update Manager over a firewall? Which ports will | need to open? Are they
configurable?

The ports that HP Smart Update Manager uses cannot be configured. When HP Smart Update
Manager port initiates communications to remote targets, it uses several well-known ports depending
on the operating system. For Windows®, it uses ports 138 and 445 to connect to remote targets
(equivalent to remote and file print share functionality). For Linux, HP Smart Update Manager uses
port 22 (SSH) to start the communications with the remote target.

HP Smart Update Manager uses defined ports to communicate between the remote target and the
workstation where HP Smart Update Manager is executing. When you run HP Smart Update
Manager, it uses the administrator/root privileges to dynamically register the port with the default
Windows® and Linux firewalls for the length of the application execution, then closes and
deregisters the port. All communications are over a SOAP server using SSL with additional
functionality to prevent man-inthe-middle, packet spoofing, packet replay, and other attacks. The
randomness of the port helps prevent port scanning software from denying service to the application.
The SOAP server is deployed on the remote target using the initial ports described above (ports 138,
445, and 22) and then allocates another independent port as documented below for its
communications back to the workstation where HP Smart Update Manager is running. During
shutdown of HP Smart Update Manager, the SOAP server is shutdown and removed from the target
server, leaving the log files.

To deploy software to remote targets on their secure networks using HP Smart Update Manager, the
following ports are used.

Ports Description

Ports 445 and 137/138/139 These ports are needed to connect to the remote ADMINS$ share on
target servers. These are the standard ports Windows® servers use to
connect to remote file shares. If you can connect remotely to a remote
Windows® file share on the target server, then you have the right
ports open.

(Port 137 is used only if you are
using NetBIOS naming service.)

Ports 60000-60007 Random ports are used in this range to pass messages back and forth
between the local and remote systems using SSL. These ports are used
on the system running HP Smart Update Manager to send data to the
target server.

Several internal processes within HP Smart Update Manager
automatically use the port from 60000 when no other application uses
it. If there is a port conflict, the manager uses the next available one.
There is no guarantee that the upper limit is 60007 as it is dependent
on how many target devices are selected for installation.
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Ports 61000-61007 These ports are used from the target server back to the system running
HP Smart Update Manager. The same mechanism is used by the
remote access code as the 60000 ports, with the first trial port as
61000. There is no guarantee that the upper limit is 61007 when a
conflict occurs. For the case of IPv4-only and one NIC, the lowest
available one is used by HP Smart Update Manager to pass
information between processes on the local workstation where HP
Smart Update Manager is executed, and the next available one is
used to receive messages from remote servers.

Port 62286 This port is the default for some internal communications. It is the
listening on the remote side if there is no conflict. If a conflict occurs,
the next available one is used.

Ports 80 or 63000-63005 The logs are passed to the target and the logs are retrieved using an
internal secure web server that uses port 80 if it is available or a
random port between 63000 and 63005, if it is not. This support
allows updates of the iLO firmware without the need to access the host
server and allows servers running VMware or other virtualization
platforms to update their iLO without the need to reboot their server or
migrate their virtual machines to other servers.

For Linux:

Port Description

Port 22 This port is establishes a connection to the remote Linux server using
SSH.

Ports 60000-60007 Random ports are used in this range to pass messages back and forth
between the local and remote systems using SSL. These ports are used
on the system running HP Smart Update Manager to send data fo the
target server.

Several internal processes within HP Smart Update Manager
automatically use the port from 60000 when no other application uses
it. If there is a port conlflict, the manager uses the next available one.
There is no guarantee that the upper limit is 60007 as it is dependent
on how many target devices are selected for installation.

Ports 61000-61007 These ports are used from the target server back to the system running
HP Smart Update Manager. The same mechanism is used by the
remote access code as the 60000 ports, with the first trial port as
61000. There is no guarantee that the upper limit is 61007 when a
conflict occurs. For the case of IPv4-only and one NIC, the lowest
available one is used by HP Smart Update Manager to pass
information between processes on the local workstation where HP
Smart Update Manager is executed, and the next available one is
used to receive messages from remote servers.

Port 62286 This port is the default for some internal communications. It is used for
listening on the remote side if there is no conflict. If a conflict occurs,
the next available one is used.

Ports 80 or 63000-63005 The logs are passed to the target and the logs are retrieved using an
internal secure web server that uses port 80 if it is available or a
random port between 63000 and 63005, if it is not. This support
allows updates of the iLO firmware without the need to access the host
server and allows servers running VMware or other virtualization
platforms to update their iLO without the need to reboot their server or
migrate their virtual machines to other servers.
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The HP Smart Update Manager is disconnected.

When either iLO or NIC firmware is updated, the HP Smart Update Manager connection is lost and
it cannot install components. If there is an access error, HP Smart Update Manager cancels the
installation.

How do | recover from an installation failure?

HP Smart Update Manager generates a set of debug trace logs located in the %TEMP%\hp_sum
directory. These files contain internal process and debug information. To resolve this issue, collect
these trace directories.

How do | reboot using a Japanese character set?

You might specify a message to appear prior to shutting down the system during a reboot operation.
When using a Japanese character set and running on a Japanese version of a Windows® operating
system, the message causes the reboot not to occur automatically. For a successful reboot, you must
select the Exit button.

Troubleshooting installation of the PSP for NetWare

The following issues might be encountered with the NetWare PSPs. The issues are in bold and their
resolutions follow.

| used the /r flag to reboot the server, and one of the packages installed required a reboot, but the
server did not reboot. What is happening?

It any of the packages chosen for installation fails the installation, a reboot will not occur. This
enables the administrator to examine a server to determine and resolve a software installation failure
before activating any changes.

When | examine the package contents, the version of the driver in the package is newer than what |
have on my server. However, one of the support files is older than the version that is contained in the
package. What happens during installation?

The key file version within each package is checked before the file is installed on the server. If the
key file is newer than the file on the server, then the version in the package will be installed.
Otherwise, the version currently installed on the server is retained, and the package is not installed.

If the /force flag is used, then no version checking is done. All files in the package will be installed,
even if one of the files on the server is newer than the one in the package.

When | install a driver and then run the installation utility a second time before rebooting the server,
the version shown in the installation utility does not match the version loaded from the MODULES
console command.

After an installation has occurred, the installation utility will check against the installed version on the
fixed disk. Even if the version loaded is different, the version compared against it for installations is
the version on the physical media.

When | perform a command line install and pass the /r parameter, the server does not reboot.

This usually occurs because the version of the software to be installed is the same or older than the
version installed on the server, or a failure occurred during the installation (a prerequisite was not
met). Check the SYS:\ETC\CPQLOG.LOG file to determine the cause of the failure.

During installation, | get the following error message:

Unable to read xxx from an XML file.
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This condition is usually caused by a corrupted package, which can occur during download. If a
package XML file cannot be parsed correctly, the installation of that package will terminate with an
error. To resolve this issue, try downloading the package again at the HP software and drivers
website (http://www.hp.com/servers/swdrivers).

When | try to install the PSP, | get the following error message:
The software in this package is not intended for this version of NetWare.

The package you have chosen to install might not be intended for the version of NetWare that is
currently installed on the server.

When | start CCQDPLOY.NLM, | get a prompt asking me to enter a path to a supported Support Pack
XML file.

This prompt is caused by having CPQDPLOY.NLM in a directory without a valid Support Pack XML
file. A valid Support Pack XML file is of the format BPOOOXXX.XML and must support the installed
version of NetWare on the target system. CPQDPLOY.NLM might be in a directory with a Support
Pack file, but if the Support Pack file does not provide support for the currently installed version of
NetWare, you will be prompted to enter a path to a valid Support Pack XML file. Press the F1 key to
view an example of a valid path.

If you are prompted for a path to an XML file, the new path will be used as the default for locating
components.

¥  IMPORTANT: All components that make up a PSP must be present in the same directory as the

Support Pack File.

Troubleshooting installation of the PSP for Linux

The following issues might be encountered when attempting to install Linux PSPs. The issues are in bold
and their resolutions follow.

If your issue is not listed in this section, you can find additional advisories related to the PSP for Linux by
performing a search on the HP website (http://www.hp.com) using the following keywords:

+ProLiant +advisory +note +linux|psp -"software and drivers" -download

| used the -r flag to reboot the server and one of the components that was installed required a
reboot, but the server did not reboot. What is happening?

If any of the components chosen for installation fail the installation, a reboot does not occur. This
enables the administrator to examine a server to determine and resolve a software installation failure
before activating any changes.

When | try to install the PSP, | get the following error message:
No supported Bundle XML files were found.

Either the BPOOxxxx.xml file is missing for the operating system that you have installed, or the version
of Linux installed is not supported by any current Linux PSP.

If the BPOOxxxx.xml file is missing, download the complete Linux PSP again from the software and
drivers website (http://www.hp.com/servers/swdrivers).

¥  IMPORTANT: All components that make up a PSP must be present in the same directory as the

Support Pack File.

When | install storage components and restart the server, there are one or more new entries in the
LILO or GRUB tables for kernels to boot from. Is this normal?
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Yes, this is normal. Each storage driver reconnects the driver to the base kernel and adds a new
entry in the LILO or GRUB tables that appear at boot. To ensure that you get the kernel with the latest
drivers, select the last entry in the table.

When | start the LDU, | cannot see the Install and Exit buttons at the bottom of the screen in 800 x
600 screen resolution.

On some 800 x 600 display resolutions, the Install and Exit buttons might be hidden beneath the user
panel. To view the Install and Exit buttons, hide the user panel or minimize it to one side of the screen. HP
recommends running the LDU in 1024 x 768 or higher resolution.

| attempted to install a component that compiles from source code, but the installation fails on the
make command.

The build tools necessary to complete the build from kernel source are not located on the server
where the LDU is deploying. To build from source RPMs, the following RPMs must be installed on the
server where the LDU is deploying software:

o gce-2.96-108.1 or later

cpp-2.96-108.1 or later

o binutil-2.11.90.0.8 or later

o glibc-devel-2.2.4-26 or later

When | install the bem5700 and e100 drivers, the modules.contf file is not updated. Why not?

o

The LDU installs these drivers but does not configure them because the LDU cannot determine all the
information needed to properly configure the NIC drivers during installation. To configure these
drivers, use the operating system-specific tools provided in the supported Linux distributions.

Why do some drivers report that they do not support the errata kernels that | have installed?

Some RPM components provided by the LDU contain prebuilt binaries for the specific errata kernels
that they support. If a new prebuilt binary is not available for an erratum kernel, the LDU prevents the
installation of the component. Upgraded RPM components that support newer errata kernels are
included in the Linux PSPs as soon as they are made available. If support for an erratum kernel is not
available, then you must choose to use an erratum kernel that enables the RPM component to install,
or to use alternative hardware that provides support for the erratum kernel that you want to use.

When | place multiple versions of the Linux PSP in a single directory, | get an Error 8 message and
the Linux PSP exits. What does this error message mean?

Error 8 means that the Linux PSP found more than one bundle XML file that provides support for the
installed distribution of Linux. The Linux PSP requires that a unique bundle XML file is located to
install its contents. When more than one bundle XML file is located, the Linux PSP does not know
which file to use, so it exits with the Error 8 message. To resolve this error, copy each version of the
Linux PSP to a different directory. This issue will be resolved in a future version of the Linux PSP.

NOTE: This error message is no longer valid as of PSP 7.10. PSP 7.10 and later prompt you
for the version to be installed if more than one supported bundle XML file is found, as long as
you install in GUI or "no graphical user interface" mode. Silent mode will still fail in PSP 7.10
and later if multiple supported bundle XML files are found in one directory.

Why do | receive the following error message on Red Hat Enterprise Linux 3?

A required library RPM, compat-libstdc++, necessary to complete installation of the Compaq
Storage Agents for Linux component is not present.
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Some RPM components, including cpgacuxe and cmastor, require the C++ compatibility libraries to
function properly. Red Hat Enterprise Linux 3 does not install this library by default. Starting with the
release of HP SmartStart 7.10, this library is included in the Linux PSP for Red Hat Enterprise Linux 3
to ensure that HP value-add software can be installed on all Red Hat Enterprise Linux 3 servers.

If you want to install the compatibility library manually, use Red Hat Enterprise Linux 3 CD 3 and
install compat-libstdc++-7.3-2.96.122.i386.rpm.

Troubleshooting HP Smart Update Manager in IPv6
networks

If HP Smart Update Manager cannot connect to the remote server, you might receive a Discovery Failed
error. Discovery failures can be caused by third-party storage, failure to access the remote target server,
and an inability to access system resources. For IPv6 networks, host discovery failures can be caused by
the incorrect configuration of the IPv6 network.

Troubleshooting HP Smart Update Manager in IPvé Windows
Server 2003 environment

To validate that the IPvé network is configured correctly for HP Smart Update Manager support, you must
verify the following based on your operating system version.

Validate that the addresses are site-local. Site-local addresses normally start with "FECO:". Global
and link-local IPv6 addresses are not supported when the remote target is Windows Server® 2003.

Validate that you can ping the remote target server. With Windows® operating systems, you can
still use the ping command to ping IPv6 addresses: ping <ipvé address>.

Ensure you can ping the IPv6 loopback address: ping ::1.
Use the DNS hostname instead of IPvé address to ensure the address is correct.

Ensure you have installed the IPv6 protocol. It is not installed by default in Windows Server® 2003.
Be sure to reboot the server after installing the protocol to ensure addresses are properly obtained.

Verify that you can connect to the admin$ share using the credentials within HP Smart Update
Manager by issuing the following command at a console prompt:
net use * \\<ipv6-address>.ipvé6-literal.net\admin$ /user:<username>
net use * \\fec0::2.ipv6-literal.net\admin$ /user:administrator
You might need to provide the password if you are using a user name that is not the same as you
used to log in fo the local system. All network shares require the use of the .ipvé-literal.net name

string to be properly configured by Windows®. For more information about accessing IPv6, see
the Microsoft® Knowledge Base article (http://support.microsoft.com/kb/944007).

NOTE: You do not need to use the .ipvé-literal.net suffix when entering IPvé address into the
HP Smart Update Manager user interface or when passing IPvé address using command line
parameters to HP Smart Update Manager.

After you validate that you can access the admin$ share on the remote target server, HP Smart
Update Manager works unless other network or hardware issues exist.
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Ensure you have made the registry change on remote target servers as mentioned in the HP Smart
Update Manager Usage in a Windows Server® 2003 IPvé environment ("Configuring IPv6 for
Windows Server 2003" on page 84).

Move back to an IPv4 network address to ensure HP Smart Update Manager properly finds the
remote target server without any issues.

You can always copy HP Smart Update Manager to the target servers and execute using the local
installation method.

Troubleshooting HP Smart Update Manager in IPvé6 Windows
Server 2008 environment

To validate that the IPv6 network is configured correctly for HP Smart Update Manager support, you must
verify the following based on your operating system version.

Validate that you can ping the remote target server. With Windows® operating systems, you can
use the ping command to ping IPv6 addresses: ping <ipvé address>.

Ensure you can ping the IPv6 loopback address: ping ::1.
Use the DNS hostname instead of IPvé address to ensure the address is correct.
Verify that you can connect to the admin$ share using the credentials within HP Smart Update
Manager by issuing the following command at a console prompt:
net use * \\<ipv6-address>.ipvé6-literal.net\admin$ /user:<username>
net use * \\fec0::2.ipv6-literal.net\admin$ /user:administrator

You might need to provide the password if you use a user name that is different from the one you
used to log in to the local system. All network shares require the use of the .ipvé-literal.net name
string to be properly configured by Windows®. For more information about accessing IPvé, see
the Microsoft® Knowledge Base article (http://support.microsoft.com/kb/944007).

After you validate you can access the admin$ share on the remote target server, HP Smart
Update Manager works unless there are other network or hardware issues.

Troubleshooting HP Smart Update Manager in IPvé Red Hat and
Novell SUSE-based Linux environments

Verify that you can establish an ssh connection to the remote target server using the credentials
within HP Smart Update Manager by issuing the following command at a console prompt:
ssh <ipv6 address>
ssh 2101:db8:0:1::9

You must enter the root password for the target Linux server at the console to complete the IPv6
connection.

Validate that you can ping the remote target server. In Linux, you need to use the pingé command to
ping IPvé addresses: pingé <ipv6 address>.

Ensure you can ping the IPv6 loopback address: ping6 ::1.

Use the DNS hostname instead of IPvé address to ensure the address is correct.
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Use ipconfig to validate you have IPvé addresses assigned to your NICs. For more information
about troubleshooting your configuration, see the Linux IPvé How-To
(http://www.linux.org/docs/Idp/howto/Linux+IPv6-HOWTO/index.html).

For more information about setting up and troubleshooting IPv6 networks, see Getting Around IPv6
by Carla Schroder (http://www.enterprisenetworkingplanet.com/netsp/article.php/3634596).

Move back to an IPv4 network address to ensure HP Smart Update Manager properly finds the
remote target server without any issues.

HP Smart Update Manager can always be copied to the target servers and executed using the local
installation method.
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Technical support

Reference documentation

For more information about PSPs, refer to the PSP website (hitp://www.hp.com/servers/psp).

To download the latest PSPs, refer to the software and drivers download page
(http://www.hp.com/servers/swdrivers).

For information about HP Subscriber's Choice, refer to the Subscriber's Choice website
(http://www.hp.com/go/subscriberschoice).

For information about Online ROM Flash Components, refer to the Online ROM Flash User Guide
(ttp://ftp.compag.com/pub/products/servers/management/smartstart/ OnlineROMFlashUsersGuide.pdf)

For information on the HP Systems Insight Manager, refer to the following documents on the HP Systems
Insight Manager website (http://www.hp.com/go/hpsim):

e HP Systems Insight Manager Installation and User Guide
e HP Systems Insight Manager Help Guide

For information about the SmartStart Scripting Toolkit, refer to the Toolkit website
(http://www.hp.com/servers/sstoolkit).

To download the SmartStart and other CDs, refer to the SmartStart download website
(http://www.hp.com/go/ssdownloads).

For information about the Proliant Essentials Rapid Deployment Pack, refer to the Rapid Deployment Pack
website (http://www.hp.com/servers/rdp).

For general information on management products, refer to the Proliant Essentials website
(http://www.hp.com/servers/proliantessentials).

For information about operating systems supported by Proliant servers, refer to the operating system
support matrices (http://www.hp.com/go/supportos).

For information about SmartStart support, refer to the SmartStart support matrices
(http://www.hp.com/servers/smartstart/supportmatrices).

Operating system information

For information about Microsoft® Windows® operating systems, refer to the Microsoft® website
(http://www.microsoft.com).

For information about Novell NetWare operating systems, refer to the Novell website
(http://www.novell.com).

For information about Linux operating systems, refer to one of the following websites:

e  Red Hat Linux (http://www.redhat.com)
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e  SUSE Linux (http://www.suse.com)

HP contact information

For the name of the nearest HP authorized reseller:

e  See the Contact HP worldwide (in English) webpage
(http://welcome.hp.com/country/us/en/wwcontact.html).

For HP technical support:
® In the United States, for contact options see the Contact HP United States webpage
(http://welcome.hp.com/country/us/en/contact us.html). To contact HP by phone:

o Call 1-800-HP-INVENT (1-800-474-6836). This service is available 24 hours a day, 7 days a
week. For continuous quality improvement, calls may be recorded or monitored.

o If you have purchased a Care Pack (service upgrade), call 1-800-633-3600. For more
information about Care Packs, refer to the HP website (http://www.hp.com/hps).

e In other locations, see the Contact HP worldwide (in English) webpage
(http://welcome.hp.com/country/us/en/wwcontact.html).
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Appendix—Deploying PSPs in Microsoft
Windows 7.80 or earlier

Overview of PSPs for Microsoft Windows 7.80 or
earlier

This chapter provides information about using PSPs for Microsoft® Windows® 2000 (version 7.60 or
earlier), Windows® 2003 (version 7.80 or earlier), and Windows® 2003 x64 (version 7.80 or earlier).
HP provides the following tools for configuring components and deploying PSPs on Windows®:

e  RDU for Microsoft® Windows®
®  Remote Deployment Console Utility for Microsoft® Windows®
Several usage scenarios are provided as examples at the end of this chapter.

HP recommends the following procedure when working with PSPs:

1. Obtain the PSP, and store it in a software repository or other medium.

¥  IMPORTANT: HP recommends that the PSP files are present on a non-read-only medium so that
the various Smart Components in the PSP can be configured before deployment. For example,
the Support Packs and components cannot be configured when they are on a CD-ROM.

2. Ensure that the Smart Components do not have the read-only attributes set.

¥  IMPORTANT: When a Smart Component is copied from the SmartStart or Software
Maintenance CD, the read-only attribute is set by default. Use Microsoft® Windows® Explorer
or the attrib command to remove the read-only attributes of Smart Components copied from a
SmartStart or Software Maintenance CD.

3. Configure the components using the configuration functionality in the RDU for Windows®.

NOTE: Components must be configured only once. The configuration information is stored
inside each Smart Component so that it is available when the component is installed. You do
not need to configure components each time they are deployed. However, configuration is
independent of the target computer you select. If you change the configuration of a component
after deployment, you must redeploy the component.

4.  Deploy the PSP using a deployment tool such as the RDU for Windows® or the Remote Deployment
Console Utility for Windows®.

NOTE: Smart Components can also be installed individually. For more information, refer to
"Installing single components (on page 117)."
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Minimum requirements for Microsoft Windows
version 7.80 or earlier

¥  IMPORTANT: Before deploying software updates on a target system, be sure that a recent
backup of the target system is available in the event the deployment procedure fails.

NOTE: For a current list of supported operating systems, refer to the PSP website
(http://www.hp.com/servers/psp).

For successful component deployments on Microsoft® Windows®-based target systems, the following
minimum requirements must be met:

e A local administrative system running Windows® 2000, Windows Server™ 2003, or Windows
Server™ 2003 x64 must be available.

e One or more remote target servers running Windows® 2000, Windows Server™ 2003, or
Windows Server™ 2003 x64 in need of a software upgrade must be available. If the local
administrative system is the only server that must be upgraded, remote target servers are not
necessary.

e  Sufficient hard drive space must be available on the target system. As a standard practice, sufficient
hard drive space equals at least twice the file size of the PSP or individual components to be
deployed.

e All remote target servers must be connected to the same network and use TCP/IP to enable the
systems to be seen from the administrative system.

e There must be an account with administrator privileges on each target server. It is recommended that
the user name and password for the administrator account on each target server are the same as on
the local administrative system. If administrator privileges are not set up in this way, you must have
the user name and password for each remote server. Alternatively, you can use a domain account
on the local administrative system that has administrator privileges on the target servers.

To run the RDU, the local administrative system must be running:

®  Microsoft® Internet Explorer 5.5 or later

e  Microsoft® XML Parser 3.0 or later

NOTE: If you obtain the Support Pack from a SmartStart CD, a Software Maintenance CD, or
the HP website, the appropriate version of the Microsoft® XML Parser is stored in the
msxm13.cab file. The RDU automatically installs the parser if it is not currently present on your
system. A supported version of the Microsoft® XML Parser is also available as part of Internet
Explorer 6.0.

RDU for Microsoft Windows

HP has developed the RDU for Windows® as a graphical application that provides enhanced PSP
deployment capabilities. Using a point-and-click interface, the utility enables you to deploy and maintain
PSPs and Smart Components on a local server or remote server accessible over a network connection.
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The RDU is located with the rest of the Support Pack contents on the Proliant Software Maintenance CD
and in the \COMPAQ\CSP\NT subdirectory on the SmartStart CD. The executable file that launches the
utility is SETUP.EXE.

In most instances, installing a Support Pack with the RDU is a simple three-step process:
1. Select a target machine in the Target Machine toolbar.
2. Select a Support Pack from the dropdown menu on the Support Pack Selected for Installation toolbar.

3. Click Install on the Target Machine toolbar, and follow the instructions that appear.

¥  IMPORTANT: Be sure that all components that require configuration are configured before
deploying them.

Main window

When the RDU is launched, a main control window appears.

¥ WP Remote Deployment Utility | - =101 x|
Fie Repository  Targat  Help
| Repository: |E:\Repostary x| EEowe O & E F |
| Target Machine: {2} compuTERI v| Slerowss mpreboot B @l X
| Support Pack seleched for installation: | Protiant Suppeet Pack for Microsoft Windows 2000 version 7.10 A Engist 7| |
= Avaiable Software - E/\Repository | Deseription of softwa... | Installed version | Mew Version sl
= [ all Configurable Componen | 4P ProLiant iL0 Sdvan... 5.33.2195.0
# [L] Microsoft Windows 2000 HP ProLiant Advanced .., 5.33.2195.0
[# [Z] Microsoft ‘Windows Server 2007 | HP Proliant Integrate... S.32.2185.0
HP ProLiark System M.., 5.32.2195.0
HP ProLiank 64-BHf6s-,.. | 5.0,2195,6655 &,1.645.100
HP ProLiant 64-Btf133,., 1.9.8.0
Fp ProLiant Smatt fera.., 5.14.0.0 |
HP ProLiark Smart Arr. ., 5.60.0.32 G
b ShorzgeWarks Fibe .., 5.30.0.32
o Proliant CMD 0643 .., 2.0.6.0
HP Proliark Inbagrate.., 2.5.2003.613
HP ProLiant C58-6 AT... 4. 1.730,2003
b Proliant Storage 5... 5.16.0.0
Fp Preliarnt Drive Arrs, . 5.26,0.0
HP StorageWorks Fibr,.. 5.24.0.32
HP ProLiant Integrate... 2537
1 I _pl HP ProLiart C56-6 AT, 7.30.18.1125 _ﬂ
£ 2001, 2003 Hewlett-Packard Development Company, LLF, LR j

After startup, the RDU automatically selects the latest applicable Support Pack for the operating system of
the target computer if one exists in the repository.

NOTE: When selecting a new target computer, the RDU does not automatically select the latest
applicable Support Pack for the new target computer. The previous contents of the target
computer list are preserved.

The main window consists of the following elements:
e Menu bar

e  Repository toolbar

e  Target Machine toolbar

e Support Pack Selected for Installation toolbar

e  Repository view tree

e  Target computer list
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Menu bar

The menu bar consists of the following menu items:

The File menu item enables you to exit the RDU.

The Repository menu item provides options for browsing to the software repository and configuring
and viewing details about PSPs and components.

The Target menu item provides options for setting or rebooting the target machine and installing

components.

The Help menu item provides access to help files about the RDU.

Repository toolbar

The Repository toolbar contains the Repository field, which enables you to enter the path to the software
repository where the PSPs and other Smart Components are located.

NOTE: The Repository field defaults to the directory containing the RDU.

The toolbar also contains the following buttons.

lcon

Description

u

=

Enables you to browse the network for the repository

I5

repository view tree

Rescans the repository for any changes that might have
occurred since the previous scan and then repopulates the

&

Configures the selected repository item

Displays the revision history for the selected repository item

Displays the properties of the selected repository item

Target Machine toolbar

The Target Machine toolbar contains the Target Machine field, which enables you to enter the path to the
target server on which the PSP and other Smart Components will be deployed. The Target Machine field

defaults to the name of the server that launches the RDU. If you are deploying to a remote server, change
the Target Machine field to the remote server name.

The toolbar also contains the following buttons.

Description

Enables you to browse the network for the target machine

Reboots the target machine

Displays the target installation log file

Deploys the selected components or PSPs on the target machine

Deletes selected components from the target computer list
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Support Pack Selected for Installation toolbar

The Support Pack Selected for Installation toolbar consists of a dropdown list that contains all available
PSPs in the current repository that are applicable to the target machine.

Selecting a Support Pack from the dropdown list clears the current contents of the target computer list and
populates the list with all components contained in that Support Pack.

Repository view tree

The repository view tree, located on the left side of the main RDU window, displays a categorized view of
all Support Packs and Smart Components contained in the selected software repository. The Support
Packs and components are sorted, with the most recent version listed first. The tree has three levels:

e Operating system level—If the repository contains Support Packs or components for multiple
operating systems, the repository view tree shows a folder for each one. The All Configurable

Components folder, which contains all the components that require or support configuration, is also
at this level.

X TIP: The folder for the operating system that is applicable fo the target machine is in bold fext.
The All Configurable Components folder is in bold text when it contains a component that
requires configuration.

e  Category level —This level contains folders of Smart Components grouped by categories (such as

Network, Management Agents, or Storage). A Support Pack folder that contains all Support Packs is
also available at this level.

e  Component level—The individual Smart Components reside at this level. Refer to the following table
for descriptions of the icons for each component.

Icon Description

5] The component requires configuration but has not yet been
configured.

The component is configurable but has not yet been configured.

C i The component is configurable and has been configured.

i The component does not require configuration.

Folders or files at any level in the repository view tree can be added to the target computer list using one
of the following methods:

e Drag selected items or folders from the repository view tree, and drop them in the target computer
list. The items are added to the end of the list.

e Select an item or folder in the repository view tree, then press the Insert key. The item is added to the
end of the list.

Target computer list

The target computer list, located on the right side of the main RDU window, contains all components that
have been selected for installation on the target computer. This panel has three columns:
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e Description of Software to be Installed—This column lists the names of components selected for
installation.

® Installed Version—This column indicates the version number of any components that are currently
installed on the target machine.

e New Version—This column lists the version number of the components from the software repository
that have been selected for installation.

ltems can be added to the target computer list using any of the following methods:

e  Select a Support Pack from the Support Pack Selected for Installation toolbar to add all components
in the Support Pack to the target computer list.

e  Drag selected items or folders from the repository view tree and drop them in the target computer list.
The items are added to the end of the list.

e  Select an item or folder in the repository view tree, then press the Insert key. The item is added to the
end of the list.

ltems can be removed from the target computer list in either of the following ways:

e Click the Remove selected items chosen for installation button (#) on the Target Machine toolbar to
remove selected items from the target computer list.

e  Select the items to be removed, then press the Delete key.

The target computer list supports multiple selections using the mouse. Multiple items can be selected using
the standard Windows® combinations of Ctrl+click or Shift+click.

Revision history and properties

The Revision History and Properties options enable you to view additional information about a component
or PSP in the repository view tree.
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To view the revision history for a component, right-click the component and select View Revision History,
or click the revision history icon () on the Repository toolbar. The revision history provides details about
software enhancements and fixes.

ion History

Version 7.60.0.0

Fixes

+ Maodified wording and spacing in the event log.

Enhancements

+ Updated layout and added support for B02.3ad dynamic teaming.

+ Added support for NC1020.
+ Removed references to Netelligent, NetAex, and TLAN from the component help file.

Version 7.90.0.0 rev B
Fixes
il =

Enhancements

» This driver now supports the NC1020 NIC.

To view the properties of a component, right-click the component and select Properties, or click the

properties icon ( ) on the Repository toolbar. The Properties window displays the properties of the
component or PSP, including file name, version number, and operating system information.

ZJ Properties

Description Value
cplld12E, exe
CADocuments and SettingsiochiiDesklop\Repository,
HF ProLiant Metwork Confiquration Utility 7 far Windows 2000
7T.EIDD

With the HP Proliant Metwork Configuration LRility, you can configure and manitor
HP ProLiant Metwork Interface Controllers (MNIC) ronning under Microsefll Wind ows
2000.

English (LS}, French, German, ltalian, Japansse, Spanish

Wicrosofl Windowes 2000

Dirveer - Metwork

Component preconfiguration

Some of the Smart Components included as part of a PSP must be configured before being deployed. If
any components require configuration, the All Configurable Components folder in the repository view tree
appears in bold text.
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¥  IMPORTANT: The configuration information is stored inside each Smart Component so it is
available when the component is installed. You do not need to configure components each
time they are deployed. However, configuration is independent of the target computer you
select. If you change the configuration of a component after deployment, you must redeploy
the component.

Icons next to each component in the repository view tree indicate whether the component must be
configured. Refer to "Repository view tree (on page 107)" for descriptions of each of the icons.
Configurable components include, but are not limited to:

e  System Management Homepage (PSP 7.20 or later)
e HP Insight Management Agents
e VCA

In PSP 7.10 and earlier, the Web-based management portion of the Insight Management Agents and
other utilities requires that a user ID, password, and trust level be configured in the Smart Component
before installation if this is the first time the agents are being installed. If the agents are being updated
and are already configured on the target system, the new agent component does not need to be
configured before being deployed.

In PSP 7.20 and later, component preconfiguration is optional, but you should check configurable
components fo determine whether preconfiguration is necessary for installed software to operate as
desired, especially when deploying to a system that has not had HP software installed on it before. The
System Management Homepage uses operating system-based authentication and accepts logins from
local administrative accounts by default. You can add operating system user groups to the access list of
the System Management Homepage through preconfiguration or by browsing to each individual system.
However, the default installation does not establish a trust mode for Systems Insight Manager, so if you
require this feature, it must be preconfigured.

For more information, refer to the HP Systems Insight Manager Installation and User Guide on the HP
Systems Insight Manager website (http://www.hp.com/go/hpsim).

To configure a Smart Component:

1. Select a component in the repository view tree.

ji o]

L HP Remote Deployment Utility
iz Eepostory Target Help

| Repositary: [E:\Repaskcey x| BEwowse O B H &
| Target Machine: [f2% computer =| EBrowss EPReboot [B @medll K '
| Support Pack selected For installation: ] ProLiant Suppert Pack For Microsoft Windows 2000 vergion 7.10 4 {Engislj
== 2valable Software - E:\Repostory | Desoription of softwa.., | Instalied version | Mew Version -
SRS All Configurabile Compaornend FR TS Kol e 5.33.2195.0
[T ¥ersion Conitrol Agent For % | HP ProLian: Advanced ... 5.33.2195.0
HP Insight Managament fg | HP Proliact Integrate. .. 5,32,2195,0
[ ) Microsoft Windows 2000 {0 0 e, .0.2195.6665 1éss 100
1 (59 Microsoft Wi ol L fars, b el SRl
8 (I Mcrasolt Windows Server 20028 o o ok 646,133, . 1.9.8.0
Fp Proliant Smatt Arra.., 5.14.0.0
HP ProLlart Smart Arv.., 5.60.0.32 b=
g ForageWarks Fibr.., 5.30.0.32
b Proliant CMD 0G4 .., 2.0.6.0
HF ProLiant Integrate... 2.5.2003.613
HP ProLlark C58-6 AT.., 4.1.730,2003
b ProUiant Starage 5... 5.16.0.0
Fg FreLiant Drive &rra, . 5.25.0.0
WP ShorageWorks Fibr... 5.24.0.32
HPF ProLiant Integrate... 25327 |
[ I _pl HP ProLiant C58-8 AT... 7.30.18,1125 _ﬂ
£1:2001, 2003 Hewlett-Packard Development Company, LLF. L =
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2. Select Repository>Configure from the menu bar, or rightclick the component and select Configure.
The configuration information screen for the selected component appears.

E Item Configuration

SNMP Settings

The Agents have several SMMP settings that contral data collection:

Data Collection Interal; IEminulBs =

I~ Enable SHNP Sats
I” Enable Rermate Reboot (enty auailable it SHMP Subs are anabled)

HP Web-Based System Security Setup  (Form version: 2.0}

The secunty seifings below must be configured for all HP web-based software. The adminisirator
password must be sel for web-based software to function. The trust relationship must be configured in
order for the device to interoperate with Insight Manager. Please configure these settings below.

Mote: IF the device already has & passwors aet an he server, the overaride aetting must be checked for
aay haw pasawardtruat relationahio asttinga to be configured succaasiully

¥ Owernwrite existing HP Web-Based System Security Settings Ll

3. From the component configuration screen, set the configuration features that you want and click
Save. To return to the component list without saving, click Cancel.

4. After the configuration is saved, the main window appears again. If the configuration operation is
not successful, an error message appears.

Deploying components or PSPs in Windows

The RDU allows local and remote non-scripted deployments only. To deploy Smart Components or PSPs:

1. Select the components to be installed by dragging them from the repository view tree into the target
computer list or by selecting a PSP from the Support Pack Selected for Installation dropdown list.
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2. Click Install on the Target Machine toolbar. The following screen appears.

=% Software Installation

Set Installation Options
Set installation-related ophions

3. Modify the installation options, if desired, and click Next. A confirmation screen appears.

4. Click Next to begin the installation. An installation progress window appears.
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Installation results in Windows

After deploying the PSP on the target server, the RDU displays an installation confirmation screen. Click
Finish to exit.

¥ Software Installation

Canee|
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If one or more components are not installed successfully, a screen similar to the following appears.

=% Software Installation . ! X

Finizh

The inztallation process encounkered one of mois emors that are lizted below,

kore zpecific: detailz may be found in the log s bocated in the CROSYSTEM o directany an

"COMPUTERT.
Wiew Log... |
[ ezcription | Solrce
9 Inztallation failed HP ProLiant Remote Monitor Service for Window
B Inztallation failed HP ProLiant Rack Infrastructure Interface Servic
B Inztallation failed Verzion Control Agent for Windows
B Inztallation faled HPF Insight ik anagement Agents for Windows 200

Eance| |

Each component writes an installation activity report (including errors) to a common installation log file
called CPQSETUP.LOG on every target server. To view the installation log file, which is always located in
the \CPQSYSTEM\LOG subdirectory on the boot partition of the target system, select Target from the
menu bar and select View Installation Log, or click the View target installation log icon (&) on the Target
Machine toolbar. Information regarding installation activity is appended to the same log file, providing a
chronological history of all component installation activity on the target server.

& cposetup.log - Notepad

He support software Setup :i
version 1.2.2.0

lactivity Log

Log created: 8/14,/2003 - 17:19:06 M

cammand Line Paramaters civen:
Beginning Interactive Session...

Mame HE Prociant array Configuration utility for windows
Maw versdon: 6.50.2.0

The software does not need to be installed on this system.

1] | Lr.j
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Remote Deployment Console Utility for Microsoft

Windows

The Remote Deployment Console Utility for Microsoft® Windows® is a command line version of the RDU.
The functionality of the command line-based Remote Deployment Console Utility is identical to the
graphical RDU but enables unattended scripted deployment. The Remote Deployment Console Utility
allows both local and single or multiple remote scripted deployments.

The Remote Deployment Console Utility is located along with the rest of the Support Pack contents on the
Proliant Software Maintenance CD and in the \COMPAQ\CSP\NT subdirectory on the SmartStart CD.
The executable file that launches the utility is SETUPC.EXE.

Some components must be configured before being deployed. Use the RDU for Microsoft® Windows® to
preconfigure components. For more information, refer to "Component preconfiguration (on page 109)."

For more information about deployment using the Remote Deployment Console Utility, refer to Scenarios 2
and 3 in "Deployment utilities usage scenarios for Windows-based systems (on page 120)."

All installation activity is logged by each component to the CPQSETUP.LOG file on the target system.

Command line syntax for the Remote Deployment Console Utility

The general command line syntax for the Remote Deployment Console Utility is:
setupc [/?] [/help] [/use-latest] [/t[arget]:computer] [/f[orce]]
[/r[eboot] [:timeout]] [/reboot-always[:timeout]] [/use-
location:fileshare] [/user:username] [/passwd:password] [/override-
existing-connection] [component] [support pack]...

If no command line arguments are passed on the command line, the Help information appears.

NOTE: All arguments and information enclosed in brackets are optional.

Command line arguments for the Remote Deployment Console
Utility

Command line argument Description

/help Displays command line Help information.

/? Is identical to the /help argument.

/use-latest Instructs SETUPC to automatically install the latest available Support Pack

for the target operating system. Any additional components or Support
Packs passed on the command line are ignored.

"Latest available" means the latest available version for the target
operating system that can be found in either the file share specified by
the /use-location parameter or in the directory containing SETUPC.EXE.

/tlarget]:computer Specifies the name of the computer to use as the target for the
deployment operation.
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Command line argument Description

/Horce] Changes the behavior of a component installation in one of the following

ways:

e If the component is already installed and current, it will reinstall itself,
and the installed version number will remain the same.

e If a newer version of the component is already installed, the
component will install itself and downgrade the component to the
older version number.

/r[eboot][:timeout] Causes the target system to reboot if the installation requires a reboot to
complete installation. A timeout in seconds can be specified. The default
timeout is 15 seconds.

The timeout value must be between 15 and 3600 (1 hour).

The reboot will only take place if no installation errors occur.

/reboot-always|[:timeouf] Causes the target system to reboot after installation, even if a reboot is
not required to complete installation. A timeout in seconds can be
specified. The default timeout is 15 seconds.

The timeout value must be between 15 and 3600 (1 hour).

/use-location:fileshare Instructs SETUPC to look in the specified directory or file share for the
Support Pack and components. If this parameter is not specified, the
directory containing SETUPC.EXE is used by default.

The current logged-in account must already have access to this location.

The /user: and /passwd: arguments do not have any effect when
attempting to access the file share. They are only used when connecting
to a target computer.

/user:username Sets the user name to use fo connect to the target computer.
/passwd:password Sets the password to use to connect to the target computer.
/override-existing-connection | Instructs SETUPC.EXE to connect to the target computer and override any

existing connection that might be present.

It is not recommended that this flag be used as a default. It overrides
important safety checks that ensure that only one client at a time is
connected to a farget computer.

Use this parameter only for recovery in a situation where the Remote
Deployment Console Utility is reporting that a connection to a target
computer is present, even if no connection exists. This situation can occur
if one of the remote deployment utilities does not shut down properly.

component Specifies the component to install.

support pack Specifies the Support Pack to install.

Command line examples for the Remote Deployment Console
Utility
Although lowercase letters are used in these examples, the Remote Deployment Console Utility is not case

sensitive, and either uppercase or lowercase letters can be used. However, the operating system
environment variable is case sensitive. For example, %l is not the same as %i.
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Command line input

Result

setupc /target: COMPUTERT /use-latest

Installs the latest available version of the
Support Pack that is located in the current
directory and is applicable to the
computer named COMPUTERT.

setupc /target: COMPUTER1 BPOOOOO 1. XML

Installs the Support Pack defined by
BPOO0OO1.XML from the current directory
on the computer named COMPUTERT.

setupc /target: COMPUTER2 BPOOO0O1.XML CPOO0150.EXE

Installs the Support Pack defined by
BPOOO0O1.XML and an additional
component named CPO00150.EXE
located in the current directory on the
computer named COMPUTER?2.

setupc /target:HPSYS1 /use-latest /use-
location: \\SWREPOS\SupportSoftware

Installs the latest available Support Pack
from \\SWREPOS\SupportSoftware on
the computer named HPSYS1.

@echo off

for %%l in (HPSYS1 HPSYS2 HPSYS3) do setupc /t:%%l
BPO0O0002. XML

A Windows® .CMD script that installs the
Support Pack defined by BPOO0O002. XML

on the following computers: HPSYS1,
HPSYS2, and HPSYS3.

For additional information about the syntax of the FOR ... IN ... DO operating system command, refer to

the operating system documentation.

Installing single components

In some instances, you might want to install a single component manually, rather than install an entire

Support Pack. To install a single component on your local system:

1. Double-click the component to be installed (cpxxxxxx.EXE). A screen similar to the following

appears.

T,-F’HP Package Setup

@ HF Setup iz ready o install the contents of this packaoe. Fress Install’ to run the

iriztallation program or press ‘Exdract ' o only extract the files:

X

HP ProLiant Legacy Port Configuration

Component for Windows 2000
Wersion: 1.5.2195.0

This utility configures a server o be run without keyboard, mouse, or
printer port, or to revert back to a configuration that refies on these
devices.

o [rztall

Eutract. ..

ﬂ Cloze

'k
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2. Click the Install button. A screen similar to the following appears.

<2 HP Setup ' _ =]

HF ProlLiant Legacy Port Configuration Component for Windows
2000
Software Wersion: 1.8.2195.0

Setup is ready to begin the install process. Pleasze review infarmation about the current
package below before continuing:

FJ The zoftware iz not installed on this sestem, but is supported for installation. ;|

Press Install' bo continue with the installation process o press 'Cloze’ o exit
Setup.

=
[nztall I Cloze |

3. Click the Install button, then follow the instructions on the screen to complete the installation.

Command line syntax for single components

The general command line syntax for single-component installation is
cpxxxxxx [/hlelpl] [/2] [/slilent]] [/florce]] [/r[eboot]]

where cpxxxxxx is the file name of the Smart Component; the Xs represent the component number.

NOTE: All arguments and information enclosed in brackets are optional.

If no command line arguments are passed on the command line, the component GUI appears.

Command line arguments for single components

Command line argument Description

/hlelp] Displays command line Help information.

/? Is identical to the /help argument.

/slilent] Specifies whether the GUI appears. Use this argument when scripting
the Smart Components to suppress the GUI. If this argument is omitted
from the command line, the GUI appears.
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Command line argument Description

/force] When used with the /silent command, installs the component in one of
the following ways:

e If the component is already installed and current, it will be
reinstalled, and the installed version number will remain the same.

e If a newer version of the component is already installed, the
component will install itself and downgrade the originally installed
component to the older version number. However, some
components do not support downgrading and might require that the
current version be uninstalled before installing a previous version.

If this argument is omitted from the command line, the installation is not
forced.

/rleboot] When used with the /silent command, causes the target system to
reboot if the installation requires a reboot to complete the installation. If
this argument is omitted from the command line, the server must be
rebooted manually for the installation to take effect.

The reboot will only take place if no installation errors occur.

Command line examples for single components

Although lowercase letters are used in these examples, either uppercase or lowercase letters can be used.

Command line input Result

cp002575 Starts installation of the CP002575.EXE component.

cp002575 /s Installs the CPO02575.EXE component on the target server, using the
defaults of the component. The GUI does not appear.

cp002575 /s /t /r Installs the CP002575.EXE component, forcing the component to
install over an existing version and allowing the server to reboot
automatically if needed. The GUI does not appear.

Return codes for single components

When each Smart Component has finished running, the component reports a return code to the operating
system or the calling application.

These return codes are used to determine the status of the component installation. You can also use return
codes in a script fo control the execution of the script and determine any branching that is required.

Error level Meaning

0 The Smart Component failed to install. Refer to the log file
for more defails.

1 The Smart Component installed successfully.

2 The Smart Component installed successfully, but the system

must be restarted.

3 The installation was not attempted because the required
hardware was not present or the software was current.
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Deployment utilities usage scenarios for Windows-
based systems

This section discusses deployment scenarios for PSPs and components stored in a centralized, network-

based software repository.

All of the PSP deployment examples described in this guide assume a centralized, network-based software

repository. The same deployment principles are applicable to PSP software that is stored locally on the

administrative system, target system, SmartStart CD, or Software Maintenance CD.

X TIP: To facilitate the use of the PSP deployment utilities, copy the utility files to their own
subdirectory on the hard drive of the administrative system.

The following figure illustrates overall PSP and component deployment strategy for Windows®-based
systems.

Sop
ooy,
1 J@,%‘
HF Systems Insight Manager
Software Management Server
Repository

&

Microsoft Intemet E
E xxﬂumr ——— :

Administrative Targe! Servers
Syslem
Scenario | Type of deployment Deployment utility used
1 e User is not familiar with operating system command line RDU (SETUP.EXE)

tools or does not need to deploy from a command line.
e User must deploy on a single local or remote target system.

o User does not need scripting capabilities.

2 e User is familiar with operating system command line tools. | Remote Deployment Console

e User must deploy on a single local or remote target system. Utility (SETUPC. EXE)

e User needs scripting capabilities.

3 e User is familiar with operating system command line tools. | Remote Deployment Console

o User must deploy on a few remote target systems. Utility (SETUPC.EXE)

e User needs scripting capabilities.

4 o User is an expert with operating system tools, including Remote Deployment Console
command line scripting. Utility with HP Systems Insight
Manager

o User is knowledgeable about HP Systems Insight Manager.

e User must deploy on a multitude of remote target systems,
all managed by HP Systems Insight Manager.
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¥  IMPORTANT: When using HP Systems Insight Manager in conjunction with the PSP
deployment tilities, HP recommends deploying to no more than 100 remote target systems
with any given Application Launch task.

For information on using HP Systems Insight Manager with the VCRM and the VCA, refer to the HP
Systems Insight Manager Help Guide on the HP Systems Insight Manager website
(http://www.hp.com/go/hpsim).

Scenario 1: Graphical deployment on a singletarget system

using the RDU

¥  IMPORTANT: Be sure that all components that require configuration are configured before
deploying them.

Both the RDU and the Remote Deployment Console Utility can be used to maintain and deploy PSPs and
individual components on a local or remote target system. However, the graphical RDU is the easiest
utility to use when deploying on a single-target system.

The following figure illustrates the basic, single-target system deployment process using the RDU.

—_— e e
Software
: Administrativa Deployment Ta Sarver
Software System ISingle) et

Repository

When to use Windows PSP deployment scenario 1
Use the PSP deployment scenario described in this section when you:

e Are not familiar with operating system command line tools or do not need to deploy from a
command line

e Are deploying PSPs or individual components on a single-target system that is either local or remote

e Do not have a need for scripting

Deploying a PSP using Windows PSP deployment scenario 1

To deploy a PSP stored in a centralized, network-based software repository using the graphical RDU:

1. Be sure that all minimum requirements are fulfilled as listed in "Minimum requirements for Microsoft
Windows version 7.80 or earlier (on page 104)."

2. Be sure that the centralized, network-based software repository can be accessed by the
administrative system.

3. Launch the RDU on the administrative system. It does not matter where the utility resides on the host
system. However, HP recommends placing the utility in its own subdirectory.
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If no PSPs or components are in the same directory as the RDU or if no applicable Support Packs are
found, a blank screen similar to the following appears when the utility opens.

L HP Remote Deployment Utility j =10l x|

Fie Repository Targat Help

| repositary: [E:\Reposkcey
| Target Machine: [f2% computer

:I (=5 Browise D & 5

=| Elerows= EpReboat B F1od }'f;

| Support Pack selected for installation: |

|

|==» &walable Software - E:\Repostory | Deserption of ., | Irestalled Version [ Newversion ||

|23 Al Configuratle Comparents
| |

1 2001, 2003 Hewdstt-Packard Developmenk Company, L. [ e 4

4.  Click Browse on the Repository toolbar to navigate to the location of the centralized, network-based
software repository.

5.  Configure components by right-clicking a component in the repository view tree and selecting
Configure. Icons next to each component indicate whether the icon must be configured. Refer to
"Repository view tree (on page 107)" for descriptions of the icons.

6.  Select components to be installed:

o To install all components in the applicable Support Pack, select a Support Pack from the Support
Pack Selected for Installation toolbar. All the components in the Support Pack appear in the
target computer list, as shown in the following figure.

¥  IMPORTANT: All components that make up a PSP must be present in the same directory as the
Support Pack File.

o To select individual components or categories, drag selected files or folders from the repository
view tree and drop them in the target computer list. You can also select a file or folder in the
repository view tree, and then press the Insert key to move the file or folder to the target computer

list.
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o To remove any components that you do not want to install, select them in the target computer list
and press the Delete key, or click the Remove selected items chosen for installation button () on
the Target Machine toolbar.

¥5. HP Remote Deployment Utility = =10 ||
Fie Repository Targat Help

| Repositary: |E:\Repostary 7| FEowe O & B .
| Target Machine: [f2% computer =| Elerows= EPRebost [ @It }4:

| Support Pack selected For instalation: | proLiant Support Pack For Microsoft Windows 2000 version 7.10 & Enalst

|=n fvalable Sofbware - B\ Repostary I_ spark Pack For wersgion 7,80 & (Engish (U |
[= [ Al configurable Conponen | 4p pm|_|aq-t,_, £.37.2195.0 |
[T Hersion Control Agent For ¥ | HP Prollank... 5.33.2195.0
P51 HF Insight Management Ag | HP Proliart.. 5.32.2195,0
5 () Microsoft Windows 2000 {000 S0h o iosiogss 1645100
= &, - . ALY B .1, o
F [ Microgeft Windows Server 2003 HP Braliant.. Lo
b Brodiart ... £.14.0.0
HP Proliart. .. 5.60.0.32
hp Sorage... 5.30.0.32
bp Proliant .. 2.0.6.0
HP Proliant... 2.5.2003,613
HP ProLlant... 4.1.730,2003
b Protiant ... 5. 16.0.0
ke Frediant .. 5.26.0.0
HP Storage... 5.24.0.32
HP Proliant... 25327 |
| I _pl HP ProLlant... FA0.16,1125 ;I |
£ 2001, 2003 Hewlstt-Packard Development Company, LF. [ A

If error text appears under a Support Pack in the repository view tree, as in the following figure,
a component referenced in the Support Pack is not available in the software repository.

To correct the situation, obtain the missing component from the HP website, SmartStart CD, or
Software Maintenance CD and copy it to the software repository.

¥5. HP Remote Deployment Utility H=i] == B2
Fiz Repository Target  Help

| Repesitary: iE:HREp-:-smy j Eeowse O & E &

| Target Maghine: {2} computert =| EBrowss EPReboat B oo K|
| Support Pack seleched for installation: ! j
=0 2valable Software - C\Documents | Descrption of.., | Installed Yersion | Plews Version —I

& [ all Configurable Componen
[2 [2] Microsoft Windows 2000
[= |’_| Software - Support: Pack
= [&] ProLiant Support PackF
D [The Suppart Pack is invald because one or more of the referenced components codd not be located, |
[ (L] Debver - System Managemer
[& (2] Dwrsar - Storage Controller
[® [ Uity
¥ [ Driver - Netwaark
B [ Driver - Lights-Cut Manage:
[ [ Software - System Manzgel
[+ D Cwivar - Storage Flbre Chan
[# [Z] Drivar - Yideo
[ (2] Microsoft \Windows Server 2002
4 | |

212001, 2003 Hewlstt-Packard Development Company, LF. LR J

7. Select the target machine. By default, the RDU selects the system that launches the utility as the target
system.

If the target system is the local administrative system, there is no need to modify the Target Machine
field. However, if the target system is a remote system accessible over the network, enter or browse
to the name of the network target system in the Target Machine field and press the Enter key to
connect to the target. You can also click Target, and use the Browse for Computer window to
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navigate to the system accessible over the network connection. Click OK to select the target and
return to the RDU main window.

NOTE: To assist with entry of the target system name, the RDU maintains a history of servers
on which software has been developed. Access this history from the Target Machine list.

If the user name and password for the target machine do not match those for the machine running
the RDU, you are prompted to enter the user name and password for the target machine.

8. Deploy all components displayed in the target computer list by clicking Install after the RDU identifies
the target system. A progress window tracks the progress of the deployment.

9.  Click Cancel at any time to stop deployment. There might be a slight delay before the installation is
canceled while the RDU finishes the last initiated task.

¥  IMPORTANT: Clicking Cancel stops the installation of the PSP at the point when Cancel is
clicked, so the target server might end up with a partially installed PSP.

10. View the installation results. When the deployment process is complete, after deploying the PSP on
the target server, the RDU displays an installation confirmation screen.

If one or more components are not installed successfully, a screen similar to the following appears.

v Software Installation . X

Finizh

The inztallation process encounkered one of mois emors that are lizted below,

kore zpecific: detailz may be found in the log s bocated in the CROSYSTEM o directany an

"COMPUTERT.
Wiew Log... i
[ ezcription | Source
9 Inztallation failed HP ProLiant Remote Monitor Service for Window
@ Inztallation failed HP ProLiant Rack Infrastructure Interface Servic
B Inztallation failed Verzion Control Agent for Windows
B |nztallation failed HPF Insight ik anagement Agents for Windows 200

4| | i
Eance| |

Each component writes installation activity (including errors) to a common installation log file called
CPQSETUP.LOG on every farget server. To view the installation log file, select Target from the menu
bar and select View Installation Log, or click View target installation log on the Target toolbar.

11.  If necessary, reboot the target server to complete the installation by clicking Reboot and confirming
when prompted by the system. The deployment is complete.
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NOTE: If the target system is the local administrative system, clicking Reboot causes the system
to reboot, and the RDU must be restarted to deploy components or PSPs on another target
system.

12. Close the Installation Results window to deploy components or PSPs on another target server.

Scenario 2: Command line deployment on a single-target system
using the Remote Deployment Console Utility

¥  IMPORTANT: Be sure that all components that require configuration are configured before
deploying them.

NOTE: The Remote Deployment Console Utility is designed as a tool that can be scripted with
the SmartStart Scripting Toolkit. For information about scripting server deployment, refer to the
SmartStart Scripting Toolkit website (http://www.hp.com/servers/sstoolkit).

The following figure illustrates the basic, singletarget system deployment process using the Remote
Deployment Console Utility.
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When to use Windows PSP deployment scenario 2

Use the PSP deployment scenario described in this section when you:
e Are familiar with operating system command line tools

e  Require deployment of PSPs or individual components on a single-target system that is either local or
remote

®  Have a need for scripting

Deploying a PSP using Windows PSP deployment scenario 2

To deploy a PSP stored in a centralized, network-based software repository from a command line prompt
on a singletarget system:

1. Be sure that all minimum requirements are fulfilled as listed in "Minimum requirements for Microsoft
Windows version 7.80 or earlier (on page 104)."

2. Be sure that the software repository can be accessed by the administrative system.
Map a drive letter to the network-based software repository that contains the PSP files.

4.  Preconfigure components using the RDU (SETUP.EXE). For more information, refer to "Component
preconfiguration (on page 109)."

5. Launch a command line prompt on the administrative system, and change to the subdirectory
containing the Remote Deployment Console Utility.
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6.  Launch the Remote Deployment Console Utility. For more information, refer to "Remote Deployment
Console Utility for Microsoft Windows (on page 115)."

NOTE: Command line help for the Remote Deployment Console Utility is accessible by running
the SETUPC.EXE file from the command line. A screen displays all possible parameters that the
utility accepts.

7.  Deploy the specified PSP file on the target system by pressing the Enter key.

When the utility deploys a PSP or individual components to the target system, each component writes
installation information to the file CPQSETUP.LOG on the target system.

Be sure that the target system is accessible over the network connection and that all files that make up a
PSP are present in the same directory. If the target system is not accessible over the network connection,
one of the following error messages might appear:

° Unable to connect to the target computer. All available connection
methods were attempted with no success. A possible reason is that the
operating system of the target computer is not supported.

(] Access to the target computer was denied, possibly due to incorrect
authentication information or permissions.

L] The target computer could not be found. Please check the spelling of the
computer name or the network connection and try again.

If installation errors occur, the command line window might display an error message followed by a list of
components and the errors that occurred.

¥  IMPORTANT: You can stop a command line deployment on a local server at any time by
pressing the Cirl+C keys.

When the deployment process ends, control is returned to the command line prompt to run the Remote
Deployment Console Utility on the next target server that must be deployed.

X TIP: You can view the centralized installation log file on the remote target system by
connecting to the remote target system over the network with Windows® Explorer and opening
the CPQSETUP.LOG file. You can also view the file in a command prompt window on the
administrative system by using the TYPE or MORE commands, followed by the network path
and name of the remote installation log file.

Scenario 3: Command line deployment on multiple-target
systems using the Remote Deployment Console Utility

¥  IMPORTANT: Be sure that all components that require configuration are configured before
deploying them.

NOTE: The Remote Deployment Console Utility is designed as a tool that can be scripted with
the SmartStart Scripting Toolkit. For information about scripting server deployment, refer to the
SmartStart Scripting Toolkit website (http://www.hp.com/servers/sstoolkit).
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The following figure illustrates the basic, multiple-target system deployment process using the Remote
Deployment Console Utility.
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When to use Windows PSP deployment scenario 3
Use the PSP deployment scenario described in this section when you:
®  Are familiar with operating system command line tools
e  Require deployment of PSPs or individual components on a few remote target systems

®  Have a need for scripting

Deploying a PSP using Windows PSP deployment scenario 3

Deploying software on multiple-target systems with the Remote Deployment Console Utility follows the
same basic procedures outlined in "Scenario 2: Command line deployment on a single-target system
using the Remote Deployment Console Utility (on page 125)."

¥  IMPORTANT: If multiple-target server deployment requirements are for very high volumes, refer
to "Scenario 4: Command line deployment on multiple-target systems managed by HP Systems
Insight Manager (on page 128)." Using the Remote Deployment Console Utility from the
command line to deploy to multiple-target servers is recommended only for a few target
servers.

To deploy a PSP stored in a centralized, network-based software repository from a command line prompt
on multiple-target servers:

1.  Follow steps 1 through 5 in "Scenario 2: Command line deployment on a single-target system using
the Remote Deployment Console Utility (on page 125)."

2. launch the Remote Deployment Console Utility, using command line parameters to specify each of
the target systems. For more information, refer to "Remote Deployment Console Utility for Microsoft
Windows (on page 115)."

¥  IMPORTANT: The farget systems must be accessible over the network connection, and the
account that is running the Remote Deployment Console Utility must have administrative access
to the target system.

NOTE: Command line help for the Remote Deployment Console Utility is accessible by running
the SETUPC.EXE file from the command line. A screen displays all possible parameters that the
utility accepts.
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3. Complete the deployment. Refer to step 7 in "Scenario 2: Command line deployment on a single-
target system using the Remote Deployment Console Utility (on page 125)," for the remainder of the
deployment process and any error messages that might appear.

% TIP: Although each component that is run will write installation information to the installation
log file CPQSETUP.LOG on the target system, you can redirect screen output to text files that
are local to the administrative system. This capability provides convenient local access to
multiple-target server deployment information from one location. Refer to the operating system
documentation for more information about output redirection.

Scenario 4: Command line deployment on multiple-target
systems managed by HP Systems Insight Manager

¥  IMPORTANT: Be sure that all components that require configuration are configured before
deploying them.

For initial PSP deployment on multiple-target systems managed by HP Systems Insight Manager, use the
Remote Deployment Console Utility. As in the previous scenarios, HP recommends that all deployments be
performed from a centralized, network-based software repository.

¥  IMPORTANT: When using HP Systems Insight Manager in conjunction with the PSP
deployment utilities, HP recommends deploying to no more than 100 remote target systems
with any given Application Launch task.

Atter initial PSP deployment, HP recommends that you use the software deployment support in HP Systems
Insight Manager.

The following figure illustrates the basic, multiple-target system deployment process using HP Systems
Insight Manager and the Remote Deployment Console Utility.
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When to use Windows PSP deployment scenario 4

Use the PSP deployment scenario described in this section when you are:
e Knowledgeable about operating system tools, including command line scripting

e  Knowledgeable about HP Systems Insight Manager
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e  Deploying PSPs or individual components on many remote target systems that are all managed by
HP Systems Insight Manager

Deploying a PSP using Windows PSP deployment scenario 4
For information on using HP Systems Insight Manager with the VCRM and the VCA, refer to:

e The HP Systems Insight Manager Help Guide on the HP Systems Insight Manager website
(http://www.hp.com/go/hpsim)

e  The Version Control User Guide on the HP System Management website
(http://h18013.www 1.hp.com/products/servers/management/agents/documentation.html)

For detailed information about using HP Systems Insight Manager, refer to the HP Systems Insight
Manager Installation and User Guide available on the Management CD, in every HP Systems Insight
Manager download from the Web, or on the HP Systems Insight Manager website
(http://www.hp.com/go/hpsim).

Alternatively, click Help in HP Systems Insight Manager.
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Acronyms and abbreviations

AMD

Advanced Micro Devices

DNS

domain name system

GRUB
Grand Unified Bootloader

GTK+
GIMP Toolkit

GUI

graphical user interface

HPSUM
HP Smart Update Manager

HTTP

hypertext transfer protocol

iLO
Integrated Lights-Out

IP

Internet Protocol

LDU
Linux Deployment Utility

LILO

Linux Loader

LSP
Linux Support Pack
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NIC

network interface controller

NLM
NetWare Loadable Module

NUT

Novell User Technologies

OS

operating system

PCI

peripheral component interface

PSP
Proliant Support Pack

RDU
Remote Deployment Utility

RILOE
Remote Insight Lights-Out Edition

RILOE Il
Remote Insight Lights-Out Edition I

RPM
Red Hat Package Manager

SLES

SUSE Linux Enterprise Server

SNMP

Simple Network Management Protocol

SOAP

Simple Object Access Protocol

SSH

Secure Shell

Acronyms and abbreviations
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SSL

Secure Sockets Layer

TCP/IP

Transmission Control Protocol/Internet Protocol

VCA

Version Control Agent

VCRM

Version Control Repository Manager

WMI

Windows Management Instrumentation

XML

extensible markup language

Acronyms and abbreviations
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